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1 Reason for Change

Getting ready for Consistency Review.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that this change request be agreed and the GwMO TS be updated accordingly.
6 Detailed Change Proposal

Change 1:  Updating Section 8.5 and 8.6
8.5 Bootstrapping
In the context of this enabler, the following two aspects of the DM Bootstrap Process [DMBOOT] need to be considered:
· bootstrapping of the End Device to the DM Gateway

· bootstrapping of the DM Gateway to the DM Server

The following subsections discuss the issue of bootstrapping in detail.

8.5.1 Bootstrapping of the End Device to the DM Gateway
The DM Bootstrap specification [DMBOOT] lists four possible approaches to the DM Bootstrap process (i.e. customized bootstrap, server initiated bootstrap, bootstrap from SmartCard and client initiated bootstrap). In theory these bootstrapping approaches can work for DM Gateway Bootstrapping on End Devices as well. However, in practice some of these bootstrapping approaches may be infeasible for End Devices.  For example, some of the End Devices may operate in private networks, which are outside the control of traditional service providers. For this reason, there may not be enough cost justification for customized bootstrap and SmartCard bootstrap.  Server initiated bootstrap on a blank End Device is also a big challenge because the Device may not have a globally routable address that can be used by some push mechanism (e.g. OMA Push) to bootstrap the End Device.

This specification describes two approaches for Gateway Bootstrapping on the End Device. These two approaches are described in the following subsections. The DM Gateway MUST support at least one of these approaches.  It needs to be noted that other approaches for Gateway Bootstrapping on the End Device are not precluded.  

8.5.1.1 DM Server Assisted Bootstrapping

In this approach, a previously bootstrapped DM Server bootstraps the End Device to the DM Gateway, as shown in Figure 13 and Figure 14.  The DM Server bootstraps the End Device to the DM Gateway at the very first time a DM session is established between the End Device and the DM Server, or whenever the End Device is detected in a new location. As is clear from Figure 13 and Figure 14, the association between the End Device and the DM Gateway is established by the DM Server. 
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Figure 13: DM Server Assisted Gateway Bootstrapping
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Figure 14: DM Gateway Bootstrapping Following Device Location Update
8.5.1.2 Local DM Bootstrap Server Assisted Bootstrapping

In this approach, the End Device obtains the DM Gateway Bootstrap from a local DM Bootstrap Server, as described in [DMBOOT].
It is clear from Figure 15 that the association between the End Device and the DM Gateway gets established dynamically.  The DM Server learns about this association upon receiving the Device Attach Alert from the DM Gateway.  
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Figure 15: Local DM Bootstrap Server Assisted Gateway Bootstrapping

8.5.2 Bootstrapping of the DM Gateway to the DM Server
The DM Gateway SHALL be bootstrapped to the DM Server in accordance with [DM-BOOT].
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