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1 Reason for Change

Recently some objections have been raised regarding the use of a DM Gateway initiated alert to the End Device in order to provide the publicly routable address of the DM Gateway to the End Device.  The publicly routable address of the DM Gateway is communicated by the End Device to the DM Server, via a Generic Alert, to enable the DM Server to reach the inaccessible End Device, which is behind the DM Gateway.

This CR proposes an alternate solution that relies on an End Device resident MO instead of the DM Gateway initiated alert to the End Device.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that this change request be agreed and the GwMO TS be updated accordingly.
6 Detailed Change Proposal

Change 1:  Updating section 4.1
4.1 Version 1.0

Version 1.0 introduces the OMA Gateway MO enabler.  This version defines the following MOs that reside on the DM Gateway:

· Device Inventory MO

· Gateway Config MO

· Fanout MO

· Image Inventory MO
· End Device Trigger MO
Additionally, this version defines the following MO that resides on the End Device:

· DM Gateway Account MO
This version also defines the following alert types:

· Device Attach Alert

· Device Detach Alert

· Fanout Result Aggregation Alert
· Fanout Completion Status Alert

· 
· Bootstrapped DMS List Alert
· Associated Gateway Alert
· Image Ready Alert
Change 2:  Introducing a new section to describe the new MO
6.6 DM Gateway Account MO

6.6.1 MO Description

The DM Gateway Account MO resides in the Management Tree [DMTND] of the End Device and it contains the publicly routable address of the DM Gateway.  The End Device communicates this address to the DM Server, via the Associated Gateway Generic Alert (section Xref), to enable the DM Server to reach the inaccessible End Device, via the DM Gateway operating in the Transparent Mode.   

Figure x shows a pictorial description of the DM Gateway Account MO. The descriptions of the various nodes within this MO are provided below.
[image: image1.png]— <x>* jr{ DMAccRef (Interior Node )

Fubliciddr? Teat Node

(Eefreshintervalr | |Optisnal Wadd

(55 ") [Fesuired Noae





Figure x: DM Gateway Account MO

	<x>

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get 
	

	
	This place holder node is the root node for the DM Gateway Account MO. The parent node of this node defines the location of this MO in the Management Tree of the End Device.

The MOID for the Image Inventory MO MUST be: “urn:oma:mo:oma-gwmo-gwacc:1.0”.


	<x>/DMAccRef


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get 
	

	
	This leaf node specifies the reference to the DMAcc object [DMSTDOBJ] corresponding to the DM Gateway.  The reference is the URI of the root node of the DMAcc object instance within the Management Tree of the End Device.


	<x>/PublicAddr


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	chr
	Get 
	

	
	This leaf node specifies the publicly routable address of the DM Gateway that the End Device can share with the DM Server, for Transparent Mode operation.


	<x>/RefreshInterval


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	int
	Get 
	

	
	The value of this leaf node specifies the interval, in minutes, within which the End Device and the DM Gateway need to exchange some communication (e.g. Layer 2 heartbeat message or Client Initiated DM Session) in order for the DM Gateway to retain the entry of the End Device in the DM Gateway’s Device Inventory MO.  If this node is absent, the End Device is not responsible for initiating heartbeat exchange with the DM Gateway.


	<x>/Ext


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get 
	

	
	This interior node is for vendor-specific extensions to the GwAcc MO.


Change 3:  Deleting section 7.3
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Change 4:  Update section 7.4 (old)
7.4 7.3 Bootstrapped DMS List Alert

The Bootstrapped DMS List Generic Alert is issued by the End Device to the DM Gateway under the following conditions:

· the DM Gateway Account MO (section Xref) is instantiated
· the End Device is bootstrapped to a new DM server

· the End Device is unbootstrapped from an existing DM Server
This alert conforms to the Generic Alert structure, as defined in [DMPRO]. It lists all the DM Servers to which the End Device is currently bootstrapped. 
An example of this alert is shown below.

	<Alert>

  <CmdID>2</CmdID>

  <Data>1226</Data>               <!-- Generic Alert -->

  <Item>      

    <Source><LocURI>mac:01-ab-34-ef-69-0c</LocURI></Source>

    <Target><LocURI>192.168.4.1</LocURI></Target>

    <Meta>

      <Type xmlns="syncml:metinf">

        urn:oma:gwmo:1.0:BootstrappedDMSList

      </Type>

      <Format xmlns="syncml:metinf">text/plain</Format>

    </Meta>

    <Data>

<![CDATA[

  <ServerList>

    <ServerInfo>

      <ServerID>ServerA</ServerID>

      <BootstrapURL>http://servera.com/bootstrap</BootstrapURL>

    </ServerInfo>

    <ServerInfo>

      <ServerID>ServerB</ServerID>

      <BootstrapURL>http://serverb.com/bootstrap</BootstrapURL>

    </ServerInfo>

  </ServerList>

-- ]]>

    </Data>

  </Item>

</Alert>




The XML Schema for this alert is provided in Appendix 
Error! Reference source not found..

Change 5:  Update section 7.5 (old)

7.5 7.4 Associated Gateway Alert

The Associated Gateway Generic Alert is issued by the End Device to the DM Server. It contains the publicly routable address of the DM Gateway. This alert is issued only if the DM Gateway Account MO has been instantiated in the Management Tree of the End Device and the MO contains the PublicAddr node.
This alert conforms to the Generic Alert structure, as defined in [DMPRO].
An example of the Associated Gateway Generic Alert is shown below.

	<Alert>

  <CmdID>9</CmdID>

  <Data>1226</Data>           <!-- Generic Alert -->

  <Item>      

    <Source><LocURI>mac:01-ab-34-ef-69-0c</LocURI></Source>

    <Target><LocURI>http://www.telco_operator.com/mgmt-server</LocURI></Target>

    <Meta>

      <Type xmlns="syncml:metinf">

        urn:oma:gwmo:1.0:AssociatedGateway

      </Type>

      <Format xmlns="syncml:metinf">text/plain</Format>

    </Meta>

    <Data>

<![CDATA[

  <GwAddress>2002:0:0:0:0:0:9da6:e219</GwAddress>

-- ]]>

    </Data>

  </Item>

</Alert>



The XML Schema for this alert is provided in Appendix 
0.

Change 6:  Update section 8.5.3.2

8.5.3.2 Bootstrapping to End Device’s DM Server
In this case the DM Gateway proceeds with the following steps to trigger the bootstrapping of the DM Gateway to the End Device’s DM Server.
Step 1: After the DM Gateway detects the End Device for the first time, the DM Gateway creates the DM Gateway Account MO (section Xref) on the End Device. This alert contains the publicly routable address of the DM Gateway.
Step 2: The End Device sends a Bootstrapped DMS List Generic Alert (section Xref) to the DM Gateway. This Generic Alert lists all the DM Servers to which the End Device has been previously bootstrapped.

Step 3: The DM Gateway checks the list of DM Server ID(s) and identifies the DM Servers to which the DM Gateway is not already bootstrapped.

Step 4: The DM Gateway starts the client initiated bootstrap, as defined in section 5.1.2.4 of [DMBOOT].

Figure 1 shows the work flow.
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Figure 1: DM Gateway Bootstrapping to End Device’s DM Server
Change 7:  Update section 8.5.3.3

8.5.3.3. Allowing Transparent Mode Operation for End Device’s DM Server
In this case the DM Gateway proceeds with the following steps to allow the Transparent Mode operation for the End Device’s DM Server, without getting bootstrapped to the DM Server.
Step 1: This step is the same as step 1 in section 8.5.3.2.


	














Step 2: This step is the same as step 2 in section  8.5.3.2.

Step 3: The End Device sends the Associated Gateway Generic Alert to that DM Server. This alert provides the publicly routable address of the DM Gateway to the DM Server. 
Step 4: This step is the same as step 3 in section  8.5.3.2.

Step 5: The DM Gateway establishes an internal mapping between the DM Server ID and the End Device ID. This enables the DM Gateway to provide the Transparent Mode operation for the End Device for a DM Notification message, with Push Extension Header, which originates from the DM Server, even though the DM Gateway is not bootstrapped to the DM Server.

Figure 2 shows the work flow.
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Figure 2: DM Gateway supporting the Transparent Mode for the End Device’s DM Server

Change 8:  Delete Appendix C.5


	






Change 9:  Updating Appendix B
Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].

B.1 SCR for DM Gateway Management Tree 
	Item
	Function
	Reference
	Requirement

	DMGw-T-001-M
	Use of appropriate Management Object identifiers 
	Sections 6.1.1, 6.2.1, 6.3.1, 6.4.1, 6.5.1
	

	DMGw-T-002-M
	Support for Required nodes for the various MOs
	Sections 6.1.1, 6.2.1, 6.3.1, 6.4.1, 6.5.1
	

	DMGw-T-003-O
	Support for Optional nodes for the various MOs
	Sections 6.1.1, 6.2.1, 6.3.1, 6.4.1, 6.5.1
	

	DMGw-T-004-M
	Support for Required nodes under an Optional node if the Optional node is supported
	Sections 6.1.1, 6.2.1, 6.3.1, 6.4.1, 6.5.1
	


B.2 SCR for End Device Management Tree 
	Item
	Function
	Reference
	Requirement

	ED-T-001-M
	Use of appropriate Management Object identifier 
	6.6.1
	

	ED -T-002-M
	Support for Required nodes for the DM Gateway Account MO
	6.6.1
	

	ED -T-003-O
	Support for Optional nodes for the DM Gateway Account MO
	6.6.1
	

	ED -T-004-M
	Support for Required nodes under an Optional node if the Optional node is supported
	6.6.1
	


B.3 SCR for Client functionality on the DM Gateway
B.3.1 SCR for Device Inventory MO and DM Notification
	Item
	Function
	Reference
	Requirement

	GwMO-C-001-M
	Support for updating Device Inventory MO when the GW becomes aware of a new Device
	Section 6.1.1, 8.1.1
	

	GwMO-C-002-M
	Support for updating Device Inventory MO when the GW becomes aware of a previously subtending Device that is no longer present in the network
	Section 6.1.1
	

	GwMO-C-003-M
	Support for Device Inventory Alert
	Section 6.1.1, 7,1.1
	

	GwMO-C-004-M
	Support for Device Detach Alert
	Section 6.1.1, 6.2.1, 7,1.2
	

	GwMO-C-005-M
	Support for the Gateway in Proxy mode
	Section 6.1.1
	

	GwMO-C-006-M
	Support for the Gateway in Transparent and Proxy mode
	Section 6.1.1
	

	GwMO-C-007-O
	Support for the Gateway in Adaptation mode
	Section 6.1.1, 8.4
	

	GwMO-C-008-M
	Support for management of End Devices with different types of End Device addresses
	Section 6.1.1
	

	GwMO-C-009-M
	Transparent mode and support GwMO Package #0 Push Message Header Format processing
	Section 8.2.2
	


B.3.2 SCR for Gateway Config MO
	Item
	Function
	Reference
	Requirement

	GwMO-C-010-M
	Support for PopulateGroup operation
	Section 6.2.1
	

	GwMO-C-011-M
	Support for enumerated based group membership
	Section 6.2.1
	

	GwMO-C-012-M
	Support for group membership based on device type
	Section 6.2.1
	

	GwMO-C-013-O
	Support for other conditions set by DM Server for group membership
	Section 6.2.1
	


B.3.3 SCR for Fanout MO
	Item
	Function
	Reference
	Requirement

	GwMO-C-014-M
	Support for Fanout operation
	Section 6.3.1, 8.3
	

	GwMO-C-015-M
	Support for Fanout Result Aggregation Alert
	Section 6.3.1, 7.2
	

	GwMO-C-016-M
	Support for Fanout Result Complete Status Alert
	Section 6.3.1, 7.2
	

	GwMO-C-017-O
	Support synchronous result reporting
	Section 8.1.2
	

	GwMO-C-018-O
	Adaptation mode and support non-DM commands
	Section 8.4.3
	

	GwMO-C-018-M
	Support Fanout notification
	Section 8.2.3
	

	GwMO-C-020-M
	Support for result filtering
	Section 8.2.3
	

	GwMO-C-021-O
	Support for create group based on result filtering 
	Section 6.3.1
	


B.3.4 SCR for Image Inventory MO
	Item
	Function
	Reference
	Requirement

	GwMO-C-022-M
	Support download for image (for example,, delivery package)
	Section 6.4.1
	

	GwMO-C-023-M
	Support for expire image inventory
	Section 6.4.1
	

	GwMO-C-024-M
	Support for assignment of LocalImageURI operation
	Section 6.4.1
	


B.4 SCR for Server functionality on the DM Gateway

	Item
	Function
	Reference
	Requirement

	GwMO-S-001-M
	Support for the DM Gateway Account MO
	Section 6.6.1
	


B.5 SCR for GwMO Server

	Item
	Function
	Reference
	Requirement

	GwMO-DMS-001-M
	Support for the various MOs that reside on the DM Gateway 
	
Sections 6.1.1, 6.2.1, 6.3.1, 6.4.1, 6.5.1
	

	GwMO-DMS-002-M
	Transparent mode and support GwMO Package #0 Push Message Header Format
	Section 8.2.1
	
























































Note to the editor: Resolve the section numbers (highlighted text) using MSWORD Xref feature





Note to the editor: Kindly ensure that the text is properly formatted for Svante’s DDF generator tool.





Note to the editor: Kindly update the figure number reference and figure caption (highlighted text), using the MSWORD Xref feature





Note to the editor: Resolve the section number (highlighted text) using MSWORD Xref feature





Note to the editor: Resolve the section number (highlighted text) using MSWORD Xref feature





Note to the editor: Kindly avoid hard-coding of section numbers (highlighted text).  Use MSWORD’s XRef feature instead.





Note to the editor: 6.6 and 6.6.1 are phony section headers.
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