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1. Scope
(Informative)

This technical report defines requirements for an interface from Device Management (DM) server to the Machine to Machine (M2M) systems on top. This Northbound Interface (NBI) allows M2M service layer to access the DM server functionality. These requirements are derived from device and service management use cases. 
2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	

	


2.2 Informative References

	 [OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	
	

	
	

	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	
	

	
	

	
	Kindly consult [OMADICT] for more abbreviations used in this document.


	


3.3
Abbreviations

	OMA
	Open Mobile Alliance

	LWM2M
	Lightweight Machine to Machine (refers to this OMA enabler)

	
	

	
	Kindly consult [OMADICT] for more abbreviations used in this document.


	


4. Introduction
(Informative)

M2M Service layer is establishing practices which utilize device management functionality provided by the DM layer.  In order to effectively use the device management functionality of the DM layer, an interface between the M2M Service layer and DM layer needs to be specified.
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4.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial version of the RD.  The description should be brief, target length should be a few paragraphs.   When the release or reference release is finished, this description should be aligned with the final functionality.   

DELETE THIS COMMENT

4.2 Version <x.y>

This section should be included for each new major or minor version of the RD.

It should provide a high level, concise and informative description of the new or modified functionality introduced in this version of the RD, compared to the previous version.  The description should be brief, target length should be a few paragraphs.  When the release or reference release is finished, this description should be aligned with the final functionality differences.

DELETE THIS COMMENT

4.2.1 Version <x.y.z>

This section should be included for each new service release of the RD.   It should describe at a high level the main changes made to the RD compared to the previous version.  The description should be brief, target length should be one paragraph.

DELETE THIS COMMENT

5. [Release name] release description 
(Informative)

<< This clause illustrates what the release is about, describing the release in terms of its functionalities, identifying the actors and their relationships. The inclusion of any pictures to back up text should be kept simple, showing various actors involved. The text shall summarize the functionalities of the release in a generic form which does not constrain terminal or network design. It is intended to allow an understanding of the release without regard to implementation. The description should include functional, charging, administration and configuration, usability, interoperability, privacy aspects as well as interactions with other releases.

Part of this text can be easily extracted from the WID

DELETE THIS COMMENT >>

<text>
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Figure 1: Example Figure

5.1 End-to-end Service Description

This section provides indications on what is the business rational for creating such enabler release. The text has to be a high level description of the features and functions provided by the OMA enabler release, including their objectives, when considered as a service (e.g. Mobile Code,  Mobile Advertising, Customized Multimedia Ringing,  MMS,  Mobile Spam Reporting) and/or a building block (e.g. Service User Profile Management , Parlay Service Access, Converged IP Messaging, Device Profile Evolution). 

This description should address the end-to-end experience provided by the OMA services (e.g. the end-users prefer to receive advertising contents that are targeted to their interests and needs; they demand that the service provider guarantees that messages are sent by authenticated parties, as they do not want to receive spam). Also, this description should address what are the overall functions of the enabler release to be able to support other enablers (e.g. Service User Profile Management provides one unique central point to access and allow management of user data). 

The end-to-end description should address the direct benefits for the end users as well as the indirect benefits for the equipment usage, or network interconnections, or overall operations or content adaptation, to mention just a few. 

Both enterprise and consumer scenarios may be considered.

The text in this section should be brief, target length should be a few paragraphs. When the RD definition is finished, this description should be aligned with the final functionality..   

DELETE THIS COMMENT

6. Requirements
(Normative)






	
	
	

	
	

	




6.1 High-Level Functional Requirements









<intro text for High Level requirements here>
	Label
	Description
	Release

	
	

	

	M2Mi-HLF-001
	The M2M Interface Enabler SHALL provide the capability for the M2M Service Layer to establish a session between the M2M Service Layer and the Device Management Server.
	

	M2Mi-HLF-002
	The M2M Interface Enabler SHALL provide the capability for the Device Management Server to establish a session between the M2M Service Layer and the Device Management Server.
	

	M2Mi-HLF-003
	The M2M Interface Enabler SHALL provide the capability allow M2M Service Layer to manage resources on Devices using the Device Management Server’s interfaces.
	

	
	
	

	
	
	


Table 1: High-Level Functional Requirements

6.1.1 Security




<intro text for Security requirements here>

	Label
	Description
	Release

	
	

	

	M2Mi-SEC-001
	The M2M Interface Enabler SHALL ensure confidentiality of data in a session between M2M Service Layer and Device Management Server.
	

	M2Mi-SEC-002
	The M2M Interface Enabler SHALL ensure integrity of data in a session between M2M Service Layer and Device Management Server.
	

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Security Items

6.1.1.1 



	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



6.1.1.2 



	
	
	

	
	
	

	
	
	

	
	
	



6.1.1.3 



	
	
	

	
	
	

	
	
	

	
	
	



6.1.1.4 



	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



6.1.2  Session Establishment



	Label
	Description
	Release

	
	




	

	M2Mi-SSE-001
	The M2M Interface Enabler SHALL support the capability to allow exchange of credentials between the M2M Service Layer and the Device Management Server.
	

	M2Mi-SSE-002
	The M2M Interface Enabler SHALL support the capability to have multiple sessions in parallel running between M2M Service Layer and the Device Management Server.
	

	M2Mi-SSE-003
	The M2M Interface Enabler SHALL support the capability to manage session connectivity between M2M Service Layer and the Device Management Server.
	

	M2Mi-SSE-004
	The M2M Interface Enabler SHALL specify retry policies (i.e., periodic contact establishment (schedule), upon event detection with time window) on interactions from Device Management Server to the M2M Service Layer
	

	
	
	

	
	
	


Table 7: High-Level Functional Requirements – Session Establishment
6.1.3 Session Operations



	Label
	Description
	Release

	
	

	

	M2Mi-SSO-001
	The M2M Interface Enabler SHALL support the capability for M2M Service layer to perform pass-through management operations on devices managed by Device Management Server.
	

	M2Mi-SSO-002
	The M2M Interface Enabler SHALL be capable of defining mechanisms to support triggering of immediate operations to device for requests received from the M2M Service Layer. If the device is not available the Device Management Server SHALL return an appropriate error code.
	

	M2Mi-SSO-003
	The M2M Interface Enabler SHALL be capable of allowing the M2M Service Layer to indicate request treatment policies for delivery of operations to the device. These policies SHALL include: Retry policy, Request Time out.
	

	M2Mi-SSO-004
	The M2M Interface Enabler SHALL ensure that the M2M Service Layer is authorized to perform interactions with resources on a device by utilizing the security mechanisms provided by the Device Management Server to authorize access, to its resources.
	

	
	
	

	
	
	


Table 8: High-Level Functional Requirements – Session Operations
6.1.4 Events



	Label
	Description
	Release

	
	

	

	M2Mi-EVE-001
	The M2M Interface Enabler SHALL allow the M2M Service Layer to subscribe and unsubscribe to events related resources of the devices managed by the Device Management Server.
	

	M2Mi-EVE-002
	The M2M Interface Enabler SHALL allow the M2M Service Layer to subscribe to events within the Device Management Server.
	

	M2Mi-EVE-003
	The M2M Interface Enabler SHALL provide the capability deliver events to subscribed M2M Service Layer systems.
	

	M2Mi-EVE-004
	The M2M Interface Enabler SHALL allow the M2M Service Layer to request events based on event filters including: Event Code; Specific parameters changing value; Device; Any combination of the previous criteria.
	

	M2Mi-EVE-005
	The M2M Interface Enabler SHALL be capable of allowing the M2M Service Layer to retrieve a list of events emitted by the devices that are managed by the Device Management Server.
	

	M2Mi-EVE-006
	The M2M Interface Enabler SHALL be capable of allowing the M2M Service Layer to retrieve a list of events emitted by the Device Management Server.
	

	
	
	

	
	
	


Table 9: High-Level Functional Requirements – Events
6.1.5 Resource Discovery



	Label
	Description
	Release

	
	

	

	M2Mi-RED-001
	The M2M Interface Enabler SHALL be capable of allowing the M2M Service Layer to discover devices that are managed by the Device Management Server.
	

	M2Mi-RED-002
	The M2M Interface Enabler SHALL be capable of allowing the M2M Service Layer to discover the metadata related to the resources of devices that are managed by the Device Management Server.
	

	
	
	

	
	
	


Table 10: High-Level Functional Requirements – Resource Discovery
6.1.6 


	
	
	

	
	

	

	
	
	

	
	
	



6.2 








	
	
	

	
	

	

	
	
	

	
	
	



Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA

	
	
	

	
	
	


A.2 Draft/Candidate Version <current version> History

<< This section is available in pre-approved versions – it should be removed in the actual approved versions.  DELETE THIS COMMENT >>

	Document Identifier
	Date
	Sections
	Description

	Draft Version

OMA-M2MInterface-V1_0
	10 Jan 2014
	n/a
	RD creation

	OMA-M2MInterface-V1_0
	15 Jan 2014
	4
	 Introduction to the RD 

	OMA-M2MInterface-V1_0-20140124-D_CR03_cb
	24 Jan 2014
	6
	Updated the requirements 


Appendix B. Use Cases
(Informative)

<text here>
B.1 <Use Case Title>

<text here>
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