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1 Reason for Change

Several areas in the RD need to be clarified to conform to the WID, and to correct mistakes.
Two requirements were deleted, as I cannot understand what they are intended to do.
R01: removes all mention of gateway or interworking.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG should review and agree this CR.
6 Detailed Change Proposal

Change 1:  Section 4, Introduction
The motivation for DM 2.0 stems from two considerations:  One is a general desire to address some of the shortcomings of the previous DM releases and theother is to enhance the OMA DM protocol to for converged devices.

Many of the perceived shortcomings of DM 1.2 are being addressed in DM 1.3.  Unfortunately some of the shortcomings or enhancements of DM 1.2 cannot be addressed while maintaining backward compatibility and therefore they are not being addressed in DM 1.3, as per OMA guidelines [OMAPROC], thus are expected to be addressed in DM 2.0. The major push for DM 2.0 is to tackle issues related to CDM (Converged Device Management).

Up until DM 2.0, OMA DM has been used for the remote management of single-mode wireless devices.  However, in this age of device and service convergence, as multi-mode devices are coming out in the market in increasing numbers and the strict delineation between wireless and wireline devices is getting increasingly blurred, it seems inevitable that OMA DM 2.0 has to address both the existing and a completely new set of market requirements.

Change 2:  Section 5.3, Version 2.0
The DM V2.0 Enabler provides the following functionalities:

· Improved mechanism or requirements for multiple management authorities dealing with a single client.
· Management of devices that do not have DM Clients..
· An application interface  for device applications to interact with the DM Client's management objects.
· Support DM functionality on virtualized platforms (i.e. devices with more than one access technology/operating system/environment).
· Improved protocol and representation from DM 1.3.
Change 3:  Section 6.2, High Level Requirements
	Label
	Description
	Release
	Functional module

	DM-HLF-001
	DM Protocol and Representation SHALL be access technology agnostic.
	DM 2.0
	General

	DM-HLF-002
	DM Enabler SHOULD support a mechanism to allow DM sessions against a device placed behind a firewall or NAT (“Network Address Translator”).
	DM 2.0
	General

	DM-HLF-003
	DM Enabler SHOULD support a mechanism to manage devices without user interface.
	DM 2.0
	General

	DM-HLF-004
	DM Enabler SHALL support a mechanism allowing a server to retrieve the value of a DM Client’s MOs (all or subset) with a focus on the query and response consuming minimum bandwidth and processing resources.
	DM 2.0
	General

	DM-HLF-005
	The DM Client SHALL allow local device’s applications to interact with it’s Management Objects.
	DM 2.0
	General

	DM-HLF-006
	DM Enabler SHALL support a mechanism to manage the device with more than one operating system/environment.
	DM 2.0
	General

	DM-HLF-007
	DM Enabler SHALL support a mechanism to manage the device with more than one access technologies. 
	DM 2.0
	General

	DM-HLF-008
	The DM Enabler SHALL specify a mechanism to allow continuous management of devices, even if the devices are change networks or use different data transports.
	DM 2.0
	General

	DM-HLF-009
	The DM Enabler SHALL support a mechanism to control which Management Objects can be managed by a specified DM Server.
	2.0
	Management Authority

	
	
	
	


	DM-HLF-011
	The DM Client SHALL support multiple Management Authorities managing different instances of the same Management Object.
	2.0
	Management Authority

	DM-HLF-012
	The DM Client SHALL support multiple Management Authorities.
	2.0
	Management Authority

	DM-HLF-013
	The DM Client SHALL support the delegation of a Management Authority’s control to other Management Authorities.
	2.0
	Management Authority

	DM-HLF-014
	The DM Enabler SHALL support a mechanism to prioritize Management Authorities that access the same instance of a management object.
	2.0
	Management Authority

	DM-HLF-015
	The DM Client SHALL process DM messages only from authorized Management Authorities.
	2.0
	Security

	DM-HLF-016
	The DM enabler SHALL provide a mechanism for local applications in the device to register for notifications to changes to an instance of  a registered MO.
	2.0
	General

	DM-HLF-017
	The DM enabler SHALL provide a mechanism to notify registered applications in the device for changes to an instance of a  registered MO.
	2.0
	General

	DM-HLF-018
	The DM Client SHALL be able to choose the appropriate DM Server for a DM Client initiated management session.
	2.0
	General

	DM-HLF-019
	The DM enabler SHALL provide a mechanism for the discovery of optional DM features supported by the DM Client
	2.0
	General

	
	
	
	

	
	
	
	

	DM-HLF-022
	DM Enabler SHALL support the capability to suspend and resume the transfer of large objects
	2.0
	General

	
	
	
	

	
	

	
	

	DM-HLF-025
	The DM Enabler SHALL support Shared Delegation.
	2.0
	TBD

	DM-HLF-026
	The DM Enabler SHALL support Full Delegation.
	
	

	DM-HLF-027
	The DM Enable SHALL support Sub-Delegation.
	
	

	DM-HLF-028
	The DM Enabler SHALL ensure complete confidentiality of data across different Management Authorities in the case of Full Delegation. 
	2.0
	TBD

	DM-HLF-029
	The DM Enabler SHALL allow a Management Authority (MA) to impose restrictions on sub-delegation of management capabilities to other MAs.  These restrictions include, but are not limited to, the following:

· number of further levels of sub-delegation allowed
· prohibited MAs (i.e. MAs to which sub-delegation is not allowed) 
	2.0
	TBD


Table 1: High-Level Functional Requirements













�This is covered better by HLF-012
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