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Reason for Change
This proposal adds missing chapter into the TS.
Impact on Backward Compatibility
None, it is a new document
Impact on Other Specifications
None
Intellectual Property Rights
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Recommendation
Propose to add the missing chapter into the TS.
Detailed Change Proposal
Add the following content




[bookmark: _Toc300673957]5. OMA DM 2.0 Overview
The DM Enabler includes the following four interfaces between a DM Client and a DM Server
· Notification from server to client to initiate a OMA DM Session
· Command channel for authentication and command exchange, this may also include management data
· Content delivery of management data
· User Interaction using web server component and web browser component
The DM Enabler specifies the following content formats:
· Notification message to be delivered to the client in the DM Notification message
· Management Object Data
· Meta-Data 
· Alerts
5.1 DM Notification
This interface is used when the server needs to request the device to initiate a Device Management session.	Comment by Svante Alnås: This spec needs to be added later
5.2 DM Protocol
Initially authentication and authorization will be performed. After that the device will inform the server about basic device information and its capabilities. Client will also inform the server about all client evens and alerts that has been generated and not delivered to the server. 
The second part in this interface is used for the server to transfer management commands to the client and for the client to report status after execution of the commands. This will be repeated until the server does not want to perform any more management commands to the client.
5.3 Content Delivery
This interface is used for exchanging data between device and server. A specific MIME Type is used for standard management object but management objects may support other formats. This enabler specifies a specific media type (MIME-Type) but any media type is allowed. The protocol used here is HTTP without modifications or additions. This interface is used as result of requested management operations from the DM Protocol.
5.4 User Interaction
This interface is between a Web Server and Web Browser independent on if the web browser is integrated in the DM Client or if it is a standalone Web Brower application. This enabler does not specify anything about this interface, protocol or media etc. This interface is used as result of requested management operations from the DM Protocol
5.5 Management Object Data, Meta-Data and Alerts
This format is a JSON structure that allows the following categories to be included:
· Static implementation information on how a MO is implemented and runtime meta-data of the management objects.
· Serialized Management Object that contains run-time data of a management object instance 
· Client Events and Alerts similar to Generic Alert as defined in DM 1.2
This structure allows all these categories above to be included but all of them are not valid in all scenarios.
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