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1 Reason for Change

This proposal adds requirements related to the discovery of optional client features by the server, and related to security.
2 Impact on Backward Compatibility

No impact on backwards compatibility.
3 Impact on Other Specifications

This will affect the TS work
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Propose to add the listed requirements below to the RD specification.
6 Detailed Change Proposal

Change 1:  Addition of requirements 
7. Requirements
(Normative)

7.1 High-Level Functional Requirements

	Label
	Description
	Release

	DM-HLF-001
	The DM enabler SHALL specify a mechanism for the DM Client to expose supported MO types.
	2.0

	DM-HLF-002
	The DM enabler SHALL support web browser or web browser component for the UI functionality.
	2.0

	DM-HLF-003
	The DM enabler SHALL support a mechanism for delivering the management data and management commands separately.
	2.0

	DM-HLF-004
	The DM enabler SHALL support delivery of management commands and management data in the same message.
	2.0

	DM-HLF-005
	The DM enabler SHALL support the usage of MIME types for identifying the format of the management data.
	2.0

	DM-HLF-006
	The DM enabler SHALL allow state-less implementation of servers.
	2.0

	DM-HLF-007
	The DM enabler SHALL specify a JSON format for delivering a MO.
	2.0

	DM-HLF-008
	The DM enabler SHALL support HTTP GET, POST, and PUT operations for device management.
	2.0

	DM-HLF-009
	The DM enabler SHALL allow the servers to manage devices without the knowledge of a MO location.
	2.0

	DM-HLF-010
	The DM enabler SHALL allow supported MOs to be described in separate DDF files.
	2.0

	DM-HLF-011
	The DM enabler SHALL support existing  Management Objects which have been designed to work with OMA DM 1.x.
	2.0

	DM-HLF-012
	The DM enabler SHALL support a mechanism for delivering information required for bootstrapping.
	2.0

	DM-HLF-013
	The DM enabler SHALL support interface to start/abort DM Session
	2.0

	DM-HLF-014
	The DM enabler SHALL support interface to manipulate DM Management Tree
	2.0

	DM-HLF-xxx
	The DM enabler SHALL provide a mechanism for the discovery of optional DM features supported by the client
	2.0


Table 1: High-Level Functional Requirements

7.1.1 Security

<intro text for Security requirements here>
	Label
	Description
	Release

	DM-SEC-001
	The DM enabler SHALL support authentication, authorization, integrity and confidentiality.
	2.0

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Security Items
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