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1 Reason for Change

Resource is important concept in RESTful architecture.

This CR proposed set of resources which will be provided by DM 2.0 Server.
This also proposed DM 2.0 communication flows for DM 2.0 protocol.

2 Impact on Backward Compatibility
WG member should consider proposed set of resources (API) can serve existing OMA Device Management Service.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

WG member should agree on this CR.
6 Detailed Change Proposal

Change 1:  RESTful DM API and Resource definition (Actual Section No is TBD)
x. RESTful DM Network API

x.1 OMA DM 2.0 REST Resources

This section describes definitions of OMA-DM resources for DM 2.0 Protocol.
x.1.1 Sessions

Sessions is the interface to manage DM Sessions.
	Resource
	Description

	GET /sessions/pending
	Get list of pending Management Sessions

	GET /sessions/completed
	Get list of completed Management Sessions with brief result (OK or failure)

	POST /sessions/next
	Start pending DM Session, and get the initial Management Commands from Server.

	POST /sessions/id/{sessionId}
	Start pending DM Session, and get the initial Management Commands from Server

	PUT /sessions/id/{sessionId}
	Report the results of performed DM Commands, and may recieve further Management Commands with newly assigned Session ID.

	DELETE /session/id/{sessionId}
	Abort started Management Session


x.1.2 Devices 

Devices is the interface to manage Devices associated DM Account.
	Resource
	Description

	GET /devices
	Get list of managed device associated DM Account

	GET /devices/new
	Get device registration form in HTML

	POST /devices/new
	Request to register a device with form data

	GET /devices/{devId}
	Get Device Information registered on Server (form to update info)

	PUT /devices/{devId}
	Update Device Information

	DELETE /devices/{devId}
	Unregister a device from associated DM Account


x.1.3 Alert

Alert is the interface to report Client event to Server.
	Resource
	Description

	POST /alert
	Report Device event to Server, and may get further Management Commands with newly assigned Session ID.


Change 2:  Communication Flows
x.2 DM 2.0 Communication Flows

This section describes DM 2.0 commutation flow between the Device and the Server. 

The DM Client, and Browser component MUST communication with DM Server using TLS.
x.2.1 Server Initiated Session

The DM 2.0 Client will start DM Session when it received the DM Notification Message.
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Figure 1: Server Initiated Session
x.2.2 Client Initiated Session

The DM 2.0 Client will start DM Session when Device event is occurred, such as timer events, or UI interaction.
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Figure 2: Client Initiated Session
x.2.3 Web Browser Component Initiated Session

The Browser component of DM Client will start the DM Session by sending HTTP POST request to the DM Server.

The Browser component MUST add the Accept Header with “application/vnd.omadm-cmd+json”.
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Figure 3 Web Browser Component Initiated Session
x.2.4 Web Browser Initiated Session

The Browser component of DM Client will start the DM Session by sending HTTP POST request to the DM Server.
When the Browser does not specify the Accept Header with “application/vnd.omadm-cmd+json”, the Server triggers the Client with Notification Message.
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Figure 4: Web Browser Initiated Session
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