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1 Reason for Change

This CR is to add Credentials into the DM Account that is used for the DM Notification.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG to review and agree this CR
6 Detailed Change Proposal

Change 1:  Descriptions for this change here
10.2 DM Account Management Object

The following figure shows an overview of the management object.
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Figure 11: The DM Account Management Object

	<x>

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	Node
	Get
	

	
	This interior node acts as a placeholder for one or more instances of this object. Management Object Identifier for this management object MUST be: “urn:oma:mo:oma-dm-dmacc:2.0”.


	ServerID

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	Chr
	Get
	

	
	This node specifies a server identifier for the management server used in the management session. This identifier MUST be uniquie within the DM Client.


	Name

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	Chr
	Get
	

	
	This node specifies user displayable name for the management server 


	Permissions

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	Node
	No Get
	

	
	This node is the parent node for the management object that this DM Server request access rights to. This node and all childe nodes MUST NOT be exposed in the DM Client. This part is used for the bootstrap only. 


	Permissions/<x>

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	Node
	No Get
	

	
	This node goups the access rights for a specific MOID. 


	Permissions/<x>/MOID

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	No Get
	

	
	This node specifies the MOID for this group. 


	AuthNoti

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	node
	Get
	

	
	This interior node is the parent node for authentication data used for DM Notification. If this interior node is presented and the SHA256-DIGEST Option is specified in the DM Notification, then the DM Client MUST authenticate the DM Notification using the SHA256-DIGEST Option.


	AuthNoti/AuthType

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	int
	Get
	

	
	This node specifies the authentication type. The value of this node MUST be one of the followings:
Valid Value
Descriptions

0

SHA256 digest as specified in [RFC6234]



	AuthNoti/AuthSecret

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This node specifies the authentication secret related to the authentication type indicated by the AuthNoti/AuthType node.


Change 2:  Descriptions for this change here

· SHA256 Digest Option (SHA256-DIGEST)
The SHA256-DIGEST Option specifies the time and the digest for the DM Notification package. The length of this Option MUST be 36 bytes. The first 4 bytes MUST be the time in POSIX format [POSIX], which indicates the time when the DM Server sends the DM Notification package. This time information can be used to prevent the reply attacks. The remaining 32 bytes MUST be the SHA256 digest. The DM Sever MUST set this Option as follows:

· Step1: The DM Server prepares the DM Notification package with this Option. The time in the first 4 bytes MUST be set to the current time in POSIX format, and the digest MUST be initially set to all zero (zero-digest).

· Step2: The DM Server calculates the SHA256 digest according to [RFC6234]. The Input to the hash function MUST be the concatenation of the DM Server secret and the DM Notification package (i.e., Digest= Hash(server-secret|notification-message).  Note that the DM Notification package contains all zero for the digest (zero-digest) at this step.

· Step3: The DM Server replaces the zero-digest with the computed digest.

The DM Server secret MUST be provided at the AuthNoti/AuthSecret node in the DM Account MO.

When receiving the DM Notification package with this Option, the DM Client MUST ignore the DM Notification package for below cases:

· The DM Server secret is not properly provided at the AuthNoti sub-tree in the DM Account MO
· The digest in the Option is incorrect

When receiving the DM Notification package with this Option, the DM Client MAY ignore the DM Notification package for below cases:

· The digest is correct, but the time indicates the DM Notification package is too old (vendor-specific decision)
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