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1 Reason for Change

This CR is to update the ETR according to the last changes during DM 2.0 CONR.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG to review and agree this CR
6 Detailed Change Proposal

Change 1:  Descriptions for this change here
5.1.1.1 DM Client
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	DM-PKG-PKG-FLOW-C
	Support of DM Package flow
	Required to test whether the DM Client can properly process DM Packages according to the package flow as specified by [DM2.0].

	
	DM-PKG-PKG#1-C
	Support of Package#1
	Required to test whether the DM Client supports the Package#1 as specified by [DM2.0].

	
	DM-PKG-PKG#2-C
	Support of Package#2
	Required to test whether the DM Client supports the Package#2 as specified by [DM2.0].

	
	DM-PKG-PKG#3-C
	Support of Package#3
	Required to test whether the DM Client supports the Package#3 as specified by [DM2.0].

	
	DM-PKG-HGET-C
	Support of HGET Command
	Required to test whether the DM Client supports the HGET command as specified by [DM2.0].

	
	DM-PKG-HPUT-C
	Support of HPUT Command
	Required to test whether the DM Client supports the HPUT command as specified by [DM2.0].

	
	DM-PKG-HPOST-C
	Support of HPOST Command
	Required to test whether the DM Client supports the HPOST command as specified by [DM2.0].

	
	DM-PKG-DELETE-C
	Support of DELETE Command
	Required to test whether the DM Client supports the DELETE command as specified by [DM2.0].

	
	DM-PKG-EXEC-C
	Support of EXEC Command
	Required to test whether the DM Client supports the EXEC command as specified by [DM2.0].

	
	DM-PKG-CONT-C
	Support of CONT Command
	Required to test whether the DM Client supports the CONT command as specified by [DM2.0].

	
	DM-PKG-END-C
	Support of END Command
	Required to test whether the DM Client supports the END command as specified by [DM2.0].

	
	DM-PKG-GA-C
	Support of Generic Alert Mechanism
	Required to test whether the DM Client can support the Generic Alert mechanism as specified by [DM2.0].

	
	DM-PKG-SYNC-RPT-C
	Support of Synchronous reporting mechanism
	Required to test whether the DM Client can report any events using synchronous reporting mechanism as specified by [DM2.0].

	
	DM-PKG-ASYNC-RPT-C
	Support of Asynchronous reporting mechanism
	Required to test whether the DM Client can report any events using asynchronous reporting mechanism as specified by [DM2.0].

	
	DM-MO-ClientURI-C
	ClientURI
	Required to test whether the DM Client can properly process the ClientURI as specified by [DM2.0].

	
	DM-MO-ServerURI-C
	ServerURI
	Required to test whether the DM Client can properly process the ServerURI as specified by [DM2.0].

	
	DM-MO-ServerURI-DevID-C
	ServerURI DevID Parameter
	Required to test whether the DM Client can properly process the DevID parameter in the ServerURI following [DM2.0].

	
	DM-MO-ServerURI-MNC-C
	ServerURI MNC Parameter
	Required to test whether the DM Client can properly process the MNC parameter in the ServerURI following [DM2.0].

	
	DM-MO-ServerURI-MCC-C
	ServerURI MCC Parameter
	Required to test whether the DM Client can properly process the MCC parameter in the ServerURI following [DM2.0].

	
	DM-MO-ServerURI-CMNC-C
	ServerURI CMNC Parameter
	Required to test whether the DM Client can properly process the CMNC parameter in the ServerURI following [DM2.0].

	
	DM-MO-ServerURI-CMCC-C
	ServerURI CMCC Parameter
	Required to test whether the DM Client can properly process the CMCC parameter in the ServerURI following [DM2.0].

	
	DM-MO-ServerURI-SPName-C
	ServerURI SPName Parameter
	Required to test whether the DM Client can properly process the SPName parameter in the ServerURI following [DM2.0].

	
	DM-OBJ-CMD-AUTHO-C
	Allowing the execution of a DM Command only if DM Server has access rights on all the nodes
	Required to test whether the DM Client authorize the DM Commands from the DM Server according to the access rights following [DM2.0].

	
	DM-OBJ-MGMTTREE-DDF-C
	Support of MgmtTree DDF Element
	Required to test whether the DM Client can properly process the MgmtTree Element in DDF following [DM2.0].

	
	DM-OBJ-VERDTD-DDF-C
	Support of VerDTD DDF Element
	Required to test whether the DM Client can properly process the VerDTD Element in DDF following [DM2.0].

	
	DM-OBJ-NODE-DDF-C
	Support of Node DDF Element
	Required to test whether the DM Client can properly process the Node Element in DDF following [DM2.0].

	
	DM-OBJ-NODENAME-DDF-C
	Support of NodeName DDF Element
	Required to test whether the DM Client can properly process the NodeName Element in DDF following [DM2.0].

	
	DM-OBJ-FORMAT-DDF-C
	Support of b64, bin, bool, chr, int, node, null, xml, date, time, float DDF elements
	Required to test whether the DM Client can properly support the various formats used in DDF following [DM2.0].

	
	DM-OBJ-DDFNAME-DDF-C
	Support of DDFName DDF Element
	Required to test whether the DM Client can properly process the DDFName Element in DDF following [DM2.0].

	
	DM-OBJ-DFPROP-DDF-C
	Support of DFProperties DDF Element
	Required to test whether the DM Client can properly process the DFProperties Element in DDF following [DM2.0].

	
	DM-OBJ-AT-DDF-C
	Support of AccessType DDF Element
	Required to test whether the DM Client can properly process the AccessType Element in DDF following [DM2.0].

	
	DM-SER-BinaryFormat-C
	Support Binary Format for Package#0
	Required to test whether the DM Client can understand the binary format for Package#0 sent from the DM Server following the [DM2.0].

	
	DM-SER-JSONFormat-C
	Support JSON Format for Package#1, Package#2, Package#3, MO and Generic Alerts
	Required to test whether the DM Client can understand the JSON format for Package#1, Package#2, Package#3, MO and Generic Alerts sent from the DM Server following the [DM2.0].

	
	DM-BOOT-C
	Support of at least one bootstrap mechanism
	Required to test whether the DM Client can support at least one of the boostrap mechanisms as specified in [DM2.0].

	
	DM-SEC-BASIC-C
	Support for Basic Authentication Schema
	Required to test whether the DM Client supports the basic authentication scheme following [DM2.0].

	
	DM-SEC-X509-C
	X.509 certificate
	Required to test whether the DM Client supports the X.509 certificate following [DM2.0].

	
	DM-SEC-ONE-C
	Support of at least one mode:

X509 certificate and PSK-TLS 
	Required to test whether the DM Client supports at least one security mode among specified in [DM2.0].

	
	DM-SEC-TLS1.1-C
	Support of TLS1.1
	Required to test whether the DM Client supports the TLS V1.1 following [DM2.0].
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	Check that the Server is using TLS1.0 or TLS1.1 or TLS1.2
	Required to test whether the DM Client can check the DM Server uses TLS V1.0, TLS V1.1 or TLS V1.2 following [DM2.0].

	
	DM-STDMO-DevInfo-C
	DevInfo MO
	Required to test whether the DM Client can support the DevInfo MO following [DM2.0].

	
	DM-STDMO-DMAcc-C
	DM Account MO
	Required to test whether the DM Client can support the DMAcc MO following [DM2.0].

	
	DM-STDMO-SessionInfo-C
	SessionInfo MO
	Required to test whether the DM Client can support the SessionInfo MO following [DM2.0].

	Error Flow
	
	
	

	
	
	
	


Table 1: Applicability Table for Enabler Specific Mandatory Test Requirements 
5.1.1.2 DM Server

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	DM-PKG-PKG-FLOW-S
	Support of DM Package flow
	Required to test whether the DM Server can properly process DM Packages according to the package flow as specified by [DM2.0].

	
	DM-PKG-PKG#0-S
	Support of Package#0
	Required to test whether the DM Server supports the Package#0 as specified by [DM2.0].

	
	DM-PKG-VER-HDR-S
	Support of VER header
	Required to test whether the DM Server supports the VER header in the Package#0 following [DM2.0].

	
	DM-PKG-OC-HDR-S
	Support of OC header
	Required to test whether the DM Server supports the OC header in the Package#0 following [DM2.0].

	
	DM-PKG-SERVERID-OPT-S
	Support of SERVER-ID option
	Required to test whether the DM Server supports the SERVER-ID option in the Package#0 following [DM2.0].

	
	DM-PKG-PCT-OPT-S
	Support of PREFERRED-CON-TYPE option
	Required to test whether the DM Server supports the PREFERRED-CON-TYPE option in the Package#0 following [DM2.0].

	
	DM-PKG-NOTI-ID-OPT-S
	Support of NOTIFICATION-ID option
	Required to test whether the DM Server supports the NOTIFICATION-ID option in the Package#0 following [DM2.0].

	
	DM-PKG-SHA-DIGEST-OPT-S
	Support of SHA256-DIGEST option
	Required to test whether the DM Server supports the SHA256-DIGEST option in the Package#0 following [DM2.0].

	
	DM-PKG-TS-OPT-S
	Support of TIMESTAMP option
	Required to test whether the DM Server supports the TIMESTAMP option in the Package#0 following [DM2.0].

	
	DM-PKG-REQ-MOS-OPT-S
	Support of REQ-MOS option
	Required to test whether the DM Server supports the REQ-MOS option in the Package#0 following [DM2.0].

	
	DM-PKG-PKG#1-S
	Support of Package#1
	Required to test whether the DM Server supports the Package#1 as specified by [DM2.0].

	
	DM-PKG-PKG#2-S
	Support of Package#2
	Required to test whether the DM Server supports the Package#2 as specified by [DM2.0].

	
	DM-PKG-PKG#3-S
	Support of Package#3
	Required to test whether the DM Server supports the Package#3 as specified by [DM2.0].

	
	DM-PKG-HGET-S
	Support of HGET Command
	Required to test whether the DM Server supports the HGET command as specified by [DM2.0].

	
	DM-PKG-HPUT-S
	Support of HPUT Command
	Required to test whether the DM Server supports the HPUT command as specified by [DM2.0].

	
	DM-PKG-HPOST-S
	Support of HPOST Command
	Required to test whether the DM Server supports the HPOST command as specified by [DM2.0].

	
	DM-PKG-DELETE-S
	Support of DELETE Command
	Required to test whether the DM Server supports the DELETE command as specified by [DM2.0].

	
	DM-PKG-EXEC-S
	Support of EXEC Command
	Required to test whether the DM Server supports the EXEC command as specified by [DM2.0].

	
	DM-PKG-GET-S
	Support of GET Command
	Required to test whether the DM Server supports the GET command as specified by [DM2.0].

	
	DM-PKG-SHOW-S
	Support of SHOW Command
	Required to test whether the DM Server supports the SHOW command as specified by [DM2.0].

	
	DM-PKG-CONT-S
	Support of CONT Command
	Required to test whether the DM Server supports the CONT command as specified by [DM2.0].

	
	DM-PKG-END-S
	Support of END Command
	Required to test whether the DM Server supports the END command as specified by [DM2.0].

	
	DM-PKG-DEFAULT-S
	Support of DEFAULT Command
	Required to test whether the DM Server supports the DEFAULT command as specified by [DM2.0].

	
	DM-PKG-GA-S
	Support of Generic Alert Mechanism
	Required to test whether the DM Server can support the Generic Alert mechanism as specified by [DM2.0].

	
	DM-PKG-SYNC-RPT-S
	Support of Synchronous reporting mechanism
	Required to test whether the DM Server can report any events using synchronous reporting mechanism as specified by [DM2.0].

	
	DM-PKG-ASYNC-RPT-S
	Support of Asynchronous reporting mechanism
	Required to test whether the DM Server can report any events using asynchronous reporting mechanism as specified by [DM2.0].

	
	DM-MO-ClientURI-S
	ClientURI
	Required to test whether the DM Server can properly provide the ClientURI for DM Commands as specified by [DM2.0].

	
	DM-MO-ClientURI-COMP-S
	Query component, x-name component and wildcard of ClientURI
	Required to test whether the DM Server can provide the query, x-name and wildcard of the ClientURI following [DM2.0].

	
	DM-MO-ServerURI-S
	ServerURI
	Required to test whether the DM Server can properly provide the ServerURI as specified by [DM2.0].

	
	DM-MO-ServerURI-DevID-S
	ServerURI DevID Parameter
	Required to test whether the DM Server can properly provide the DevID parameter in the ServerURI following [DM2.0].

	
	DM-MO-ServerURI-MNC-S
	ServerURI MNC Parameter
	Required to test whether the DM Server can properly provide the MNC parameter in the ServerURI following [DM2.0].

	
	DM-MO-ServerURI-MCC-S
	ServerURI MCC Parameter
	Required to test whether the DM Server can properly provide the MCC parameter in the ServerURI following [DM2.0].

	
	DM-MO-ServerURI-CMNC-S
	ServerURI CMNC Parameter
	Required to test whether the DM Server can properly provide the CMNC parameter in the ServerURI following [DM2.0].

	
	DM-MO-ServerURI-CMCC-S
	ServerURI CMCC Parameter
	Required to test whether the DM Server can properly provide the CMCC parameter in the ServerURI following [DM2.0].

	
	DM-MO-ServerURI-SPName-S
	ServerURI SPName Parameter
	Required to test whether the DM Server can properly provide the SPName parameter in the ServerURI following [DM2.0].

	
	DM-MO-DEF-S
	MO Definition
	Required to test whether the DM Server can manage the Management Object following the MO definitions provided by [DM2.0].

	
	DM-MO-DDF-MgmtTree-S
	MgmtTree Element in DDF
	Required to test whether the DM Server can process the MgmtTree element in the DDF following [DM2.0].

	
	DM-MO-DDF-VerDTD-S
	VerDTD Element in DDF
	Required to test whether the DM Server can process the VerDTD element in the DDF following [DM2.0].

	
	DM-MO-DDF-Node-S
	Node Element in DDF
	Required to test whether the DM Server can process the Node element in the DDF following [DM2.0].

	
	DM-MO-DDF-NodeName-S
	NodeName Element in DDF
	Required to test whether the DM Server can process the NodeName element in the DDF following [DM2.0].

	
	DM-MO-DDF-Format-S
	Formats used in DDF
	Required to test whether the DM Server can support formats used in the DDF following [DM2.0].

	
	DM-MO-DDF-DDFName-S
	DDFName Element in DDF
	Required to test whether the DM Server can process the DDFName element in the DDF following [DM2.0].

	
	DM-MO-DDF- DFProperties-S
	DFProperties Element in DDF
	Required to test whether the DM Server can process the DFProperties element in the DDF following [DM2.0].

	
	DM-MO-DDF- AccessType-S
	AccessType Element in DDF
	Required to test whether the DM Server can process the AccessType element in the DDF following [DM2.0].

	
	DM-SER-BinaryFormat-S
	Support Binary Format for Package#0
	Required to test whether the DM Server can understand the binary format for Package#0 sent from the DM Server following the [DM2.0].

	
	DM-SER-JSONFormat-S
	Support JSON Format for Package#1, Package#2, Package#3, MO and Generic Alerts
	Required to test whether the DM Server can understand the JSON format for Package#1, Package#2, Package#3, MO and Generic Alerts sent from the DM Server following the [DM2.0].

	
	DM-BOOT-ServerInit-S
	Support of Server Initiated Bootstrap
	Required to test whether the DM Server can support the Server Initiated Bootstrap as specified in [DM2.0].

	
	DM-SEC-BASIC-S
	Support for Basic Authentication Schema
	Required to test whether the DM Server supports the basic authentication scheme following [DM2.0].

	
	DM-SEC-DIGEST-S
	Digest Authentication Schema
	Required to test whether the DM Server supports the digest authentication scheme following [DM2.0].

	
	DM-SEC-X509-CERTIFICATE-S
	X.509 certificate
	Required to test whether the DM Server supports the X.509 certificate following [DM2.0].

	
	DM-SEC-X509-PSKTLS-S
	Support of X.509 Certificate Mode and PSK-TLS mode
	Required to test whether the DM Server supports both the X.509 Certificate and the PSK-TLS mode following [DM2.0].

	
	DM-SEC-TLS1.1-S
	Support for TLS1.1
	Required to test whether the DM Server supports the TLS V1.1 following [DM2.0].

	
	DM-SEC-PSK-TLS-S
	Support for PSK-TLS mode
	Required to test whether the DM Server supports the PSK-TLS following [DM2.0].

	
	DM-SEC-CIPHER-SUITE-PSKTLS-S
	Support of the specified Cipher Suites when using PSK-TLS mode:
	Required to test whether the DM Server supports the specified Cipher Suites when using PSK-TLS mode following [DM2.0].

	
	DM-SEC-X509-S
	Support of X.509 mode
	Required to test whether the DM Server supports the X.509 mode following [DM2.0].

	
	DM-SEC-CIPHER-SUITE-X509-S
	Support of the specified Cipher Suites when using X.509 mode: 
	Required to test whether the DM Server supports the specified Cipher Suites when using X.509 mode following [DM2.0].

	
	DM-MEC-AC-S
	Access Control Mechanism
	Required to test whether the DM Server can control the access control following the [DM2.0].

	
	DM-MEC-WAP-S
	Connectionless WAP Push Mechanism
	Required to test whether the DM Server can send the Connectionless WAP Push messages to the DM Client following [DM2.0].

	
	DM-STDMO-DevInfo-S
	DevInfo MO
	Required to test whether the DM Server can manage the DevInfo MO following [DM2.0].

	
	DM-STDMO-DMAcc-S
	DM Account MO
	Required to test whether the DM Server can manage the DMAcc MO following [DM2.0].

	
	DM-STDMO-DAC-S
	Delegation Access Control MO
	Required to test whether the DM Server can manage the Delegation Access Control MO following [DM2.0].

	
	DM-STDMO-SessionInfo-S
	SessionInfo MO
	Required to test whether the DM Server can manage the SessionInfo MO following [DM2.0].

	Error Flow
	
	
	

	
	
	
	


5.1.2 Optional Test Requirements

Optional test requirements should cover those features and use cases that are not mandated to be tested, but it is still felt that their inclusion will enhance the quality of the enabler validation.

Additionally, important conformance test requirements MAY be listed.

These features and use cases SHOULD cover optional and MAY cover mandatory implementation features. In case a mandatory feature is listed here, the Feature Test Requirements column should provide an explanation why testing of this feature is not mandated.

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following. 
5.1.2.1 DM Client
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	DM-PKG-PKG#0-C
	Support of Package#0
	Required to test whether the DM Client supports the Package#0 as specified by [DM2.0].

	
	DM-PKG-VER-HDR-C
	Support of VER header
	Required to test whether the DM Client supports the VER header in the Package#0 following [DM2.0].

	
	DM-PKG-OC-HDR-C
	Support of OC header
	Required to test whether the DM Client supports the OC header in the Package#0 following [DM2.0].

	
	DM-PKG-SERVERID-OPT-C
	Support of SERVER-ID option
	Required to test whether the DM Client supports the SERVER-ID option in the Package#0 following [DM2.0].

	
	DM-PKG-PCT-OCT-C
	Support of PREFERRED-CON-TYPE option
	Required to test whether the DM Client supports the PREFERRED-CON-TYPE option in the Package#0 following [DM2.0].

	
	DM-PKG-NOTIID-OPT-C
	Support of NOTIFICATION-ID option
	Required to test whether the DM Client supports the NOTIFICATION-ID option in the Package#0 following [DM2.0].

	
	DM-PKG-SHADIGEST-OPT-C
	Support of SHA256-DIGEST option
	Required to test whether the DM Client supports the SHA256-DIGEST option in the Package#0 following [DM2.0].

	
	DM-PKG-TS-OPT-C
	Support of TIMESTAMP option
	Required to test whether the DM Client supports the TIMESTAMP option in the Package#0 following [DM2.0].

	
	DM-PKG-REQMOS-OPT-C
	Support of REQ-MOS option
	Required to test whether the DM Client supports the REQ-MOS option in the Package#0 following [DM2.0].

	
	DM-PKG-GET-CMD-C
	Support of GET Command
	Required to test whether the DM Client supports the GET command following [DM2.0].

	
	DM-PKG-SHOW-CMD-C
	Support of SHOW Command
	Required to test whether the DM Client supports the SHOW command following [DM2.0].

	
	DM-PKG-DEFAULT-CMD-C
	Support of DEFAULT Command
	Required to test whether the DM Client supports the DEFAULT command following [DM2.0].

	
	DM-PKG-SUB-CMD-C
	Support of SUB Command
	Required to test whether the DM Client supports the SUB command following [DM2.0].

	
	DM-PKG-UNSUB-CMD-C
	Support of UNSUB Command
	Required to test whether the DM Client supports the UNSUB command following [DM2.0].

	
	DM-MO-ClientURI-COMP-C
	Query component, x-name component and wildcard of ClientURI
	Required to test whether the DM Client can process the query, x-name and wildcard of the ClientURI following [DM2.0].

	
	DM-MO-EXT-C
	Support of any MOs that is compatible with MO definitions
	Required to test whether the DM Client can support any MOs that is compatible with MO definitions following [DM2.0].

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	DM-SER-OTHER-PKG#0-FORMAT-C
	Support of Package#0 other format
	Required to test whether the DM Client can support the other formats for Package#0 following [DM2.0].

	
	DM-SER-OTHER-SER-FORMAT-C
	Support of other serialization format
	Required to test whether the DM Client can support the other serialization formats for Package#1, Package#2 and Package#3 following [DM2.0].

	
	DM-BOOT-SC-C
	SmartCard Bootstrap
	Required to test whether the DM Client can be bootstrapped by the SmartCard following [DM2.0].

	
	DM-BOOT-FACTORY-C
	Support of Factory Bootstrap
	Required to test whether the DM Client can be bootstrapped at the factory following [DM2.0].

	
	DM-BOOT-CIB-C
	Client Initiated Bootstrap
	Required to test whether the DM Client can be bootstrapped by Client Initiated Bootstrap following [DM2.0].

	
	DM-BOOT-SIB-C
	Server Initiated Bootstrap
	Required to test whether the DM Client can be bootstrapped by Server Initiated Bootstrap following [DM2.0].

	
	DM-SEC-DIGEST-AUTH-C
	Digest Authentication Schema
	Required to test whether the DM Client supports the digest authentication scheme following [DM2.0].

	
	DM-SEC-TLS1.0-C
	Support for TLS1.0
	Required to test whether the DM Client supports the TLS V1.1 following [DM2.0].

	
	DM-SEC-TLS1.2-C
	Support for TLS1.2
	Required to test whether the DM Client supports the TLS V1.2 following [DM2.0].

	
	DM-SEC-PSKTLS-C
	Support of PSK-TLS mode
	Required to test whether the DM Client supports the PSK-TLS mode following [DM2.0].

	
	DM-SEC-CIPHER-SUITE-PSKTLS-C
	Support of at least one Cipher Suite, when using PSK-TLS:
	Required to test whether the DM Client supports one of the specified cipher suite when using PSK-TLS following [DM2.0].

	
	DM-SEC-X509-C
	Support of X.509 mode
	Required to test whether the DM Client supports the X.509 mode following [DM2.0].

	
	DM-SEC-CIPHER-SUITE-X509-C
	Support of at least one Cipher Suite, when using X.509 mode: 
	Required to test whether the DM Client supports one of the specified cipher suites when using X.509 following [DM2.0].

	
	DM-MEC-AC-C
	Access Control Mechanism
	Required to test whether the DM Client can authorize the DM Commands according to the access control mechanism following [DM2.0].

	
	DM-MEC-CACHE-C
	MO Cache Mechanism
	Required to test whether the DM Client can response to the request using the cache mechanism following [DM2.0].

	
	DM-MEC-ONE-NOTI-MEC-C
	Support of at least one notification mechanism
	Required to test whether the DM Client supports one of the notification mechanisms following [DM2.0].

	
	DM-MEC-NOTI-WAP-C
	Connectionless WAP Push
	Required to test whether the DM Client can properly process the Connectionless WAP Push messages following [DM2.0].

	
	DM-MEC-NOTI-GCM-C
	Google Cloud Messaging
	Required to test whether the DM Client can properly process the GCM messages following [DM2.0].

	
	DM-MEC-OTHER-NOTI-MEC-C
	Support of other notification mechanism
	Required to test whether the DM Client supports other notification mechanisms following [DM2.0].

	
	DM-STDMO-DAC-C
	Delegation Access Control MO
	Required to test whether the DM Client can support the Delegation Access Control MO following [DM2.0].

	Error Flow
	
	
	

	
	
	
	


Table 2: Applicability Table for Enabler Specific Optional Test Requirements 
5.1.2.2 DM Server

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	DM-PKG-SUB-CMD-S
	Support of SUB Command
	Required to test whether the DM Server supports the SUB command following [DM2.0].

	
	DM-PKG-UNSUB-CMD-S
	Support of UNSUB Command
	Required to test whether the DM Server supports the UNSUB command following [DM2.0].

	
	DM-PKG-OMADM-ACCEPT-HTTP-HDR-S
	Support of OMADM-Accept HTTP header
	Required to test whether the DM Server supports the OMADM-ACCEPT HTTP header following [DM2.0].

	
	DM-MO-EXT-S
	Support of any MOs that is compatible with MO definitions
	Required to test whether the DM Server can manage any MOs that is compatible with MO definitions following [DM2.0].

	
	DM-MO-DDF-Man-S
	Man Element in DDF
	Required to test whether the DM Server can process the Man element in the DDF following [DM2.0].

	
	DM-MO-DDF-Mod-S
	Mod Element in DDF
	Required to test whether the DM Server can process the Mod element in the DDF following [DM2.0].

	
	DM-MO-DDF-Path-S
	Path Element in DDF
	Required to test whether the DM Server can process the Path element in the DDF following [DM2.0].

	
	DM-MO-DDF-Value-S
	Value Element in DDF
	Required to test whether the DM Server can process the Value element in the DDF following [DM2.0].

	
	DM-MO-DDF-MIME-S
	MIME Element in DDF
	Required to test whether the DM Server can process the MIME element in the DDF following [DM2.0].

	
	DM-MO-DDF-DefaultValue-S
	DefaultValue Element in DDF
	Required to test whether the DM Server can process the DefaultValue element in the DDF following [DM2.0].

	
	DM-MO-DDF-Description-S
	Description Element in DDF
	Required to test whether the DM Server can process the Description element in the DDF following [DM2.0].

	
	DM-MO-DDF-DFFormat-S
	DFFormat Element in DDF
	Required to test whether the DM Server can process the DFFormat element in the DDF following [DM2.0].

	
	DM-MO-DDF-Occurrence-S
	Occurrence Element in DDF
	Required to test whether the DM Server can process the Occurrence element in the DDF following [DM2.0].

	
	DM-MO-DDF-Scope-S
	Scope Element in DDF
	Required to test whether the DM Server can process the Scope element in the DDF following [DM2.0].

	
	DM-MO-DDF-DFTitle-S
	DFTitle Element in DDF
	Required to test whether the DM Server can process the DFTitle element in the DDF following [DM2.0].

	
	DM-MO-DDF-DFType-S
	DFType Element in DDF
	Required to test whether the DM Server can process the DFType element in the DDF following [DM2.0].

	
	DM-MO-DDF-CaseSense-S
	CaseSense Element in DDF
	Required to test whether the DM Server can process the CaseSense element in the DDF following [DM2.0].

	
	DM-SER-PKT#0-OTHER-FORMAT-S
	Support of Package#0 other format
	Required to test whether the DM Server can support the other formats for Package#0 following [DM2.0].

	
	DM-SER-OTHER-SER-FORMAT-S
	Support of other serialization format
	Required to test whether the DM Server can support the other serialization formats for Package#1, Package#2 and Package#3 following [DM2.0].

	
	DM-SEC-TLS1.0-S
	Support for TLS1.0
	Required to test whether the DM Server supports the TLS V1.1 following [DM2.0].

	
	DM-SEC-TLS1.2-S
	Support for TLS1.2
	Required to test whether the DM Server supports the TLS V1.2 following [DM2.0].

	
	DM-MEC-CACHE-S
	MO Cache Mechanism
	Required to test whether the DM Server can request MO Data using the cache mechanism following [DM2.0].

	
	DM-MEC-NOTI-GCM-S
	Google Cloud Messaging
	Required to test whether the DM Server can send DM Notification using the GCM messages following [DM2.0].

	
	DM-MEC-OTHER-NOTI-FORMAT-C
	Support of other notification mechanism
	Required to test whether the DM Server can support the other notification formats following [DM2.0].
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