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1 Reason for Change

This CR contains:

· Two new requirements:

1/ A HLFR allowing the enabler to invoke repairing procedures.

2/ A Security requirement that protects network performance monitoring information.

· And an upgrade an existing requirement DIAG-IOP-2. It recommends that errors should be reported to the Management authority. This point concludes an action point assigned during Athens meeting: “to create a CR for section 6.1.5 of DiagMon RD”.

2 Impact on Backward Compatibility

none

3 Impact on Other Specifications

none

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and approve this CR.

6 Detailed Change Proposal

Change 1:  As stated in Diagnostic and Monitoring WID, this enabler should allow management authorities to invoke specific repairing procedures based on results of diagnostic and monitoring processes. The RD already contains requirements that detect and report changes in the configuration parameters. Building on this, the addition of DIAG-GEN-9 allows the enabler to provide repairing procedures. 

7. Requirements
(Normative)

7.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	DIAG-GEN-1
	Diagnostics information SHOULD be collected from a device as defined by DM managed objects. 
	DiagMon Version 1.0

	DIAG-GEN-2
	Network monitoring information SHOULD be collected from a device as defined by DM managed objects.
	DiagMon Version 1.0

	DIAG-GEN-3
	Diagnostics and Monitoring information from a device SHOULD be collected per the policies set by management authority.
	DiagMon Version 1.0

	DIAG-GEN-4
	Recording trap information MAY be time based or time sensitive or based on events
	DiagMon Version 1.0

	DIAG-GEN-5
	Logging or storage of trap information MAY be triggered by pre-defined events or series of events.
	DiagMon Version 1.0

	DIAG-GEN-6
	Reporting MAY be periodic or based on conditions which guarantees reporting success and resource consumption
	DiagMon Version 1.0

	DIAG-GEN-7
	The Diagnostics and Monitoring System MUST support a mechanism that selectively detects changes to client configuration parameters.
	DiagMon Version 1.0

	DIAG-GEN-8
	The device SHALL provide a means to notify the Diagnostics and Monitoring management authority of changes to client configuration parameters.
	DiagMon Version 1.0

	DIAG-GEN-9
	Diagnostic and Monitoring Enabler MUST support a mechanism to invoke repairing procedures based on results of diagnostic and monitoring processes.
	DiagMon Version 1.0


Table 1: High-Level Functional Requirements

Change 2:  This requirement adds security to the enabler.  Sensitive processes as e.g. network performance-monitoring should be protected against unauthorized access.

6.1.1 Security

	Label
	Description
	Enabler Release

	DIAG-SEC-1
	The non-repudiation of a diagnostics session MUST be ensured.
	DiagMon Version 1.0

	DIAG-SEC-2
	Diagnostic and Monitoring Enabler MUST support a mechanism to ensure that only authorised Management Authorities can execute and collect network performance monitoring information.  
	DiagMon Version 1.0

	
	
	


Table 2: High-Level Functional Requirements – Security Items

Change 3:  Errors provide important information to Management Authorities. DIAG-IOP-2 should be upgraded making it recommended instead of optional.

6.1.5  Interoperability

	Label
	Description
	Enabler Release

	DIAG-IOP-1
	The DMS MAY be interfaced with external systems, e.g. a Customer Care application or other management authorities.
	DiagMon Version 1.0

	DIAG-IOP-2
	Errors  SHOULD be reported to the Diagnostics and Monitoring management authorities.
	DiagMon Version 1.0


Table 3: High-Level Functional Requirements – Interoperability Items
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