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Reason for Change
This CR triesy to introduce the basic flow of device registration and login process. 
Impact on Backward Compatibility
None
Impact on Other Specifications
None
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
OMA-DM review and accept this new requirements.
Detailed Change Proposal
The registration flow of lightweightM2M
[bookmark: _Toc196557508][bookmark: _Toc245116528]APPENDIX B. FLOWS                               	                                                                                                          (Informative)
B.3. Registration flow
The 1st step after device powered on is to register with the M2M server. It is assumed that the server address is pre-installed in the device. The device sends a Registration message to the server in order to apply for registration. The Registration message contains the device ID and security information which is necessary for authentication.
The 2nd step for device is to login on the M2M server. Device uses Configure_Trap message to report its status and security information to the server. The content of Configure_Trap message could be empty if there is nothing to report. But for the first time, Configure_Trap message must not be empty. After the server receives the Configure_Trap message, the server will send a Configure_Trap_Ack for feedback. After this round trip, the service layer connection between the device and server is established. 
The connection established in the 2nd step could be carried by any bearer, short message for example. In the 3rd step, the server could use the Remote_Control message to open another connection, an IP connection over GPRS for example. 
The 4th step is about logout. The device will never release the service layer connection with the server automatically, because if the service layer connection is released, the device is not reachable any more. Only after the device login again, the device is control by the server. However, the server could send a Logout command to force the device to logout. Another case, if the sever can not receive the Configure_Trap message for a long time, then the device will be considered as lost connection from the server’s perspective.
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