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1 Reason for Change

This CR is related to the following RDRR comments:
	ID
	Open Date
	Type
	Section
	Description
	Status

	A004
	2012.07.05
	E


	6.1
	Source: Vodafone

Form: doc REQ-2012-0065

Comment: LightweightM2M-HLF-031 needs wording improvement, and as it is about authorization it is related to security
Proposed Change: CR to improve wording to be provided, move to security section
	Status: OPEN

	A005
	2012.07.05
	E
	All
	Source: Vodafone

Form: doc REQ-2012-0065

Comment: The following requirements need wording improvements: HLF-010, HLF-012, HLF-020, HLF-032, HLF-037, HLF-038, HLF-041, SEC-002
Proposed Change: CR will be provided
	Status: OPEN


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG to review and agree this CR
6 Detailed Change Proposal

Change 1:  Requirements
7.1 High-Level Functional Requirements

	Label
	Description
	Release

	LightweightM2M-HLF-001
	The Lightweight M2M enabler SHALL support a unique ID to identify the M2M Device.
	1.0

	LightweightM2M-HLF-002
	The Lightweight M2M enabler SHALL support remote retrieval of the currently installed firmware version of the M2M Device.
	1.0

	LightweightM2M-HLF-003
	The Lightweight M2M enabler SHALL support firmware update of the M2M Device.
	1.0

	LightweightM2M-HLF-004
	The Lightweight M2M enabler SHALL provide a mechanism that allows the M2M Device to indicate the result of a firmware update operation.
	1.0

	LightweightM2M-HLF-005
	The Lightweight M2M enabler SHALL provide a mechanism that allows the M2M Device to report its power source status.
	1.0

	LightweightM2M-HLF-006
	The Lightweight M2M enabler SHALL provide a mechanism that allows the M2M Device to report an error situation.
	1.0

	LightweightM2M-HLF-007
	The Lightweight M2M enabler SHALL provide a mechanism that allows to remotely restart the M2M Device.
	1.0

	LightweightM2M-HLF-008
	The Lightweight M2M enabler SHALL provide a mechanism that allows remote enabling and disabling of the M2M Device.
	1.0

	LightweightM2M-HLF-009
	The Lightweight M2M enabler SHALL provide a mechanism that allows remote enabling and disabling of physical resources attached to the M2M Device.
	1.0

	LightweightM2M-HLF-010
	The Lightweight M2M enabler SHALL support a mechanism to allow a M2M Server to manage the configuration of the M2M Device.
	1.0

	LightweightM2M-HLF-011
	The Lightweight M2M enabler SHALL support a mechanism to trigger the M2M Device to open a connection to the server. 
	1.0

	LightweightM2M-HLF-012
	The Lightweight M2M enabler SHALL support IP-based communication.
	1.0

	LightweightM2M-HLF-013
	The Lightweight M2M enabler SHALL support SMS/USSD based communication methods.
	1.0

	LightweightM2M-HLF-014
	The Lightweight M2M enabler SHALL support an extention mechanism for future service logic and application.
	1.0

	LightweightM2M-HLF-015
	The Lightweight M2M enabler SHALL support a mechanism to request the M2M Device to configure the power-saving mode.
	1.0

	LightweightM2M-HLF-016
	The Lightweight M2M enabler SHALL support a mechanism of periodic reporting of the M2M Device. 
	1.0

	LightweightM2M-HLF-017
	The Lightweight M2M enabler SHALL support an event-trigger report mechanism for the M2M Device.
	1.0

	LightweightM2M-HLF-018
	The Lightweight M2M enabler SHALL support a mechanism of enabling a M2M Server to configure the reporting period of the M2M Device.
	1.0

	LightweightM2M-HLF-019
	The Lightweight M2M enabler SHALL support Device Discovery, Device Registration and Bootstrap Provisioning of the M2M Devices.
	1.0

	LightweightM2M-HLF-020
	The Lightweight M2M enabler SHALL support a simple and efficient addressing scheme.
	1.0

	LightweightM2M-HLF-021
	The Lightweight M2M enabler SHALL provide a configurable threshold based reporting mechanism for data from the M2M Device or from physical resources attached to it.
	1.0

	LightweightM2M-HLF-022
	The Lightweight M2M enabler SHALL provide a mechanism for the M2M Device to report the radio signal strength and the time when the measurement was taken.
	1.0

	LightweightM2M-HLF-023
	The Lightweight M2M enabler SHALL provide a mechanism to retrieve the connectivity status information from the M2M Device. 
	1.0

	LightweightM2M-HLF-024
	The Lightweight M2M enabler SHALL provide a mechanism to report the connectivity status information from the M2M Device. 
	1.0

	LightweightM2M-HLF-025
	In case of cellular network connectivity the Lightweight M2M enabler SHALL provide a mechanism to include the identification of the radio cell in the connectivity status information.
	1.0

	LightweightM2M-HLF-026
	The Lightweight M2M enabler SHALL provide a mechanism to remotely configure which bearer is being used by the M2M Device to report data.
	1.0

	LightweightM2M-HLF-027
	The Lightweight M2M enabler SHALL provide a mechanism for retrieval of the M2M Device status.
	1.0

	LightweightM2M-HLF-028
	The Lightweight M2M enabler SHALL provide a mechanism for reporting of the M2M Device status change.
	1.0

	LightweightM2M-HLF-029
	The Lightweight M2M enabler SHALL support the configuration of the event-trigger reporting mechanism.
	1.0

	LightweightM2M-HLF-030
	The Lightweight M2M Enabler SHALL support Factory Reset operation.
	1.0

	LightweightM2M-HLF-031
	The Lightweight M2M Enabler  SHALL support a mechanism for the M2M Device to authorize the M2M server’s commands.
	1.0

	LightweightM2M-HLF-032
	The Lightweight M2M enabler SHALL support multiple types of resource access.

Information Note: possible resource access type could be ‘readonly’, ‘readwrite’, ‘executable’
	1.0

	LightweightM2M-HLF-033
	The Lightweight M2M enabler SHALL provide a mechanism to group resources in the M2M Device.
	1.0

	LightweightM2M-HLF-034
	The Lightweight M2M enabler SHALL support a mechanism for the M2M server to manage a resource in the M2M Device.
	1.0

	LightweightM2M-HLF-035
	The Lightweight M2M enabler SHALL support a mechanism to transfer the data of multiple resources per request.
	1.0

	LightweightM2M-HLF-036
	The Lightweight M2M enabler SHALL support a mechanism for the acknowledgement of message delivery.
	1.0

	LightweightM2M-HLF-037
	The Lightweight M2M enabler SHALL support session based communication.
	1.0

	LightweightM2M-HLF-038
	The Lightweight M2M enabler SHALL support sessionless communication.
	1.0

	LightweightM2M-HLF-039
	The Lightweight M2M enabler SHALL support a mechanism to retrieve the connection address from the M2M Device.
	1.0

	LightweightM2M-HLF-040
	The Lightweight M2M enabler SHALL support a mechanism to retrieve a connection log from the M2M Device.
	1.0

	LightweightM2M-HLF-041
	The Lightweight M2M enabler SHALL support a mechanism to automatically restore a remotely temporarily prohibited network connectivity of the M2M Device after the end of adefined time period.
	1.0

	LightweightM2M-HLF-042
	The Lightweight M2M enabler SHALL support a mechanism to remotely prohibit the connection of the device to the network for a certain duration.
	1.0


Table 1: High-Level Functional Requirements

7.1.1 Security

	Label
	Description
	Release

	LightweightM2M -SEC-001
	The Lightweight M2M enabler SHALL support a mechanism for mutual authentication between the M2M Device and the M2M server
	1.0

	LightweightM2M -SEC-002
	The Lightweight M2M enabler SHALL provide a mechanism for ensuring integrity and confidentiality.
	1.0

	LightweightM2M -SEC-003
	The Lightweight M2M enabler SHALL support secure communication between the M2M server and the M2M Device.
	1.0

	LightweightM2M -SEC-004
	The Lightweight M2M enabler SHALL support a mechanism to prevent a replay attack.
	1.0
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