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1 Reason for Change

Fill up Requirements Section (Initial Shot)
R01 : change “SHALL” into “MUST” (LWM2M TS1.0 wording consistency)
2 Impact on Other Specifications

None
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

4 Recommendation

DM WG to review and agree this CR
5 Detailed Change Proposal
Change 1:  Fill up requirements (Initial  Shot)
6. Requirements
(Normative)

6.2 High-Level Functional Requirements

	Label
	Description
	Release

	GwCap-HLF-001
	GwCap Enabler MUST allow a LWM2M Gateway to act as a LWM2M Server for End-Devices LWM2M Clients  
	1.0

	GwCap-HLF-002
	GwCap Enabler MUST allow a LWM2M Gateway to act as a LWM2M Client for remote LWM2M Server(s)
	1.0

	GwCap-HLF-003
	GwCap Enabler MUST support  adding a new LWM2M End-Device, so that the Device can be managed through the LWM2M Gateway
	

	GwCap-HLF-004
	
	

	
	 
	

	
	
	


Table 1: High-Level Functional Requirements

6.3 Modes of Operation

	Label
	Description
	Release

	GwCap-MOO-001
	GwCap Enabler MUST allow a LWM2M Gateway to support 2 modes of operation : Transparent Mode, and Proxy Mode
	1.0

	GwCap-MOO-002
	GwCap Enabler MUST provide a mechanisms to configure  in which operation mode   (Transparent Mode or Proxy Mode) the LWM2M Gateway will operate its related  LWM2M End-Devices . 
	

	GwCap-MOO-003
	The two LWM2M Gateway operation modes are exclusive and once selected the LWM2M Gateway operation mode is applicable to all the LWM2M End-Devices managed by this LWM2M Gateway.
	

	GwCap-MOO-004
	GwCap Enabler MUST provide the proper sequence of operations to perform, for switching from one operation mode to the other one.  
	

	GwCap-MOO-005
	
	


Table 2: Operation Modes Requirements

6.3.3 Transparent Mode
	Label
	Description
	Release

	GwCa-TMode-001
	GwCap Enabler MUST allow a LWM2M Gateway to bootstrap  the End-Device to a LWM2M Server
	1.0

	GwCa-TMode-002
	
	


Table 3: Transparent Mode Requirements

6.3.4 Proxy Mode
	Label
	Description
	Release

	GwCap-PMode-001
	GwCap Enabler MUST allow a LWM2M Gateway to bootstrap the End-Device to the LWM2M Gateway
	1.0

	GwCap-PMode-002
	
	

	
	
	


Table 4: Proxy Mode Requirements

6.4 Device Registration

	Label
	Description
	Release

	GwCap -DR-001
	GwCap Enabler MUST allow LWM2M End-Device Client to register LWM2M Gateway according to LWM2M TS 1.0 enabler.
	1.0

	GwCap -DR-002
	GwCap Enabler MUST allow LWM2M Gateway to register remote LWM2M Server(s) according to LWM2M TS 1.0 enabler.
	1.0

	GwCap -DR-003
	The GwCap Enabler MUST support the ability to inform the remote LWM2M Server about the newly registered devices behind a LWM2M Gateway.
	1.0

	GwCap -DR-004
	The GwCap Enabler MUST support the ability to inform the LWM2M Server about the updated registered devices behind a LWM2M Gateway.
	1.0

	GwCap -DR-005
	The GwCap Enabler MUST support the ability to inform the LWM2M Server about the deregistered devices behind a LWM2M Gateway.
	1.0

	GwCap -DR-006
	The GwCap Enabler MUST support the ability to configure the LWM2M Gateway whether it will be informed  of  registration modifications  (newly, updated, deleted) regarding registered devices behind a LWM2M Gateway.
	1.0

	GwCap -DR-007
	
	


Table 5: Device Inventory Requirements

6.5 Device Bootstrap 
	Label
	Description
	Release

	GwCap-DB-001
	The GwMO enabler MUST allow LWM2M Gateway Client to bootstrap according to LWM2M TS 1.0.
	1.0

	GwCap-DB-002
	The GwMO enabler MUST allow LWM2M End-Devices Client to bootstrap according to LWM2M TS 1.0.
	

	GwCap-DB-003
	The GwMO enabler MUST allow LWM2M Gateway Server to act as a LWM2M Bootstrap Server .
	

	GwCap-DB-004
	
	


Table 6: Device  Bootstrap Requirements

6.6 Command Fanout and Response Aggregation

	Label
	Description
	Release

	GwCap-FORA-001
	The GwCap Enabler MUST support the ability to fanout  LWM2M remote Server commands  to a desired set of End Devices behind the LWM2M Gateway
	1.0

	GwCap-FORA-002
	The GwCap Enabler MUST support the ability to aggregate responses from multiple LWM2M End Devices and send a consolidated response back to LWM2M remote Server
	

	GwCap-FORA-003
	
	


Table 7: Command Fanout and Response Aggregation Requirements
6.7 Security 

	Label
	Description
	Release

	GwCap-Sec-001
	The GwCap Enabler MUST conform to the authorization requirements of OMA LWM2M 1.0.
	1.0

	GwCap-Sec-002
	The GwCap Enabler MUST conform to the data integrity requirements of OMA LWM2M 1.0.
	

	GwCap-Sec-003
	The GwCap Enabler MUST conform to the confidentiality requirements of OMA LWM2M 1.0.
	

	GwCap-Sec-004
	The GwCap Enabler MUST support the ability of having different types of credential between  the End-Devices and the LWM2M Gateway from one side, and between the LWM2M Gateway and the remote Servers(s) on the other side
	

	GwCap-Sec-005
	The GwCap Enabler MUST support usage of  a Tamper Resistant Component in the Client LWM2M part of the Gateway for securing the distant Server Connection (Security Object Instance(s) ) .
	

	GwCap-Sec-006
	
	


Table 8:  Security Requirements
6.8 <Other> Requirements
	Label
	Description
	Release

	GwCap-XXX-001
	
	1.0

	
	
	

	
	
	


Table 10:  <other> Requirements
Change 2:  Definitions
7. Terminology and Conventions

7.2 Conventions

.
7.3 Definitions

.
.

.

	Tamper-resistant component
	A  hardware component used to store and process private or sensitive information, such as private keys. To prevent an attacker from retrieving or modifying the information, the component is designed so that the information is not accessible through external means and can be accessed only by the embedded software, which should contain the appropriate securitydevice that consumes low power and is limited in its CPU, memory, I/O for processing of requests.
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