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	Title:
	RD1.1_Secure Component  II
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	DM

	Doc to Change:
	OMA-RD-LightweightM2M-V1_1-20170529-D

	Submission Date:
	30/06/2017

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Thierry Garnier, Gemalto N.V, thierry.garnier@gemalto.com

	Replaces:
	 n/a


1 Reason for Change
R01 : fix editorials and split the requirements for better focus (8 to 13 are moved to further CR)
R02 : requirement 7 is removed, 4-5-6 reworded 
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM WG to review and agree that CR
6 Detailed Change Proposal
Change 1:  6.3 Security Mechanisms : Secure Component Support 
6.3.X Secure Component  Support
	Label
	Description
	Release

	LwM2M-SCS-4
	The LwM2M Server MUST be able to address an Object Instance with identical operations regardless of the storage location of  the Object Instance e.g. in the Secure Component or not.
	1.1

	LwM2M-SCS-5
	When a Secure Component is available, the Server that owns the Object Instance MUST be able to indicate where that Object Instance is stored  (e.g. Secure Component or not)
	1.1

	LwM2M-SCS-6
	If a Server has the appropriate security access for an Object Instance, the Server MUST be able to query the storage location of the Object Instance (e.g. Secure Component or not).
	1.1
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THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.
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