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1 Reason for Change

This CR aims to add a requirement to check device’s storage availability before downloading a new component. 

According to the current RD document, the device sends result code for ‘out of memory’ and stops downloading at the end of memory. This process wastes the wireless data transmission cost and time. So, if the DMS supports a process to check the storage availability before downloading a new component, the DMS and client can save wireless data transmission cost and time for the downloading process to be failed.

And moreover, If the new software component is very important one, i.e. bug-fix patch or user-interested software, and the device has no available space to download the software component, DMS should support a mechanism to check lately-not-used software components in the device inventory, which are delivered or deployed but not used for a while, and remove them to make available room to download the new component.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and approve the proposed change
6 Detailed Change Proposal


Change 1:  In Use Case 5.1 Remote Application Installation, Add a step to check device’s available storage space
5. Use Cases
5.1 Remote Application installation
5.1.1  ASK  \* MERGEFORMAT Short Description

Arnold is a device User and very interested in the latest mobile applications.

He is subscribed to “Fun Applications Co.” and this service provider installs always the newest applications on his phone as soon as they are available.

Actors

· End User
· Device
· Service Provider (Fun Applications Co. in this example)
· Device Management System
Actor Specific Issues

· End User: The End User wants to have the newest applications on his device.

· Service Provider: The Service Provider assigns what application software should be installed by default on a specific Device type. The provider is authorised to define and change the default software on a Device type.
· Device ManagementSystem: The Device Management System issues and handles the commands in the service.  Note that the Device Management System can reside under different authorities, such as service provider itself or network operator, depending on the infrastructure.
Actor Specific Benefits

· End User: End User is able to use the latest version of services.
· Device: Device receives the latest software component/s.
· Service Provider: The Service Provider is able to deliver the software components into the Device.
· Device Management System: The Device Management System is able to manage the application in the Device.
Pre-conditions
· Device is capable of interfacing with the Device Management System.

· Security constraints imposed by Device Management System and the Device are met.

Post-conditions

· The software component targeted at the device has been delivered and installed.

5.1.5 Normal Flow

1. The Service Provider sends via Device Management System a command to the Device to install a software component.

2. The Device issues a request to the User for authorization to install upgrades.

3. Upon confirmation by the User, the Device sends the response to the Device Management System.
4. The Device Management System verifies that the device has enough available storage for the new software component before downloading.
5. The Device Management System initiates the application download, install, and execution.

6. The Device sends a confirmation back to the Device Management System.
5.1.6 Alternative Flow

5.1.6.1 Alternative Flow 1

The device initiates a session with the Device Management System to request software component installation.
5.1.6.2 Alternative Flow 2
If the device does not have enough available storage for the software component to be downloaded, the Device Management System queries the device inventory and removes, with user confirmation, lately-not-used software components which are deployed or delivered but not used for a while. Then the Device Management Server initiates the application download, installation, and execution
5.1.7 Operational and Quality of Experience Requirements

Change 2:  In section 6, Add requirements for checking device’s available storage space and make room if insufficient.
6.1.4 Usability
	Label
	Description
	Enabler Release

	SCOMO-USA-1
	The user SHOULD be asked for confirmation to proceed before SCOMO Operations are conducted on the device. 
	SCOMO 1.0

	SCOMO-USA-2
	The user SHOULD be informed that the software component installation or update has been completed.
	SCOMO 1.0

	SCOMO-USA-3
	The SCOMO enabler SHALL support a mechanism that requests user confirmation before SCOMO operations are conducted on the device. 
	SCOMO 1.0

	SCOMO-USA-4
	The SCOMO enabler SHALL support a mechanism to inform the user about the implications of SCOMO Operations.
	SCOMO 1.0

	SCOMO-USA-5
	The SCOMO enabler SHALL support execution of SCOMO Operations on the device with or without user notification or permission.
	SCOMO 1.0

	SCOMO-USA-6
	The device’s available storage for a new software component SHOULD be verified before downloading.
	SCOMO 1.0

	SCOMO-USA-7
	The SCOMO enabler SHOULD support a mechanism to check lately-not-used software components and help the user to remove them. 
	SCOMO 1.0


Table 1: High-Level Functional Requirements – Usability Items
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