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1 Reason for Change

Please see attached slides.
2 Impact on Backward Compatibility

No
3 Impact on Other Specifications

No
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DM Group agrees this contribution.
6 Detailed Change Proposal
7.2 Exec command semantics on Download subtree

Before receiving the Exec command, the following Pre-Condition needs to be satisfied:

· Download/<X> dynamic node creation

· At least the following nodes need to be set with an appropriate value:

· Download/<X>/PkgID

· Download/<X>/PkgURL

· Download/<X>/Operations… (at least one Operation sub-node for the Primitive to be executed)

The Exec command targeting a child node of an Operations node starts the execution of a chosen Primitive. For example: 

<Exec>


<CmdID>3</CmdID>


<Item>



<Target>




<LocURI>./SCM/Download/Package123/Operations/DownloadInstall</LocURI>



</Target>


</Item>

</Exec>
If the Exec command is targeting any Primitives under Download subtree, client MUST start the download of the Delivery Package. If the Exec command is targeting DownloadInstall or DownloadInstallInactive Primitive, after sucessful download client MUST start the installation of the Deployment Components. 

The client responsibilities are described in the following table. Grey cells describe the case and white cells show the resulting responsibilities:

	Primitive
	Download
	DownloadInstall or DownloadInstallInactive
	DownloadInstall or DownloadInstallInactive

	download procedure
	succeeds
	succeeds
	succeeds

	installation procedure
	N/A
	fails
	succeeds

	create nodes in Delivered subtree and send Delivery Package information to the server
	MUST
	MUST
	SHOULD NOT

Editor’s Note: The discussion is ongoing about whether to drop this recommendation (e.g. change to MAY to leave it to implementation choice)

	Create nodes in Deployed subtree and send Deployment Component information to the server
	N/A (no installation)
	N/A (installation failed)
	MUST

	Remove nodes from Download subtree
	SHOULD
	SHOULD
	SHOULD


In addition to applying ACL inheritance rules, as defined in [DMTND], the client MUST copy permissions into the ACL property value of new dynamic node <x> and its sub nodes as described below:

· Initial ACL permissions of new <x> node in Delivered or Deployed subtree MUST be copied from the parent node <x> of the Primitive node on which the Exec command was invoked. 
· Initial ACL permissions of new Primitive nodes under new <x>/Operations node in Delivered or Deployed subtree MUST be copied from the Primitive node on which the Exec command was invoked. 
· Initial ACL permissions of other sub nodes under new <x> node inherit the ACL permissions from its parent node according to ACL inheritance rules, as defined in [DMTND]. 
· Initial ACL permissions of Ext nodes are implementation specific.
· An authorized DM Server MAY update these initial values at a later phase using standard procedures to change ACL.
7.3 Exec command semantics on Delivered
Before receiving the Exec command, the following Pre-Condition needs to be satisfied:

· Delivered/<X> dynamic node creation

· At least the following nodes need to be set with an appropriate value:

· Delivered/<X>/PkgID

· Delivered/<X>/Data

· Delivered/<X>/Operations… (at least one Operation sub-node for the Primitive to be executed)
The Exec command targeting a child node of an Operations node starts the execution of a chosen Primitive. For example: 

<Exec>


<CmdID>3</CmdID>


<Item>



<Target>




<LocURI>SCM/Inventory/Delivered/Package456/Operations/Install</LocURI>



</Target>


</Item>

</Exec> 
If the Exec command is targeting Install Primitives, client MUST start the installation of the Deployment Components. 

The client responsibilities in that case are described in the following table. Grey cells describe the case and white cells show the resulting responsibilities:

	Installation procedure
	succeeds
	failed with data (Delivery Package data remains)
	failed without data (Delivery Package data lost)

	Create nodes in Deployed subtree and send Deployment Component information to the server
	MUST
	MUST NOT
	MUST NOT

	Remove nodes from Deployed subtree
	MAY
	MUST NOT
	MUST


If the Exec command is targeting Remove Primitives under Delivered subtree, client MUST remove the Delivery Package from the Device. In this case client MUST remove nodes of Delivery Package from Delivered subtree.

In addition to applying ACL inheritance rules, as defined in [DMTND], the client MUST copy permissions into the ACL property value of new dynamic node <x> and its sub nodes as described below:

· Initial ACL permissions of new <x> node in Deployed subtree MUST be copied from the parent node <x> of the Primitive node on which the Exec command was invoked
· Initial ACL permissions of new Primitive sub nodes under new <x>/Operations node in Deployed subtree MUST be copied from the Primitive node on which the Exec command was invoked .
· Initial ACL permissions of other sub nodes of new <x> node inherit the ACL property value from its parent node according to ACL inheritance rules, as defined in [DMTND].
· Initial ACL permissions of Ext nodes will leave are implementation specific.
· An authorized DM Server MAY update these initial values at a later phase using standard procedures to change ACL.
7.4 Exec command semantics on Deployed
Before receiving the Exec command, the following Pre-Condition needs to be satisfied:

· Deployed/<X> dynamic node creation

· At least the following nodes need to be set with an appropriate value:

· Delivered/<X>/PkgID

· Delivered/<X>/Data

· Delivered/<X>/Operations… (at least one Operation sub-node for the Primitive to be executed)
The Exec command targeting a child node of an Operations node starts the execution of a chosen Primitive. For example: 

<Exec>


<CmdID>3</CmdID>


<Item>



<Target>




<LocURI>SCM/Inventory/Deployed/Component789/Operations/Activate</LocURI>



</Target>


</Item>

</Exec> 
If the Exec command is targeting Remove Primitive under Deployed subtree, client MUST remove Deployment Component from the Device. Client MUST remove nodes of Deployment Component from Deployed subtree.
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