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1 Reason for Change

It is needed to do some rewording on several requirements. Also, two new requirements have to be added into Administration and Usability sections. One redundant requirement should be removed.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the DM group to approve this CR.
6 Detailed Change Proposal

Change 1:  Added some text in section 6.1.1. There is one new requirement ADM-04 in section 6.1.3. There is also new requirement U-03 in section 6.1.4. 
6.1.1 Security

	SEC-01  Integrity of Schedule
	The integrity of the schedules SHALL be protected throughout the life cycle from installation to removal.

	SEC-02  Protection from Unauthorized Alteration
	The schedule SHALL be protected from unauthorized alteration by the device, user, and any kind of malicious software.

	SEC-03   Access Rights
	The DM server SHALL have the sufficient access rights for the requested management actions that are scheduled.


Table 2: High-Level Functional Requirements – Security Items

6.1.2 Charging

	<Ref: Use Case Title, HLFR>
	


Table 3: High-Level Functional Requirements – Charging Items

6.1.3 Administration and Configuration

	ADM-01   Administration of Schedule
	The DM Scheduling enabler SHALL provide mechanisms to setup schedules for device management actions on the devices, to manage the lifecycle of the schedules after installation by leveraging the existing DM technologies and specifications as much as possible.

	ADM-02  Browsing Schedule
	The authenticated DM server SHALL be able to browse and find the schedules that are installed on the device.

	ADM-03  Deadline
	The DM Scheduling enabler SHALL provide mechanism by which the DM server can specify a maximum delay or deadline so that the User cannot defer the scheduled management task any further when the deadline has reached.

	ADM-04  Hidden Schedule
	It SHALL be possible to create the schedule that is hidden from the User so she/he cannot acquire the detailed information of the schedule and modify it


Table 4: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 Usability

	U-01 Defer
	The DM Scheduling enabler SHOULD be capable of offering the user the possibility to defer the execution of a management task 

	U-02   Authorized Alteration
	The DM Scheduling enabler SHALL be capable of offering the User the possibility to alter the schedule if the DM server gave permission to do so for that particular schedule.

	U-03  Visibility to User
	Some information on the installed schedules in the Device MAY be provided to the User so the User can find out, for example, short description of the schedule, the owner of the schedule, if it can be modified, if it can be executed immediately, etc


Table 5: High-Level Functional Requirements – Usability Items

6.1.5 Interoperability

	IOP-01   Enabler Interoperability
	The DM Scheduling enabler SHALL be interoperable with other OMA enablers as well as other DM enablers.


Table 6: High-Level Functional Requirements – Interoperability Items

Change 2:  EXE-03 was deleted because it is redundant with EXE-05 and EXE-05 is more accurate. 
6.2.2 Executing Schedules

	EXE-01  Condition Matching
	The DM Scheduling enabler SHALL provide a mechanism by which the DM server can specify the maximum allowed delay in detecting the specified Condition Match.

	EXE-02   Missed Condition Matches
	The missed Condition Matches, for example the timer based Condition Matches happened while the device is turned-off, SHALL be able to be detected and handled properly.

	
	

	EXE-03- Switch  Off Handling
	The Device SHALL be able to detect the missed schedules and SHALL be able to perform some or all the missed schedules or discard all of them, as requested by the DM server.

	EXE-04- Scheduling in before switched Off.
	The Device MAY be aware of the schedules that are intended to be executed when the the user attempts to switch off the device and MAY inform the user of the possibility to execute them before the device is switched off..

	EXE-05  Execution
	When the conditions for the schedule matches, an attempt to execute the scheduled management tasks SHALL be made.


Table 10: Overall System Requirements – Executing Schedules
Change 3:  Slight rewording in section 6.2
6.2 System Elements

6.2.1 Device

	1
	The Device SHALL monitor condition matches for the execution of the scheduled management tasks on the Device. 

	2
	The Device SHALL detect the condition match as early as possible, at least within the allowed delay if the schedule has such a requirement.

	3
	The Device SHOULD support the status and event based schedules, for example Threshold Crossings Events (TCE), Traps, etc. 

	4
	The Device SHALL support the timer based schedules.

	5
	The Device SHALL first verify to the extent possible the schedule and be able to reject the request for installing or reconfiguring the schedules if it cannot support the schedule or if it failed to get user permission for it.

	6
	When the condition for the schedule matches, the Device SHALL make an attempt to execute the scheduled management tasks.

	7
	The Device SHALL provide the user interface so that the User may browse, alter, suspend, resume, and terminate the schedules on the Device (only for the special schedules that grant such a control to the User). 

	8
	The Device SHALL provide the user interface to inform and get input from the User before the installation, reconfiguration, and termination of the schedules on the Device. 

	9
	The Device SHALL provide the user interface to inform and get input from the User before the execution of the scheduled tasks. 

	10
	The Device SHALL proactively report the status changes of the schedules to the DM server if requested by the DM server that created them.

	11
	The Device SHALL proactively report the progress of the scheduled management tasks to the DM server if it is requested by the DM server that created them. 

	12
	The Device SHALL be able to detect the missed schedules and SHALL be able to retroactively perform all the missed schedules, only the latest schedule, or discard all of them as requested by the DM server.

	13
	The Device MAY be aware of the schedules that are intended to be executed when the the user attempts to switch off the device and MAY inform the user of the possibility to execute them before the device is switched off..

	14
	The device SHALL store schedules as management objects

	15
	The Device SHALL allow the DM server with sufficient access rights to browse the schedules stored in the DM Tree..

	16
	The Device SHOULD have the permission from the DM server to remove the schedules on the Device.

	17
	The Device SHALL provide the user interface so that the User may browse, alter, suspend, resume, and terminate the schedules on the Device (only for the special schedules that grant such a control to the User). 

	18
	The Device SHALL be able to give information about the support for the DM Scheduling functionality.


Table 14: Requirements Requirements for the Device
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