Doc# OMA-DLDRM-2005-0077R01-Work-Plan-DRM-Extensions-for-BCAST.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution

Doc# OMA-DLDRM-2005-0077R01-Work-Plan-DRM-Extensions-for-BCAST.doc
Input Contribution



Input Contribution

	Title:
	Work Plan DRM Extensions for BCAST
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	BAC-DLDRM

	Submission Date:
	24 March 2005, Rev 01 20 May 2005 

	Source:
	Jan van der Meer, Philips

+31 402 357 774

jan.vandermeer@philips.com

	Attachments:
	n/a
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

This document describes the work plan for the DRM extensions that are needed for the BCAST Work Item.

2 Summary of Contribution

The work plan is described so as to allow for review of the draft DRM extensions by BCAST / DLDRM and involved external bodies such as 3GPP, 3GPP-2 and DVB, starting at August 2005.

3 Detailed Proposal

Work Plan DRM extension for BCAST

The work plan is based on the prioritised tasks as described in document OMA-DLDRM-2005-0056-Prioritisation-BCAST-DRM-work-items.doc. In the work plan, the tasks with an outcome that is required to perform other tasks are carried out first, followed by the high priority tasks and the tasks that medium and low. A further clarification of the tasks can be found in OMA-BCAST-2005-0022R01-Joint-BCAST-DRM-Mapping-of-Content-and-Service-Protection-to-OMA-DRM-2.0.
Tasks with an outcome that is required to perform other tasks: to be finalized at latest by May 2005; these tasks are:

· DRM: subscription group addressing
Proposal available in XBS covering:
· Addressing modes
· Cryptographic protection of content based on address mode
Lacking key derivation functions for Fiat-Naor broadcast scheme, but a proposal can be expected soon from Philips. Some comments on the addressing modes and broadcast encryption method have been raised, but no concrete alternatives or additions have been brought forward.
High priority tasks: to be finalized at latest by June 2005; the high priority tasks are:

· ROAP: 1-pass registration.

Proposal available in XBS. 

· ROAP: off-line registration.
Proposal available in XBS.

· ROAP: pre-provisioning
Proposal available in XBS.

· DRM: space-efficient  and bandwidth efficient broadcast DRM objects
Proposal available in XBS. Some comments have been raised and some alternatives have been outlined. These alternatives are still debated:

· ZIP compression of the original canonical XML UTF-8 encoded RO/ROResponse

· RO’s encoded using the packed encoding rules of ASN.1 according to an ASN.1 grammar that is algorithmically derived from the XML ROAP schema.

The ZIP alternative is disputed because the size of the RO’s it generates is still considered to big compared to the hand-crafted BCRO. The ANS.1 alternative is still theory.

· DRM: authentication of right objects and content for broadcast situations
There is no overall contribution that addresses this topic. On the other hand, the BCRO contribution addresses rights objects authentication. Content authentication is part of the IPSec and SRTP transport protocols. Provisions for that are available. The Traffic Key Messages also have authentication.

Medium priority tasks: to be finalized at latest by August 2005; the medium priority tasks are:

· ROAP: 1-pass domain join and leave.

No contribution so far.

· ROAP: reconsider message format
There has not been a separate contribution on this, but the BCRO and Traffic Key Message are not un UTF-8 encoded XML documents. Some suggestion was made earlier that perhaps all ROAP messages should be handcrafted for size optimisations.

· ROAP: efficiency optimisation for existing message types
Same as above.
· DRM: DRM v2 extension in context of IPPV
There has been an input contribution on token based metering/access.
· DRM: space efficient and bandwidth efficient mechanisms for bundling of services into bouquets
This has not been addressed specifically.
· DRM: mechanism to report back to right issuer
Some contributions contain ‘out-of-band’ communication with a RI.
Low priority tasks: to be finalized by August 2005; the low priority tasks are:

· DRM: extension to manage permission strings for a simple case of Export.

There has been no contribution on this so far (and nobody seems to be able to explain what this is about).

· REL: extension for DRM controlled recording and editing
No contribution so far.
· REL: extension for recording of pieces of content
No contribution so far.
All specification elements related to DRM extensions for BCAST will be documented in revisions of OMA-DRM-XBS-V1_0-20050315-D, found in the permanent document area of the DLDRM portal. The draft(s) of this document will be available for review by 3GPP, 3GPP-2 and DVB between August and October 2005, while the consistency review of this and other BCAST related specifications will start in October 2005.   

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

After discussion, agree on the suggested high level work plan and subsequently develop this Work Plan into a planning of a complete set of very explicit tasks that the DLDRM Group can use to guide its work on DRM extensions for BCAST.










NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20050101-I]

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 3 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20050101-I]

