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1 Reason for Change

This CR proposes some normative requirements to be included in Section 6 of the Secure Content Exchange (SCE) requirements document.  These requirements originally appeared in contribution OMA-DLDRM-2005-0408.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the requirements below in the SCE RD.
6  Detailed Change Proposal

Change 1:  6.6 Temporary Sharing Requirements 
	Label
	Description
	Enabler Release

	SCE-SHR-000A
	The SCE enabler SHALL make it possible for a device that purchases DRM-protected content to request the ability to share that content with a Temporary Domain consisting of other nearby devices.
	SCE V1.0

	SCE-SHR-000B
	Devices that temporarily share content SHALL have the ability to reliably determine when they are and are not in close proximity to each other .
	SCE V1.0

	SCE-SHR-000C
	The SCE enabler SHALL provide a means for devices in close proximity to authenticate each other prior to the temporary sharing of content between them.
	SCE V1.0

	SCE-SHR-000D
	The SCE enabler SHALL allow a device to temporarily share content with another device, where the rights can be provided to the recipient device only when it is in proximity to the originating device.
	SCE V1.0

	SCE-SHR-000E
	The SCE enabler SHALL make it possible for a Domain Authority to specify the Temporary Domain sharing policy associated with a content item, which includes constraints on the following:

· The size of the Temporary Domain 
· The lifetime of a Temporary Domain
· The rights that can be granted to a recipient device that temporarily shares content in the Temporary Domain
	SCE V1.0

	SCE-SHR-000F
	The SCE enabler SHALL enable a device in a Temporary Domain to provide content and rights to other members of the Temporary Domain to render that content.
	SCE V1.0

	SCE-SHR-000G
	The Domain Enforcement Agent SHALL allow a device to join a Temporary Domain only when the device is in close proximity to the other devices in the Domain.
	SCE V1.0

	SCE-SHR-000H
	The Domain Enforcement Agent SHALL terminate a device’s membership in a Temporary Domain when the device is no longer in close proximity to the other devices in the Domain.
	


Table 12: Temporary Sharing Requirements

Change 2:  6.2 Overall System Requirements
	Label
	Description
	Enabler Release

	SCE-SYS-000A
	The SCE enabler SHALL permit a device to use local discovery mechanisms (e.g. UPnP) to browse the content and rights available for sharing on other devices.
	

	SCE-SYS-000B
	The SCE enabler SHALL enable a device receiving rights to shared content to request from a Content Server a version of the content in a format suitable for display on that device.
	


Table 13: Overall System Requirements
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