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1 Reason for Change

In Section 5.4.2 – 5.4.6 the text states that, if the <constraint> element is specified in a permission element (e.g. <play>), the DRM Agent Must grant rights according to the <constraint> child element. But the top-level <constraint> element (if any) should also be honored. This CR proposes changes to the text to clarify that.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The DLDRM group agree this CR and incorporate the proposed changes into the REL TS.
6 Detailed Change Proposal

6.1.1 Element <play>

	Element
	<!ELEMENT o-dd:play (o-ex:constraint?, o-ex:requirement?)>

	Semantics
	The <play> element grants the permission to create a transient representation of audio or video Content. It contains an optional <constraint> element and an optional <requirement> element. 

If the <requirement> element is specified, the DRM Agent MUST ensure that the requirements specified by this element are fulfilled before using this permission element. If any of the specified requirements is not met, then the DRM Agent MUST NOT use this permission element to grant access to DRM protected content. 

If the <constraint> element is specified the DRM Agent MUST grant play rights according to the <constraint> child element and the top-level <constraint> element if any. If no child <constraint> element is specified, the DRM Agent MUST grant play rights according to the top-level <constraint> element if any. If neither child nor top-level <constraint> element is specified, the DRM Agent MUST grant unlimited play rights.

A <system> element contained in a <constraint> child element to <play> is used to specify target system that may be used for creating a transient rendering of DRM Content.

The <play> element has the semantics of rendering the DRM Content into transient audio/video form, for example, audio/midi, video/quicktime. The DRM Agent MUST NOT grant access according to <play> to Content that cannot be rendered in this way.

Note that the DRM Agent MUST NOT grant access to game content, e.g., JavaTM games, based on the <play> permission. In order to specify rights for JavaTM games, the <execute> element MUST be utilized instead (section ‎5.4.4).


6.1.2 Element <display>

	Element
	<!ELEMENT o-dd:display (o-ex:constraint?, o-ex:requirement?)>

	Semantics
	The <display> element grants the permission to make a transient visible rendering of the Content. It contains an optional <constraint> element and an optional <requirement> element. 

If the <requirement> element is specified, the DRM Agent MUST ensure that the requirements specified by this element are fulfilled before using this permission element. If any of the specified requirements is not met, then the DRM Agent MUST NOT use this permission element to grant access to DRM protected content.

If the <constraint> element is specified the DRM Agent MUST grant display rights according to the <constraint> child element and the top-level <constraint> element if any. If no child <constraint> element is specified, the DRM Agent MUST grant display rights according to the top-level <constraint> element if any. If neither child nor top-level <constraint> element is specified, the DRM Agent MUST grant unlimited display rights.

The <display> element has the semantics of rendering the DRM Content onto a visual device, for example, image/gif or image/jpeg. The DRM Agent MUST NOT grant access according to <display> to Content that cannot be rendered in this way.

A <system> element contained in a <constraint> child element to <display> is used to specify target system that may be used for creating a transient rendering of DRM Content.


6.1.3 Element <execute>

	Element
	<!ELEMENT o-dd:execute (o-ex:constraint?, o-ex:requirement?)>

	Semantics
	The <execute> element grants permissions over the primitive computing element execute. It contains an optional <constraint> element and an optional <requirement> and element. 

If the <requirement> element is specified, the DRM Agent MUST ensure that the requirements specified by this element are fulfilled before using this permission element. If any of the specified requirements is not met, then the DRM Agent MUST NOT use this permission element to grant access to DRM protected content.

If the <constraint> element is specified the DRM Agent MUST grant execution rights according to the <constraint> child element and the top-level <constraint> element if any. If no child <constraint> element is specified, the DRM Agent MUST grant execution rights according to the top-level <constraint> element if any. If neither child nor top-level <constraint> element is specified, the DRM Agent MUST grant unlimited execution rights.

The <execute> element has the semantics of executing, i.e., invoking, DRM Content, e.g., JavaTM games or other applications. Thus, the DRM Agent MUST NOT grant access according to <execute> to Content that cannot be rendered in this way.


6.1.4 Element <print>

	Element
	<!ELEMENT o-dd:print (o-ex:constraint?, o-ex:requirement?)>

	Semantics
	The <print> element grants the permission to create a fixed (i.e., static), directly perceivable representation of Content. It contains an optional <constraint> element and an optional <requirement> element. 

If the <requirement> element is specified, the DRM Agent MUST ensure that the requirements specified by this element are fulfilled before using this permission element. If any of the specified requirements is not met, then the DRM Agent MUST NOT use this permission element to grant access to DRM protected content.

If the <print> element is specified the DRM Agent MUST grant print rights according to the <constraint> child element and the top-level <constraint> element if any. If no child <constraint> element is specified, the DRM Agent MUST grant print rights according to the top-level <constraint> element if any. If neither child nor top-level <constraint> element is specified, the DRM Agent MUST grant unlimited print rights.

The <print> element has the semantics of printing, i.e., creating a hardcopy of, the DRM Content, for example, image/jpeg. The DRM Agent MUST NOT grant access according to <print> to Content that cannot be rendered in this way.


6.1.5 Element <export>

	Element
	<!ELEMENT oma-dd:export (o-ex:constraint, o-ex:requirement?)>

	Semantics
	The <export> element grants export rights over DRM Content and corresponding Rights Objects. It contains a mandatory <constraint> element and an optional <requirement> element. 

If the <requirement> element is specified, the DRM Agent MUST ensure that the requirements specified by this element are fulfilled before using this permission element. If any of the specified requirements is not met, then the DRM Agent MUST NOT use this permission element to grant access to DRM protected content.  

The DRM Agent MUST grant export rights according to the <constraint> child element and the top-level <constraint> element if any.

The <export> element has the semantics of exporting the DRM Content and corresponding Rights Objects to a target system other than the OMA DRM system. 
The <export> element contains a mandatory <constraint> element, which then contains a mandatory <system> element specifying to which target system(s) the DRM Content and Rights Objects are allowed to be exported.
The semantics of the <export> element are defined as an operation in which the complete Rights Object and DRM Content are exported, either together or separately, to create a logically integral unit.
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