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1 Reason for Change

To clean up LRM TS by removing section headings and/or text that is no longer needed as a result of key management system convergence.
To close AP 883 (since after the cleanup here, a new organization of the LRM TS is no longer needed, and the comments identified in this AP have already been closed): David to create LRM CR with a new organization of the LRM TS (LRM 030, LRM 035, LRM056 and LRM 113).
To close the following comments: LRM 004, LRM 036, LRM 089, LRM 020, LRM 021, LRM 103, LRM 124, LRM 072, LRM 058, LRM 094, LRM 125, LRM 148, LRM 149, LRM 095, LRM 096, LRM 126, LRM 024, LRM 067, LRM 068, LRM 070, LRM 128, LRM 075, LRM 100, LRM 101, LRM 102
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The author recommends that the DRM group agree this CR.

6 Detailed Change Proposal

Change 1:  Remove headings of empty section 5.2 and its subsections
5.2 Management of ROs and Content

<text>

5.2.1 Import for Devices

5.2.1.1 LRM- and DEA- Management of Imported Rights Objects

5.2.1.2 Move Operations

5.2.2 Import into OMA DRM v2 Domains

<text>

5.2.3 Import into User Domains

Change 2:  Modify section heading 6 and remove existing text
6. LRM Protocols

[Informative] A layered security model is used in order to support user privacy and facilitate controlled Rights transfers with minimal need for backend network connectivity. At one layer, a DEA corresponding to an LRM manages the association of DRM Agents with one another relative to transfers that involve LRM-created Rights Objects. At another layer, the DA manages policy-related issues, including, in the case of production of Device-specific DA-Signed Data, approving the incorporation of specifically identified DRM Agents into a User Domain managed by the identified DEA.

Within Device-specific DA-Signed Data, DRM Agents SHALL be specified in the standard manner via hashes of certified public keys. A DRM Agent MAY have Guest Device status with respect to multiple DEAs concurrently.  Registration of a Device by a DEA can proceed without knowledge by that DEA of the DRM Agent’s current status with respect to other DEAs.
Change 3:  Remove section 6.2 in its entirety
6.2 SCE-5-LRMP

For pairing-key management, the SCE-5-LRMP protocol is comprised of registration of the LRM with the DEA (as specified in Section 7.2.1.1) and the distribution of a Service Key to the LRM (as specified in Section 7.2.1.2). 

For shared-key management, the SCE-5-LRMP protocol is comprised of the same protocol that is used over the SCE-3-RDP interface as specified in [SCE-DOM], except that here the protocol is between the LRM and DEA rather than between the RI and DEA. The three components of the SCE-3-RDP protocol are registration, domain usage, and User Domain backward-compatible usage. In the case of an LRM (rather than an RI) communicating with the DEA, User Domain backward-compatible usage only applies if the LRM has a certificate that includes a rightsIssuer key purpose.

6.2.1 Overview

<text>

6.2.2 Message Format

<text>

6.2.3 Message Schema

Change 4:  Remove section 7.1 heading and remove section 7.2 except for current section 7.2.2. so that heading of section 7.1 becomes “Transporting KMAC and one or more KREK under an RI public key”
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Change 5:  Add missing definition of LRM (from RD)
	Local Rights Manager (LRM)
	An entity that is responsible for aspect(s) of Import and it may also manage an Imported-Content for a limited group of OMA DRM Agents.
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