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	To:
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	Doc to Change:
	OMA-TS-SRM-V1_1-20091029-D

	Submission Date:
	24 November 2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Sergey Seleznev, Samsung Electronics, s.sergey@samsung.com

	Replaces:
	n/a


1 Reason for Change

Consistency review comment:
	C001
	2009.11.12
	E
	2.1
	Source: Samsung Electronics

Form: doc #0066
Comment: Description field of references table has multiple formats (e.g. version, URL)

Proposed Change: Unify the format of this field.
	Status: OPEN

	C004
	2009.11.12
	E
	2.1
	Source: Samsung Electronics

Form: doc #0066
Comment: Reference to DRM XBS contains mistakes.

Proposed Change: Change text ““OMA DRM v2.0 Extensions for Broadcast Support” version 1.1, Open Mobile Alliance™, OMA-TS-DRM_XBS-V1_0-20090212-A” to ““OMA DRM v2.0 Extensions for Broadcast Support”, version 1.1, Open Mobile Alliance™, OMA-TS-DRM_XBS-V1_1”
	Status: OPEN
Note: Reference to XBS specification was introduced in AGREED CR 158R02 and inproperly incorporated in the TS.


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

DRM WG is recommended to agree this CR.
6 Detailed Change Proposal

Change 1:  Change section 2 as follows
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