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1 Reason for Change

It is recommended that optional features remain optional for testing. So far, we only have REL elements mandatory for server implementation. So, it is proposed to make other requirements optional.
Other editorials apply.
2 Impact on Backward Compatibility

None identified
3 Impact on Other Specifications

None identified
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Group is kindly requested to review and agree the proposed change.
6 Detailed Change Proposal

Change 1:  Modify section 5 as follows
5.1.1 Mandatory Test Requirements

Mandatory test requirements cover those features and use cases that require validation in order to approve the enabler. These include areas with complex interactions between the different functional components of the enabler architecture or where the complexity of the specification(s) is such that there is some uncertainty that they have been correctly specified.

5.1.1.1 Mandatory client test requirements

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	METR-001
	Collecting Metering Information for Enforced Advertisements
	Required to test that DRM Agents collect metering information when Advertisements are played out, and report it to the RI correctly.

	
	
	
	

	
	
	
	

	
	
	
	

	Error Flow
	
	
	


Table 1: Mandatory Client Test Requirements

5.1.1.2 Mandatory server test requirements

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	
	
	

	Error Flow
	
	
	


Table 2: Mandatory Server Test Requirements

5.1.2 Optional Test Requirements

Optional test requirements cover those features and use cases that are not mandated to be tested, but it is still felt that their inclusion will enhance the quality of the enabler validation.

5.1.2.1 Optional client test requirements

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	ROAP-001
	2-pass Status Reporting protocol
	Required to test whether 2-pass Status Reporting protocol is utilized properly.

	
	KMS-001
	Key management extensions for multicast streaming protection support
	Required to test whether key management extensions for multicast streaming protection support are utilized properly

	
	ADMAN-001
	Acquiring Rights Object via Enforced Advertisements
	Required to test that the DRM Agent collects the Advertisement Impression Data and is able to acquire Rights Object via collected Advertisements Impression Data.

	
	ADMAN-002
	Dynamic Advertisement Update
	Required to test that the DRM Agent checks the received DCF and updates the previous Advertisement properly.

	Error Flow
	
	
	


Table 3: Optional Client Test Requirements

5.1.2.2 Optional server test requirements

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	ROAP-002
	2-pass Status Reporting protocol
	Required to test whether 2-pass Status Reporting protocol is utilized properly.

	
	KMS-002
	Key management extensions for multicast streaming protection support
	Required to test whether key management extensions for multicast streaming protection support are utilized properly

	
	ADMAN-003
	Acquiring Rights Object via Enforced Advertisements.
	Required to test that the RI checks the Advertisement Impression Data and issues Rights Object using Advertisements Impression Data properly.

	Error Flow
	
	
	


Table 4: Optional Server Test Requirements

5.1.3 DRM Content Format test requirements
5.1.3.1 Mandatory client test requirements

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	Error Flow
	
	
	


Table 5: DCF Mandatory Client Test Requirements

5.1.3.2 Mandatory client test requirements for PDCF Format
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	Error Flow
	
	
	


Table 6: PDCF Mandatory Test Requirements

5.1.3.3 Optional Client Test Requirements for DCF

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	MPEG2DCF-001
	MPEG2DCF support
	Required to test whether MPEG2DCF is supported

	Error Flow
	
	
	


Table 7: Optional Client Test Requirements for DCF

5.1.3.4 Optional Client Test Requirements for PDCF

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	Error Flow
	
	
	


Table 8: Optional Client Test Requirements for PDCF

5.1.3.5 Mandatory client test requirements for MPEG2DCF Format
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	MPEG2DCF-002
	MPEG-2 Transport Stream Protection
	Required to test whether MPEG2DCF protected transport stream can be descrambled properly.

	
	MPEG2DCF-003
	Rights Object Acquisition
	Required to test whether RO that contains keys linked to MPEG2DCF can be properly acquired.

	
	
	
	

	
	
	
	

	
	MPEG2DCF-004
	KSM content_control_information access criteria descriptor
	Required to test whether the KSM content_control_information access criteria descriptor can be utilized properly.

	
	MPEG2DCF-005
	Enforced Advertising Service ECM
	Required to test whether the Enforced Advertising Service ECM can be utilized properly.

	Error Flow
	
	
	


Table 9: MPEG2DCF Mandatory Test Requirements
5.1.3.6 Optional client test requirements for MPEG2DCF Format
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	MPEG2DCF-006
	Textual Headers EMM
	Required to test whether Textual Headers EMM can be utilized properly.

	
	MPEG2DCF-007
	Extended Headers EMM
	Required to test whether Extended Headers EMM can be utilized properly.

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	Error Flow
	
	
	


Table 9: MPEG2DCF Optional Test Requirements
5.1.4 DRM Rights Expression Language test requirements

5.1.4.1 Mandatory client test requirements

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	REL-001
	<access> element
	Required to test whether the <access> element is utilized properly

	
	REL-002
	<access-code> element
	Required to test whether the <access-code> element is utilized properly

	
	REL-003
	<AdvertisementPolicy> element
	Required to test whether the <AdvertisementPolicy> element is utilized properly

	
	REL-004
	<playout> element
	Required to test whether the <playout> element is utilized properly

	
	REL-005
	<displayout> element
	Required to test whether the <displayout> element is utilized properly

	
	REL-006
	<executeout> element
	Required to test whether the <executeout> element is utilized properly

	
	REL-007
	<enforcement-duration> element
	Required to test whether the <enforcement-duration> element is utilized properly

	
	REL-008
	<enforcement-count> element
	Required to test whether the <enforcement-count> element is utilized properly

	
	REL-009
	<DeviceNumThresh> element
	Required to test whether the <DeviceNumThresh> element is utilized properly

	
	REL-010
	<discrete> element
	Required to test whether the <discrete> element is utilized properly

	
	REL-011
	<max-resolution> element
	Required to test whether the <max-resolution> element is utilized properly

	
	REL-012
	<execute-level> element
	Required to test whether the <execute-level> element is utilized properly

	
	
	
	

	Error Flow
	
	
	


Table 10: REL Mandatory Client Test Requirements

5.1.4.2 Optional client test requirements

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	REL-013
	<multicastConfData> element
	Required to test whether the <multicastConfData> element is utilized properly

	Error Flow
	
	
	


Table 11: REL Optional Client Test Requirements

5.1.4.3 Mandatory server test requirements

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	REL-014
	<access> element
	Required to test whether the <access> element is defined properly

	
	REL-015
	<access-code> element
	Required to test whether the <access-code> element is defined properly

	
	REL-016
	<AdvertisementPolicy> element
	Required to test whether the <AdvertisementPolicy> element is defined properly

	
	REL-017
	<playout> element
	Required to test whether the <playout> element is defined properly

	
	REL-018
	<displayout> element
	Required to test whether the <displayout> element is defined properly

	
	REL-019
	<executeout> element
	Required to test whether the <executeout> element is defined properly

	
	REL-020
	<enforcement-duration> element
	Required to test whether the <enforcement-duration> element is defined properly

	
	REL-021
	<enforcement-count> element
	Required to test whether the <enforcement-count> element is defined properly

	
	REL-022
	<DeviceNumThresh> element
	Required to test whether the <DeviceNumThresh> element is defined properly

	
	REL-023
	<discrete> element
	Required to test whether the <discrete> element is defined properly

	
	REL-024
	<max-resolution> element
	Required to test whether the <max-resolution> element is defined properly

	
	REL-025
	<execute-level> element
	Required to test whether the <execute-level> element is defined properly

	
	
	
	

	Error Flow
	
	
	


Table 12: REL Mandatory Server Test Requirements
5.1.4.4 Optional server test requirements

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	REL-026
	<multicastConfData> element
	Required to test whether the <multicastConfData> element is defined properly


5.2 Backwards Compatibility

OMA DRM version 2.2 is an evolution of OMA DRM version 2.1, which is in-turn an evolution of OMA DRM version 2.0. The purpose of DRM version 2.2 is to add functionality that was missing from version 2.1. 

· Backwards compatibility with DRM 1.0 can be achieved by adding support for OMA DRM 1.0 into both clients and servers.

· Backwards compatibility with DRM 2.1 is achieved through the ROAP protocol. ROAP enables clients and servers to identify their supported DRM version and then negotiate which protocol to communicate with. 

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	Error Flow
	
	
	


Table 13: Backwards Compatibility Requirements
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