Doc# OMA-DS-2006-0003R01-AD-Diagram-Update-CR.doc
Change Request

Doc# OMA-DS-2006-0003-AD-Diagram-Update-CR.doc[image: image7.jpg]"sOMaQa

Open Mobile Alliance




Change Request



Change Request

	Title:
	AD Diagram Update
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	DS WG

	Doc to Change:
	OMA-AD-DS-V1_0-20060209-D.doc

	Submission Date:
	20 Feb 2006

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Linyi Tian, Huawei Technologies Co., Ltd., tianlinyi@huawei.com
Chuan Yu, China Mobile, yuchuan@chinamobile.com

	Replaces:
	N/A


1 Reason for Change

This contribution proposes to update the AD diagram for following reasons:

1. Bootstrap Server provide the CP functionality which is within DM scope. It is not appropriate to add it to our AD diagram. 
2. Logical entities Profile Repository and Client Proxy MAY be identified to reflect the DevInf Evolution.

    Profile Repository: A logical entity which stores the clients’ and/or servers’ DevInf or Preferences
    Client Proxy: A logical entity which may provide authentication, routing and compression functions for clients
R01：Update corresponding sections due to diagram update.
Note: This contribution depends on the discussion result of following contributions: 

OMA-DS-2005-0229-INP_Devinf_Split
OMA-DS-2006-0001-DevInfo-Split-Architecture-Proposal
2 Impact on Backward Compatibility

There is no backward compatibility issue.
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that DS WG agrees this CR and incorporates changes into new AD baseline.
6 Detailed Change Proposal
Change 1:  Abbreviations Table Update
2.2    Informative References

	[DSPROTO]
	“DS Protocol”, Open Mobile Alliance(.
OMA-TS-DS_DSProtocol-V1_2, URL:http://www.openmobilealliance.org/

	[REPPRO]
	“SyncML Representation Protocol”, Open Mobile Alliance(, OMA-TS-SyncML_RepPro-V1_2, URL:http://www.openmobilealliance.org/

	[DSREPU]
	“SyncML Representation Protocol, Data Synchronization Usage”, Open Mobile Alliance(, OMA-TS-DS_DataSyncRep-V1_2, URL:http://www.openmobilealliance.org/

	[SyncMLCommon]
	“Enabler Release Definition for SyncML Common Specifications”, Open Mobile Alliance(, 
OMA-ERELD-SyncML_Common-V1_2,  URL:http://www.openmobilealliance.org/

	[SYNCHTTP]
	“SyncML HTTP Binding Specification”, Open Mobile AllianceTM, 
OMA-TS-SyncML_HTTPBinding-V1_2, URL:http://www.openmobilealliance.org/

	[SYNCOBEX]
	“SyncML OBEX Binding Specification”, Open Mobile AllianceTM, 
OMA-TS-SyncML_OBEXBinding-V1_2, URL:http://www.openmobilealliance.org/ 

	[SYNCWSP]
	“SyncML WSP Binding Specification”, Open Mobile Alliance(, 
OMA-TS-SyncML_WSPBinding-V1_2, URL:http://www.openmobilealliance.org/

	[PUSHOTA]
	"Push OTA Protocol", Open Mobile Alliance™. OMA-WAP-TS-PushOTA-V2_1 URL:http//www.openmobilealliance.org/

	[OMA-DM]
	"Device Management Protocol ", Open Mobile Alliance™. OMA-TS-DM-Protocol-V1_2 URL:http//www.openmobilealliance.org/


Change 2:  Abbreviations Table Update

3.2    Definitions

	Data Synchronization
	The act of establishing an equivalence between two data collections, where each data element in one item maps to a data item in the other, and their data is equivalent.

	Data Sync Client
	An entity refers to the protocol role when the application issues SyncML request messages. For example in data synchronization, the ‘Sync’ SyncML Command in a SyncML Message.

	Data Sync Server
	An entity refers to the protocol role when an application issues SyncML response messages. For example in the case of data synchronization, a ‘Results’ Command in a SyncML Message.

	Device
	Equipment which is normally used by users for communications and related activities. 

	User 
	An entity which uses services.  Example: a person using a data synchronization service.

	Package
	A conceptual set of commands that could be spread over multiple messages.

	Message
	Atomic unit that contains the SyncML Commands, as well as the related data and meta-information. 

	Server Alerted Sync
	Data Synchronization usage of  Server Alerted Notification.

	Profile Repository
	The profile repository is an origin server that stores profile resources. Profiles are treated as regular static or dynamic resources served using the access scheme specified as a part of the URI identifying the profile of a particular device. 


Change 3:  Abbreviations Table Update

3.3    Abbreviations
	DM
	Device Management

	DS
	Data Synchronization 

	DTD
	Document Type Definition

	HTTP
	Hyper Text Transport Protocol

	MMS
	Multimedia Messaging Service

	OBEX
	Object Exchange Protocol

	OMA
	Open Mobile Alliance

	PAP
	Push Access Protocol

	SAS
	Server Alerted Sync

	SMS
	Short Message Service

	TLS
	Transport Layer Security

	WAP
	Wireless Application Protocol

	WBXML
	WAP Binary XML

	WSP
	Wireless Session Protocol

	XCAP
	Extensible Markup Language (XML) Configuration Access Protocol

	XML
	Extensible Markup Language


Change 4:  AD Diagram Update
5 Architectural Model

5.1 Dependencies

The OMA DS Enabler depends on the OMA SyncML Common enabler [SyncMLCommon] which defines the base representation protocol, transport bindings and Server Alerted Notification protocol.

The OMA DS Enabler depends on the OMA Client Provisioning to support bootstrap installation of enabler parameters over the air.

The OMA DS Enabler depends on the OMA Device Management for life cycle management of the Data Sync Client and parameters and revocation of the Data Sync Client

5.2 Architectural Diagram
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Figure 1: Diagram of OMA DS Architectural Model

5.3 Functional Components
The following main enabler functional components are identified.

5.3.1 Data Sync Client

The Data Sync Client is an entity that contains a synchronization client agent and that usually sends the data synchronization messages (operations), possibly including payload data. It SHALL also be able to receive responses from the Data Sync Server. In addition, it may be able in some cases to receive some data synchronization messages as commands from the server side. Typically, Data Sync Client is a device which can be a PC, mobile phone, or PDA.

5.3.2 Data Sync Server

The Data Sync Server is an entity that contains a synchronization server agent and synchronization engine and which usually receives the data synchronization messages (operations) possibly including payload data from the Data Sync Client. The Data Sync Server SHALL also be able to send the responses to the commands if needed. In addition, it can be able in some cases to send some data synchronization messages as commands to the client. Typically, Data Sync Server is a networked server or a PC.

5.3.3 



i) 

ii) 

iii) 

iv) 

Other OMA enablers are needed to support the OMA DS enabler.

5.3.4 DM Server
The OMA DM enabler is used to support over the air installation of the Data Sync Client on the device, provisioning of its settings and revocation.

5.3.5 SAS Server
The SAS Server is an entity used for notification. The Data Sync Sserver can use this notification capability to cause the Data Sync Client to initiate a connection back to the Data Sync Server.  The notification can be transported over channels such as SMS/EMS, MMS, WAP Push, SIP Push and etc.

5.3.6 Client Proxy
The Client Proxy is the contact point for the Data Sync Client access DevInf of the Data Sync Server stored in any Profile Repository. The Client Proxy performs the following functions:
· Retrieve the profile of the Data Sync Server
· Add, modify or delete the profile of the Data Sync Client
· Performs authentication of the Data Sync Client.

· Routes individual XCAP requests to the correct Profile Repository.
· Optionally performs compression/decompression over the radio interface
5.3.7 Profile Repository
The Profile Repository is an entity used for storing profiles of Data Sync Clients or Data Sync Servers. To increase speed, the Data Sync Client or Data Sync Server can use a cache to reduce the number of downloads from profile repositories. Profile can be stored in a centralized or distributed way. In distributed way profile repositories would typically be run by device manufacturers or software companies providing information about their user agents. In centralized way profile repositories would typically be run by network operator providing data synchronization services.
5.3.8 Client and Server Data Storage
The Client Data Storage is an entity used for storing client-side data, such as emails, contacts, calendars, short messages and etc.
The Server Data Storage is an entity used for storing server-side data, such as emails, contacts, calendars, short messages and etc.
5.4 Description of Interfaces

5.4.1 Interface DS-1: Data Sync Client - Data Sync Server
The DS-1 is the interface for the Data Sync Client and the Data Sync Server to interact with each other for data synchronization using the Representation Protocol (Data Synchronization Usage) [DSREPU] and the OMA DS Protocol [DSPROTO]. These protocols are transport-independent. Hence the transport protocol below can be HTTP, OBEX, etc. The following protocols can be used through DS-1:
DS representation protocol: This is an XML-based representation protocol that specifies an XML DTD to allow the representation of all the information required to perform synchronization or device management, including data, metadata and commands [REPPRO]. To reduce the data size, a binary coding of representation protocol based on the WAP Forum's WBXML is defined. The use of this protocol for data synchronization is further specified in [DSREPU].

DS protocol:  The synchronization protocol specifies how data synchronization messages conforming to the XML DTD are exchanged in order to allow a data synchronization client and server to exchange additions, deletes, updates and other status information [DSPROTO]. 

Transport bindings for the protocol: This set of specifications ([SYNCHTTP], [SYNCOBEX] and [SYNCWSP]) defines how to use a particular transport to exchange messages and responses. 

WSP 

WSP provides push content delivery over wireless networks. See http://www.openmobilealliance.org/ for links to the latest WAP specifications.

Object Exchange Protocol (OBEX) 

OBEX is a compact, efficient, binary protocol that enables a wide range of devices to exchange data in a simple and spontaneous manner using either IrDA or Bluetooth. See http://www.irda.org/ for the latest OBEX specifications.

HTTP 

The HTTP protocol enables content delivery over TCP/IP based networks. See http://www.ietf.org for the latest versions of the specifications.
TLS
TLS protocol provides secure services at the transport layer. See http://www.ietf.org for the latest version of the specification.
5.4.2 Interface DS-2: Data Sync Client - Client Proxy
The DS-2 is the interface between the Data Sync Client and Client Proxy. The protocol for the DS-2 interface is XCAP.  
The DS-2 interface provides the following functions:

· The Data Sync Client’s profile management (e.g. create, modify, retrieve, delete)
· Retrieve Data Sync Server’s profile
· Subscription to the modification of the Data Sync Server’s profile
· Notification of the modification of the Data Sync Server’s profile

5.4.3 Interface DS-3: Client Proxy - Profile Repository
The DS-3 is the interface between the Client Proxy and Profile Repository. The protocol for the DS-2 interface is XCAP.  
The DS-3 interface provides the same functions with DS-2 interface.
5.4.4 Interface DS-4: Data Sync Server - Profile Repository
The DS-4 is the interface between the Data Sync Server and Profile Repository. The protocol for the DS-4 interface is XCAP.  
The DS-4 interface provides the following functions:

· The Data Sync Server’s profile management (e.g. create, modify, retrieve, delete)
· Retrieve Data Sync Client’s profile

· Subscription to the modification of the Data Sync Client’s profile
· Notification of the modification of the Data Sync Client’s profile.

5.4.5 Interface DS-5: Data Sync Server - SAS Server
The DS-5 is the interface for the Data Sync Server to send SAS notification to the SAS Server. For example, the PAP protocol [PUSHPAP] MAY be supported at this interface in order to send WAP Push messages. In other cases the transport protocol can be SMPP, MM7, OTA SIP and etc.
5.4.6 Interface DS-6: SAS Server - Data Sync Client
The DS-6 is the interface between the SAS Server and the OMA Data Sync Client. The DS-6 interface is used by SAS Server to deliver SAS notification to the Data Sync Client and/or receive acknowledgement where appropriate. For example, the Push OTA protocol [PUSHOTA] MAY be supported at this interface in order to send push message to device. In other cases the transport protocol can be SMS/EMS, SIP and etc.
5.4.7 Interface DS-7: Data Sync Client - Client Data Storage
The DS-7 is the interface for OMA Data Sync Client to access Client Data Storage, such as email datastore, calendar datastore, or contact datastore. This interface is not defined in the OMA DS Enabler.
5.4.8 Interface DS-8: Data Sync Server - Server Data Storage
The DS-8 is the interface for OMA Data Sync Server to access Server Data Storage, such as email datastore, calendar datastore, or contact datastore. This interface is not defined in the OMA DS Enabler.
5.4.9 


5.5 Flows

5.5.1 Synchronization

The OMA DS Enabler contains a specification for a common data synchronization framework and XML-based format, or representation protocol, for synchronizing data on networked devices. 

The data representation specifies an XML DTD that allows the representation of all the information required to perform synchronization, including data, metadata and commands. The synchronization protocol is based on a client/server architecture and specifies how messages conforming to the DTD are exchanged in order to allow a Data Sync Client and Data Sync Server to exchange additions, deletes, updates and other status information. These messages are transferred in a sequence defined by the synchronization protocol. 

Each Data Sync Client and Data Sync Server is connected to a datastore, which contains analogous data that need to be synchronized. Both one and two-way synchronization are supported and the flows are similar.
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Figure 2 Two-Way Sync
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Figure 3 One-Way Sync from Client only
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Figure 4 One-Way Sync from Server Only

5.5.2 Notification

Many devices cannot continuously listen for connections from a management server.  Other devices simply do not wish to “open a port” (i.e. accept connections) for security reasons.  However, most devices can receive unsolicited messages, sometimes called “notifications”.  Some devices, for example, can receive SMS messages.  Other devices may have the ability to receive other, similar datagram messages.

A Data Sync Server can use this notification capability to cause the Data Sync Client to initiate a connection back to the synchronization server.  This connection might be over HTTP, WAP PUSH, OTA SIP or other transport protocol.

The contents of such a “Sever Alerted Sync” might be empty, but the message itself may be signed such that the client can authenticate it.  The result of receiving such an alert would be for the client to initiate a connection to the synchronization server that sent the alert.  In this scenario, the client might verify that this synchronization server is among those authorized to request such activity. Alternatively, the contents of the alert might indicate that another synchronization server should be contacted. 

An identical effect of receiving a Sever Alerted Sync can also be caused in other ways.  For example, the user interface (UI) of the device may allow the user to tell the client to initiate a synchronization session.  Or, the synchronization client might initiate a session as the result of a timer expiring.  Of course, a fault of some type in the device could also cause the synchronization client to initiate a session.
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Figure 5. Server Alerted Synchronization session

5.5.3 Transports

The The OMA DS Enabler enabler is transport-independent.  The transport binding specifications in the OMA SyncML Common enabler specify how to use a particular transport to exchange the SyncML messages and responses that make up OMA Data Synchronization.  Each SyncML package is completely self-contained, and could in principle be carried by any transport.  

The initial bindings specified in the OMA SyncML Common enabler are HTTP, WSP and OBEX, but there is no reason why it could not be implemented using email or message queues, to list only two alternatives. Because SyncML messages are self-contained, multiple transports may be used without either the server or client devices having to be aware of the network topology.

5.5.4 Security

The The OMA DS Enabler uses the security mechanisms defined in the OMA SyncML Common enabler.  An objective of SyncML is to provide a framework for secure operation. SyncML itself does not define any new security schemes. Instead, it provides the framework to challenge authentication, authentication, authorization and inclusion of encrypted data in a SyncML Package. The OMA DS Enabler will support a list of common protocol layer encryption/decryption techniques to ensure secure data transmission. In addition, the originator and recipient MAY use the security mechanisms of the underlying transport to authenticate each other and to provide a secure transport for the exchange of SyncML Packages. 
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