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1 Reason for Change

This contribution modifies some high level requirements to improve consistency:
1. Change some description to make them accurate.

2. Add use case references to each high level requirement. 
3. Implement comments raised on DS-REQ joint meeting, such as:
(1) In the HLF section Enabler Ref should be complete e.g. DS 2.0
(2) It was noted that some of the requirements in the HLF section should be changed to Shall as the HLF must have a normative statement.
See Minutes:
http://www.openmobilealliance.org/ftp/DS/ID/05/OMA-DS-2005-0218-MINUTES_12Dec2005_F2F_Athens.zip
Note：There is no intention to modify the meaning of requirements. 
2 Impact on Backward Compatibility

There is no backward compatibility issue.
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that DS WG agrees this CR and incorporate changes into new RD baseline.
6 Detailed Change Proposal
Change 1:  Modify some high level requirements to improve the consistency
6.1    High-Level Functional Requirements

	Label
	Description
	Enabler Release

	HLF-5
	Data Sync Clients and Data Sync Servers MUST support new “CharSet” element to Property element. Data Sync Server MUST truncate property value according to the specified charset from Data Sync Client.
[5.8 Putting precise maximum size for MBCS storage PIMs]
	

	HLF-6
	Data Sync Clients and Data Sync Servers SHALL send free memory per message as Alert by reflecting the database operation during the sync session. (To change parent from Sync to Alert) 
[5.9 Alerting free Data Sync  Server memory for Quota limited services]
[5.10 Alerting more precise free Data Sync Client memory for storage limited devices per message]
	

	HLF-7
	Data Sync Clients and Data Sync Servers SHALL send number of changes as Alert. (To change parent from Sync to Alert)
[5.9 Alerting free Data Sync  Server memory for Quota limited services]
[5.10 Alerting more precise free Data Sync Client memory for storage limited devices per message]
	

	HLF-8
	Data Sync Client and Data Sync Server MAY support a new “SyncStatus” element before SyncHdr element for taking an efficient action by application.  “SyncStatus” element is simplified version of Status element.
[5.12 Simplifying status for efficient actions by thin client implementation]
	

	HLF-9
	Object file and hierarchical description SHALL corresponding to device information document
[5.13  Putting and Getting partial device information]

	

	HLF-10
	Data Sync Client and Data Sync Server MAY support to specify the Source element hierarchical level of “./devinf12” for putting partial device information
[5.13  Putting and Getting partial device information]
	

	HLF-11
	Data Sync Client and Data Sync Server MAY support to specify the Target element hierarchical level of “./devinf12” for getting partial device information
[5.13  Putting and Getting partial device information]
	

	HLF-17
	Enabler MUST allow Data Sync Clients use filtering on different content types in one data store in one synchronization session, e.g. folders and e-mail in one data store.

[‎5.18 Use Case I&E, Filtering of E-mail Hierarchy]
	

	HLF-18
	In the beginning of every synchronization session (including sync continuation session) Data Sync Client and Data Sync Server SHOULD be able to determine both their own synchronization state and the state of the other participant. 
[‎5.14 Sync Interruption & Continuation]
	

	HLF-19
	The amount of information that needs to be exchanged to determine the sync state SHOULD be minimal.
[‎5.14 Sync Interruption & Continuation]
	

	HLF-21
	During sync continuation the amount of information that needs to be re-sent SHOULD be minimal.
[‎5.14 Sync Interruption & Continuation]
	

	HLF-22
	Spoofing and replay attacks require two-way authentication to prevent them. The logical session could also be closed once the authentication expires.
[5.2 Secure Data Synchronization]
Editor’s note: consider moving this to Security section
	

	HLF-23
	It SHOULD be possible for Data Sync Clients to have multiple simultaneous logical sessions open. .) It SHOULD be possible to synchronize multiple data stores on a Data Sync Client. These data stores shall be kept synchronized with different logical sessions.   It SHOULD also be possible to have the same account synchronized with multiple devices simultaneously. (Essentially, this means that each device SHALL have a separate session ID) 

[5.19 Always On Synchronization]
	

	HLF-24
	If a connection is lost, the synchronization state SHOULD be re-established in a minimal amount of time and data transfer, without user interaction.

[5.22 Always On Connectivity Cases]
	

	HLF-25
	Improved enabler SHOULD allow the Data Sync Clients to check whether if the device is up to date without synchronizing the device data to the Data Sync Server.

[5.19 Always On Synchronization]
	

	HLF-26
	Improved enabler SHOULD provide a set of well-defined filter names. Data Sync Clients can choose these filters from a list. It will also provide a reference list of filters.

[5.21 Administrator changes the filter settings while Always On Sync is active]
	

	HLF-27
	The Data Sync Client and the Data Sync Server SHOULD be able to re-define the filtering rules within the logical session with minimal amount of data transfer.  

[5.21 Administrator changes the filter settings while Always On Sync is active]
	

	HLF-28
	Improved enabler SHALL allow Data Sync Clients to specify multiple server accounts for both contacts and e-mail.

[5.19 Always On Synchronization]
	

	HLF-29
	Improved enabler SHALL allow Data Sync Clients to perform all valid actions for that content type (sending e-mail, receiving headers, editing contact items, etc.).

[5.19 Always On Synchronization]
	

	HLF-30
	Data Sync Client SHALL be able to detect that the IP address of the device has changed.
[5.22 Always On Connectivity Cases]
Might be covered in the binding documents. Concern about the SAN server knowing the IP address of the device in order to send unsolicited Notifications.
	

	HLF -31
	The type of trigger mechanism used to initiate the synchronization session should not affect the flow of the operation. Also, the trigger type SHOULD be transparent to the user.

[5. 22 Always On Connectivity Cases]
	

	HLF-32
	Enabler MUST allow a user to select a specific folder to synchronize recursively or non-recursively.

[5.30 Use Case Partial Synchronization‎]
	2.0

	HLF-33
	Enabler MUST allow a user to select several folders, but not the whole database, to synchronize.
[5.30 Use Case Partial Synchronization‎]
	2.0

	HLF-42
	Improved enabler SHALL reduce the verbosity of the filtering requests and filter capabilities declaration in DevInf.
	


Table 1: High-Level Functional Requirements
6.1.4    Usability

	Label
	Description
	Enabler Release

	USAB-1
	It MUST be possible to stop the sync at any time per Data Sync Client’s request. 
[‎5.14 Sync Interruption & Continuation]
	

	USAB-4
	Ability to continue the sync MUST NOT significantly increase the total amount of synchronization time.
[‎5.14 Sync Interruption & Continuation]
	

	USAB-5
	Data Sync Client-side processing SHOULD be as minimal as possible.
[‎5.14 Sync Interruption & Continuation]
	


Table 5: High-Level Functional Requirements – Usability Items

6.1.5    Interoperability

	Label
	Description
	Enabler Release

	
	
	

	
	

	

	
	
	

	
	
	

	IOP-1
	Improved enabler MUST define unambiguous behaviour for Data Sync Client and Data Sync Server at any point in time during synchronization including moment of sync interruption and continuation.
[‎5.14 Sync Interruption & Continuation]
	2.0

	IOP-2
	Data Sync Client and Data Sync Server MUST NOT make any arbitrary presumptions about other participant’s behaviour, but MUST be able to perform a sync following enabler rules only.
[‎5.14 Sync Interruption & Continuation]
	2.0

	IOP-17
	Improved enabler SHALL define unambiguously the filtering functionality (filtering logic, define unambiguously the soft delete mechanism in relation with the filtering functionality and its specificities -exclusive/inclusive-, clearly define the deletion of the items in data stores –Data Sync Client and Data Sync Server- and the possibility of re-using LUID depending on the filtering.usage -exclusive/inclusive- …).
[5.17 Use Case I&E, E-mail filtering]
	2.0


Table 6: High-Level Functional Requirements – Interoperability Items

Change 2:  Proposal regarding fill the ‘Enabler Release’ column
Fill ‘Enabler Release’ column with ‘2.0’. If some requirements be decided to be realized not in DS 2.0, we shall submit a CR to implement the changes.









�There is no use case derive this requirement directly, but it is really an important and valid requirement. Maybe link it to the use case regarding device information
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