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1 Reason for Change

Current AD flow section is inconsistent with RD baseline. 
DS WG decides that there will be no common enabler in DS 2.0 and will not use SymcML.

2 Impact on Backward Compatibility

There is no backward compatibility issue.
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that DS WG agrees this CR and incorporates changes into new AD baseline.
6 Detailed Change Proposal
5.4    Flows

5.4.1    Synchronization

The OMA DS Enabler contains a specification for a common data synchronization framework with a XML-based format, and a representation protocol for synchronizing data on networked devices. 

The data representation specifies an XML Schema that allows the representation of all the information required to perform synchronization, including data, metadata and commands. The synchronization protocol is based on a client/server architecture and specifies how messages conforming to the XML Schema are exchanged in order to allow a Data Sync Client and Data Sync Server to exchange additions, deletes, updates and other status information. These messages are transferred in a sequence defined by the synchronization protocol. 

Each Data Sync Client and Data Sync Server is connected to a data storage, which contains analogous data that need to be synchronized. Both one and two-way synchronization are supported and the flows are similar.
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Figure 2 Two-Way Sync
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Figure 3 One-Way Sync from Client only
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Figure 4 One-Way Sync from Server Only

5.4.2    Notification

Many devices cannot continuously listen for connections from a management server.  Other devices simply do not wish to “open a port” (i.e. accept connections) for security reasons.  However, most devices can receive unsolicited messages, sometimes called “notifications”.  Some devices, for example, can receive SMS messages.  Other devices may have the ability to receive other, similar datagram messages.

A Data Sync Server can use this notification capability to cause the Data Sync Client to initiate a connection back to the synchronization server.   
The result of receiving such a notification would be for the client to initiate a connection to the synchronization server specified in the notification.  In this scenario, the client might verify that this synchronization server is among those authorized to request such activity. Alternatively, the contents of the alert might indicate that another synchronization server should be contacted. 

An identical effect of receiving a SAS notification can also be caused in other ways.  For example, the user interface (UI) of the device may allow the user to tell the client to initiate a synchronization session.  Or, the synchronization client might initiate a session as the result of a timer expiring.  
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Figure 5. Server Alerted Synchronization Session
5.4.3    Transports

The OMA DS Enabler is transport-independent.  The transport binding specifications in the enabler specify how to use a particular transport to exchange the OMA DS messages and responses.  Each OMA DS package is completely self-contained, and could in principle be carried by any transport.  


5.4.4    Security

An objective of OMA DS is to provide a framework for secure operation. The OMA DS enabler itself does not define any new security schemes. Instead, it provides the framework to challenge authentication, authentication, authorization and inclusion of encrypted data in a OMA DS Package. The OMA DS Enabler will support a list of common protocol layer encryption/decryption techniques to ensure secure data transmission. In addition, the originator and recipient MAY use the security mechanisms of the underlying transport to authenticate each other and to provide a secure transport for the exchange of OMA DS Packages. 
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