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1 Reason for Contribution

During discussions on smart sync as opposed to normal sync etc. it has become apparent that we do not necessarily have a good description of the meanings and purposes of the different sync types.  This contribution attempts to provide descriptions of the meaning and uses of the different sync types by providing end-user use cases.
The sync types are principally described in DS v1.2 terms but with some mention of DS 2.0 concepts.

This document attempts to be fairly concise and so does not include many examples.  It would be possible to take the material from OMA-DS-2006-0022R02-OMA-DS-Fundamentals and create a more tutorial explanation of the different sync types but that was not thought appropriate for this audience.
2 Summary of Contribution

Use cases are presented that use one-way and two-way synchronisation operations as well as slow-sync and refresh sync operations and attempt to show the value to the end-user of these operations. 

3 Detailed Proposal

Other References

The sync types supported by OMA DS have been described in OMA-DS-DS_2_0-2006-0019-INP-sync-types which discussed the sync types in the following terms:
· sync direction:  one-way client to server, one-way server to client, two-way

· sync type: normal (incremental, typically only changes), smart (GUID alignment), slow (reconcile), refresh (replace all)

The terms defined in that document and the associated analysis are valid and are useful in terms of the mechanics of the synchronisation operation and the Alert codes.  However, this document attempts to describe use-cases for the different types of synchronisation in terms that make sense to an end user.  This document is intended to complement OMA-DS-DS_2_0-2006-0019-INP-sync-types, not to replace it.

User Understanding of Sync Direction

A two-way synchronisation can be considered by the user as keeping two data stores in equivalence.  In simple terms, the user may believe that the two stores (one on the sync server and one on the sync client) are the same after a two-way sync.  In practice, there will be detailed differences due to differences in data representation and to filtering (if used) but the stores will be sufficiently simillar for most purposes.
When using two-way synchronisation, a user can make modifications to their data store either at the client or at the server and will expect the modifications to be shared.  Ignoring details of conflict resolution, the client and the server have equal power over the data.

In contrast, a one-way synchronisation implies that one of the stores is the ‘master’ and the other store is approximately a copy of it.  For example, if using one-way synchronisation from the server then the server store is the master and any modifications made to it will be expected to appear in the client data store.  Any modifications made directly to the client data store will not appear in the server data store and are likely to disappear by being over-written.  Therefore, the store that is not the master should be regarded as read-only – it is unsafe to write to it.
In most cases, the user is not interested in one synchronisation operation.  They want a series of synchronisation operations to either keep two stores equivalent or to keep one store as a copy of a master store.
User Understanding of Refresh / Reconciliation

The different types of refresh sync or slow sync are normally used to start a series of synchronisations or to recover from a failed synchronisation operation.

If the user wants to use a series of two-way synchronisations to keep two stores in equivalence then a slow sync makes the stores equivalent to allow this.  If a two-way synchronisation fails then a slow sync can be used to make the stores equivalent again (however, suspend and resume in DS v1.2 or smart sync in DS v2.0 are more efficient if they are supported).
If the user wants to use a series of one-way synchronisations to duplicate a master store then a refresh sync can be used to set up the initial copy (remembering that the copy is only approximate).  Similarly, if a one-way sync fails then a refresh provides a way of re-starting the sequence of synchronisations.
It should be noted that, from the user point of view, a slow sync or refresh sync may be acceptable as a way of initiating a sequence of synchronisation operations but they are undesirable as methods of recovering from failed synchronisation operations (for efficiency / performance reasons).  This has driven the desire for suspend / resume and smart sync as more efficient ways of recovering from failure.

Use Cases

The use cases presented here are described in narrative text rather than in a formal notation and are described from the point of view of the end-user.  These use cases are not exhaustive but they attempt to show the major uses.

Use Case 1 – Two-way sync series
The user owns a new OMA DS-enabled phone and has contacts and calendar data stored in a PIM, either one local to their PC or as part of a corporate system.  The user wants to have access to her contacts and calendar data when away from her PC or office.
The user sets up a two-way sync relationship between her phone and her PIM (which can be accessed by an OMA DS-compliant sync server).  The user carries out a slow-sync to set up her phone initially.  As the phone is new, it has no contacts or calendar entries and the slow sync operation copies over all relevant entries to the phone.  The user may use some filtering options to limit the data transferred (for example to only synchronise calendar entries for the next month).

The user carries out two-way sync operations on a relatively regular basis.  If she enters new contact details or calendar entries into the phone while away from the office they are transferred to her PIM.  If she enters any new contact details or calendar entries into her PIM (or if the corporate PIM system updates details for her) then they are transferred to her phone.

In this way, the user feels that she has an up-to-date copy of her address book and calendar on her phone at all times.  In fact, this is not quite true:

· The two stores will be out of equivalence in the time between data being added or changed and a synchronisation operation.

· Filtering options may cause one store (commonly the phone) to have a sub-set of information in the other.

· The stores concerned may have different internal storage and so the detailed fields stored may differ.

However, the equivalence is good enough to provide a substantial user benefit.

If the user’s phone is lost or stolen then a new phone can be set up with the contacts and calendar data from the PIM and will only be missing any data that had been entered on the phone since the last sync operation.
If a sync operation fails, the user hopes that the next sync operation will recover the equivalence with the minimum of unnecessary data transfer.  Techniques such as smart sync or suspend / resume may avoid the need for a slow sync.

Use Case 2 – One-way sync with a master server

The user owns an OMA DS-enabled phone and has a corporate address book that is centrally maintained.  The user wants to keep an up-to-date copy of the address book on her phone.  Because the corporate address book contains fields that are not supported by the phone, it is company policy that all contacts details must be entered and maintained directly in the corporate PIM.
The user sets up a one-way sync relationship from the corporate sync server to her phone address book.  The first sync is a ‘refresh from server’ operation that clears the phone address book and copies a (probably filtered) set of contacts entries to it.

The user carries out one-way sync operations from the server on a relatively regular basis.  If she has new contact details then she has to wait to enter them into the corporate PIM directly and then sync them from the corporate PIM to her phone.

If the user’s phone is lost or stolen then a new phone can be set up from the PIM and no data will have been lost (we assume that the corporate PIM is properly backed up!)

If a sync operation fails, the user hopes that the next sync operation will recover the equivalence with the minimum of unnecessary data transfer.  Techniques such as smart sync or suspend / resume may avoid the need for another refresh sync.

Use Case 3 – One-way sync for backup and restore

The user owns an OMA DS-enabled phone.  She maintains her address book and calendar directly on the phone and does not use a PIM.  She is aware of the value of her contacts and calendar data and is prudent enough to want them backed up.  Her telecoms operator offers an online backup service so she sets up a one-way sync relationship from her phone to a specialist data store on a specialist sync server.
The user carries out a ‘refresh from client’ sync to copy her data onto the server and subsequently carries out one-way sync operations from the client on a relatively regular basis.  She may be unaware that these are sync operations or that OMA DS is being used as the service may be labelled a backup service.

If the user’s phone is lost or stolen she buys a new phone from the same telecoms operator and is able to ‘restore’ her data by means of a ‘refresh from server’ sync operation.  This works even if the new phone is normally incompatible with the old phone (i.e. it is a different model or manufacturer) as long as both phones support OMA DS.

Use Case 4 – One-way sync for phone upgrade

The user owns an OMA DS-enabled phone although she is not aware of the fact.  She uses the phone for some time and maintains her address book and calendar directly on the phone without using a PIM.

She decides that it is time to upgrade her phone and buys a new one from a shop.  As a service, the shop offers to transfer her old contacts and calendar data into the new phone.  The shop uses a local sync server, carries out a ‘refresh from client’ operation into a temporary data store on a local PC from the old phone and then carries out a ‘refresh from server’ operation from the temporary data store into the new phone.  The user thus has all of her old data in the new phone and the temporary data store is wiped.  This works even if the new phone is normally incompatible with the old phone (i.e. it is a different model or manufacturer) as long as both phones support OMA DS.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Symbian recommends DS WG to discuss this IC in order to agree on descriptions of sync types that can be used in DS v2.0.
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