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1. Scope 
The popularity of mobile computing and communications devices can be traced to their ability to deliver information to users when needed. Users want ubiquitous access to information and applications from the device at hand, plus they want to access and update this information on the fly.

The ability to use applications and information on one mobile device, then to synchronize any updates with the applications and information back at the office, or on the network is key to the utility and popularity of this pervasive, disconnected way of computing.

Unfortunately, in the past it was difficult to achieve these dual visions:

· Networked data that support synchronization with any mobile device

· Mobile devices that support synchronization with any networked data

Rather, there has been a proliferation of different, proprietary data synchronization protocols for mobile devices. Each of these protocols was only available for selected transports, implemented on a selected subset of devices, and only able to access a small set of networked data. The absence of a single synchronization standard posed many problems for end users, device manufacturers, application developers, and service providers.

Solving these issues, OMA DS has emerged as the true industry wide standard for mobile data synchronization. Its numerous benefits and usages are explored in this white paper. 

· It explains the benefits of the OMA DS protocol

· It desribes how OMA DS has been widely adopted as the industry-wide data synchronization protocol. 

· It put forths the case that the OMA DS implementations already present on most mobile device offers a perfect platform to extend to support all forms of data.

· It shows a forward thinking vision of a mobile user who has full access to everything they need on their mobile device of choice.

This document is informative and is not intended to add requirements to current OMA DS and OMA SyncML Common specifications. 
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3. Terminology and Conventions

3.1 Conventions

This is an informative document, which is not intended to provide testable requirements to implementations.

3.2 Definitions

	Enabler Release
	A collection of specifications that combined together form an enabler for a service area, e.g. a download enabler, a browsing enabler, a messaging enabler, a location enabler, etc. The specifications that are forming an enabler should combined fulfill a number of related market requirements.

	Data synchronization
	The act of establishing equivalence between two data collections, where each data element in one item maps to a data item in the other, and their data is equivalent (but not necessarily equal).

	Data
	A unit of information exchange, encoded for transmission over a network.

	Data element
	A piece of data and an associated identifier for the data, (e.g., {i, data}).

	Data collection
	A data element that acts as a container of other data elements, (e.g., {c {{i1, data1}, ... {in, datan}}}). In SyncML, data collections are synchronized with each other. See data element.

	Client
	A SyncML Client refers to the protocol role when the application issues SyncML "request" messages. For example in data synchronization, the Sync SyncML Command in a SyncML Message.

	Server
	A SyncML Server refers to the protocol role when an application issues SyncML "response" messages. For example in the case of data synchronization, a Results Command in a SyncML Message.

	Data type
	The schema used to represent a data object (e.g., text/calendar MIME content type for an iCalendar representation of calendar information or text/directory MIME content type for a vCard representation of contact information).

	Message
	A SyncML Message is the primary contents of a SyncML Package. It contains the SyncML Commands, as well as the related data and meta-information. The SyncML Message is an XML document.

	Synchronization Anchor
	A string representing a synchronization event. The format of the string will typically be either a sequence number or an ISO 8601-formatted extended representation, basic format date/time stamp.

	Data synchronization protocol
	The well-defined specification of the "handshaking" or workflow REQUIRED to accomplish synchronization of data elements on an originator and recipient data collection. The OMA DS Enabler specification forms the basis for specifying an open data synchronization protocol.

	Representation protocol
	A well-defined format for exchanging a particular form of information. SyncML is a representation protocol for conveying data synchronization and device management operations.


3.3 Abbreviations

	OMA
	Open Mobile Alliance

	DS
	Data Synchronization

	DM
	Device Management

	HTTP
	HyperText Transfer Protocol

	OBEX
	OBject EXchange protocol

	WSP
	Wireless Session Protocol


4. The Benefits of OMA DS

Mobile computing had an Achilles heel – data synchronization. All the popular mobile devices – handheld computers, mobile phones, pagers, and laptops – synchronize their data with network applications, email servers, desktop calendars, and other locations where information is stored. This ability to access and update information on the fly is key to the pervasive nature of mobile computing. Yet, in the past, there were several different technologies used to perform synchrionization. OMA DS however has helped solved this problem by offering the industry a way to standardize on one robust mobile data synchronization protocol.

What is a Synchronization Protocol?

By definition, mobile users are not always connected to a network and its stored data. Users retrieve data from the network and store it on the mobile device, where they access and manipulate the local copy of the data. Periodically, users reconnect with the network to send any local changes back to the networked data repository. Users also have the opportunity to learn about updates made to the networked data while the device was disconnected. Occasionally, they need to resolve conflicts among the updates made to the networked data. This reconciliation operation – where updates are exchanged and conflicts are resolved – is known as data synchronization. Data synchronization, then, is the process of making two sets of data look identical.

For a mobile device, synchronization applies to the data that the mobile device stores locally. A data synchronization protocol defines the workflow for communication during a data synchronization session when the mobile device is connected to the network. The protocol must support naming and identification of records, common protocol commands to synchronize local and network data, and it can support identification and resolution of synchronization conflicts. For true ubiquitous access, the protocol must also support some form of server based alert in order to be able to alert mobile devices of new changes in real time.

Benefits of a Common Synchronization Protocol

Let's look at each group that have benefited from the adoption of an industry-wide data synchronization protocol.

· End Users – Users of mobile devices in the past probably were using a different synchronization product with every device. That is, there was one procedure for synchronizing files between a laptop and networked data, another for synchronizing a calendar on a handheld computer, and yet another remote access method for email. Each technology could only synchronize a few applications, or was limited to a particular type of network connection. This arrangement was expensive to install, confusing to configure and operate, and costly to administer. With OMA DS, users have been able to buy devices that all synchronize the same way and with a broader range of data.

· Device Manufacturers – While every device manufacturer wants to support the technologies that will support the data access needs of all users and service providers, in practice a device will support one data synchronization technology. This choice is forced upon the manufacturer by constraints of storage space, memory, power consumption, and cost. Device manufacturers have benefited greatly from a common protocol that has made the devices interoperable with a broader range of applications, services, and network and transmission technologies.

· Service Providers – Service providers moving into the growth arena of application hosting were particularly concerned that a proliferation of synchronization technologies would make it impossible to deploy and support their customers in a cost-effective manner. Already, to support the range of data types and devices in use, service providers must install and configure multiple server infrastructures, maintain and support that infrastructure, and maintain compatibility and performance. With OMA DS, they have been able to provide connectivity to a wider selection of applications with fewer backend needs.

· Application Developers – Choosing to support multiple synchronization technologies enables an application to support more types of devices and networked data, but that choice comes at a cost. The developer loses the flexibility of evolving the choice of networked data repository while maintaining backward compatibility. It also increases the cost of application development and the complexity of the resulting product. The added complexity of the networked data repository can create a barrier to installation and adoption by service providers. With OMA DS, they have been able to develop an application that can connect to a more diverse set of devices and networked data using one technology

Characteristics of a Common Synchronization Protocol

The goal of OMA DS as a common synchronization protocol is symmetric. It can connect any to any, over any network. That is, it can:

· Synchronize networked data with any mobile device

· Synchronize a mobile device with any networked data

OMA DS can synchronize networked data with many different devices, including handheld computers, mobile phones, automotive computers, and desktop PCs. A user can access and manipulate the same set of data from different devices. For example, a user can read e-mail from a mobile phone, and still maintain a consistent, updated record of which messages had been read.

Similarly, with any-to-any synchronization, mobile devices can support numerous types of data, including e-mail, calendar, contact management information, enterprise data stored in databases, and documents on the web. With such functionality a user who receives an order via e-mail can access the company inventory system on the same device to determine a delivery date.

To accomplish this goal, the protocol has the following characteristics:

· It operates effectively over wireless and wireline networks

· It support a variety of transport protocols

· It supports arbitrary networked data

· It enables data access from a variety of applications

· It address the resource limitations of the mobile device

· It is built upon existing Internet and Web technologies

· It enables real time updates to data

Effective Over Wireless and Wireline Networks

OMA DS works across all networks used by mobile dvices, both wireless and wireline. The various wireless networks commonly used by mobile devices demand the most from a protocol, since, even in todays world of 3G, these wireless networks hare common features of high network latency, limited bandwidth, relatively high acket costs, and low reliability of both data and connectivity.

· High network latency – Network latency is the delay introduced when a packet is momentarily stored, analyzed and then forwarded. Wireless networks, with a high latency, require a robust synchronization protocol.

· Limited bandwidth – To minimize bandwidth requirements and the associated processing demands, the OMA DS protocol allows alternate binary encoding techniques to both the data and the synchronization commands. The WBXML (WAP Binary XML) standard adopted by the WAP Forum and submitted to the W3C represents a good candidate encoding technique for limited bandwidth environments. In addition support for transport level encoding such as http Accept-Encoding ensure the best use of the transport.

· Relatively high packet costs – The OMA DS protocol allows for the minimization of the number of request-response interactions between the device and the networked data. Optimally the protocol can allow for the generation a single request-response pair of messages. In this model, a request from a mobile device contains all updates to its local data. The response message then provides the updates, with conflicts already identified.

· Low reliability of both data and connectivity – In order to function with only intermittent connection to the network, the OMA DS protocol has been designed to survive inadvertent disconnection during the synchronization procedure. Even when a disconnection is encountered, the protocol ensures that the device and the networked data repository stay consistent and make progress when the connection is reestablished.

Support Various Transport Protocols and Media

Since wireless networks employ different transport protocols and media, OMA DS works smoothly and efficiently over:

· HTTP (i.e. the Internet)

· WSP (the Wireless Session Protocol, part of the WAP protocol suite)

· OBEX (i.e. Bluetooth, IrDA, and other local connectivity)

It can also be deployed over:

· SMTP, POP3, and IMAP

· Pure TCP/IP networks

· Proprietary wireless communication protocols

It does not depend on any capabilities that cannot be made available over these transports. To be efficient, OMA DS makes use of features provided by the transport. A reliable request-response model can be efficiently deployed across all of these transport protocols. 

Support Arbitrary Networked Data

Since a design goal is for mobile devices to communicate with a broad range of networked data, OMA DS supports concurrent synchronization with multiple network data repositories. The protocol does not mandate how data is represented or structured on the device or within the networked data repository after synchronization is complete.

To ensure interoperability, OMA DS describes how common data formats are represented over the network. To ensure extensibility, the protocol also permits the definition of new data formats as needs arise. In addition, the protocol allows implementers to define experimental, non-standard synchronization protocol primitives.

OMA DS describes support for a wide range of data formats including:

· Common personal data formats, such as vCard for contact information, vCalendar and iCalendar for calendar, todo, and journal information.

· Collaborative objects such as e-mail and network news

· Relational data

· XML and HTML documents

· Binary data, binary large objects, or “blobs”

Enable Data Access from a Variety of Applications

The OMA DS Enabler specification is programming language independent. In order to work effectively with many applications, the synchronization protocol makes no assumptions about the programming language and does not assume that both ends of the synchronizationprocess share a single language environment.

Address the Resource Limitations of the Mobile Device

Mobile devices have limited memory and processor capacity, a characteristic that was a guiding force during the development of the OMA DS protocol. OMA DS protocol implementations have had little difficulty fitting within the memory footprint of the common mobile devices on the market today, in either static code or run-time execution space.

In addition, the data exchanged by the protocol itself has been kept small and requires minimal code to transfer it to and from the device. Data exchanged using OMA DS may be encoded in a binary format (such as WBXML) to reduce memory requirements for storing received synchronization messages and reduce processor resources needed to parse and process that data. In addition the protocol allows for transport level compression techniques.

Built Upon Existing Internet and Web Technologies

Where possible, the OMA DS protocol has made full use of existing Internet and Web technologies. These technologies are implemented widely and are well tested, so their use within the protocol ensures easy implementation and interoperability testing. XML has emerged as the lingua franca for representing structured data over the Web. OMA DS makes full use of XML to represent data being exchanged during a synchronization session. MIME is used for registering the format of the data synchronization protocol messages.

Real time Updates

OMA DS’s server alerted notification mechanism allows for real time updates.

Promote Interoperability

The OMA DS protocol promotes interoperability, synchronizing networked data with any mobile device and synchronizing a mobile device with any networked data. 

5. The Adoption of OMA DS

Examples of what it is providing today?

Who is using it?

For what?

Discuss Backup and restore.

What percentage of mobile devices has some form of OMA DS implementation on them?

6. The OMA DS platform

It can be used for all data needs.

Put in references to White Papers on Implementing a Mobile Calendar Solution, a Mobile Mail Solution, and a Mobile Address Book Solution using OMA DS

Why use it for more? Don’t need to add new transport support? Don’t need ot invent new security features?> Don’t need to eat more precious space on the device.

7. OMA DS in the future

Future vision
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