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1 Reason for Contribution

The server and the client need to synchronize the presence attribute values(ex, OnlineStatus,  Registration, ClientInfo, TimeZone, Address, etc) every time they change. In most cases, the presence attributes values are synchronized. Thus the quantity of the exchanged data is small and the method of exchanging the data is efficient because they exchange only the updated presence attributes values. 

When the client logs in, however, the server and client need to synchronize all the presence attribute values of their contactlists because neither the server nor the client knows what presence attributes values each side keeps now. It causes the client and the server to exchange many packets.

Especially when a client has very large contact lists, huge network traffic and considerable time are required to first synchronize all their presence attributes values when it logs in. 

If the server and the client can keep an identical key and its associated presence attributes value when the client logs in, the server can determine what presence attributes the client needs to be updated. 

This input contribution describes a new feature for the client to initiate the presence value synchronization. This feature will remove redundant network traffic and accelerate the login time. 

Drawback is that server and client need to keep an identical key and the associated presence attributes when they finally succeeded in communicating with the client.

Following the OMA process, Samsung Electronics proposes this feature as the input to the Requirement Document for the next release of IMPS V1.x.

2 Summary of Contribution

<text describing the scope and nature of the proposed text or actions to be taken>

Refer to “Reason for Contribution”
3 Detailed Proposal

See the attached document. 
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4 Intellectual Property Rights Considerations

<Describe the status of any IPR that this contribution may affect>
None

5 Recommendation

<provide a description of the intended actions to be taken by the group>
Update relevant specification documents. OMA-WV-CVSP_XXX needs to be updated.

More inputs from the server-side when SSP needs to update.

NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2003 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 2)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20030824]

© 2003 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 2)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20030824]

_1123670549.doc
[image: image1.jpg]«“+OMa

Open Mobile Alliance






		OMA-IMPS-2003-0170-Efficient-Synchronization-of-Presence_attributes-values
Submitted to IMPS
29 Aug 2003

		Page 1  V(1)







		OMA IMPS Requirements Document 


Efficient Synchronization of Presence Attributes for the Next Release of IMPS V1.x


Revision of Draft Version 28-Aug-03



		



		Open Mobile Alliance


OMA-IMPS-2003-0170-Efficient-Syncronization-of-Presence_Attributes-values



		



		This document is considered confidential and may not be disclosed in any manner to any non-member of the 
Open Mobile Alliance(, unless there has been prior explicit Board approval.






		This document is a work in process and is not an approved Open Mobile Alliance™ specification. This document is subject to revision or removal without notice. No part of this document may be used to claim conformance or interoperability with the Open Mobile Alliance specifications.


A list of errata and updates to this document is available from the Open Mobile Alliance™ Web site, http://www.openmobilealliance.org/, in the form of SIN documents, which are subject to revision or removal without notice.





© 2002, 2003, Open Mobile Alliance Ltd. All rights reserved.


Terms and conditions of use are available from the Open Mobile Alliance( Web site at http://www.openmobilealliance.org/copyright.html.


		You may use this document or any part of the document for internal or educational purposes only, provided you do not modify, edit or take out of context the information in this document in any manner.  You may not use this document in any other manner without the prior written permission of the Open Mobile Alliance™.  The Open Mobile Alliance authorises you to copy this document, provided that you retain all copyright and other proprietary notices contained in the original materials on any copies of the materials and that you comply strictly with these terms.  This copyright permission does not constitute an endorsement of the products or services offered by you.


The Open Mobile Alliance™ assumes no responsibility for errors or omissions in this document.  In no event shall the Open Mobile Alliance be liable for any special, indirect or consequential damages or any damages whatsoever arising out of or in connection with the use of this information.



		This document is not a Open Mobile Alliance™ specification, is not endorsed by the Open Mobile Alliance and is informative only.  This document is subject to revision or removal without notice. No part of this document may be used to claim conformance or interoperability with the Open Mobile Alliance specifications.


Open Mobile Alliance™ members have agreed to use reasonable endeavors to disclose in a timely manner to the Open Mobile Alliance the existence of all intellectual property rights (IPR's) essential to the present document.  However, the members do not have an obligation to conduct IPR searches.  The information received by the members is publicly available to members and non-members of the Open Mobile Alliance and may be found on the “OMA IPR Declarations” list at http://www.openmobilealliance.org/ipr.html.  Essential IPR is available for license on the basis set out in the schedule to the Open Mobile Alliance Application Form.


No representations or warranties (whether express or implied) are made by the Open Mobile Alliance™ or any Open Mobile Alliance member or its affiliates regarding any of the IPR’s represented on this “OMA IPR Declarations” list, including, but not limited to the accuracy, completeness, validity or relevance of the information or whether or not such rights are essential or non-essential.





This document is available online in PDF format at http://www.openmobilealliance.org/.


Known problems associated with this document are published at http://www.openmobilealliance.org/.


Comments regarding this document can be submitted to the Open Mobile Alliance™ in the manner published at http://www.openmobilealliance.org/documents.html

		Document History



		 OMA-IMPS-2003-0170-Efficient-Synchronization-of-Presence_attributes-values

		Current





Contents


41.
Scope


2.
References
5

2.1
Normative References
5

2.2
Informative References
5

3.
Terminology and Conventions
6

3.1
Conventions
6

3.2
Definitions
6

3.3
Abbreviations
6

4.
Introduction
7

5.
Explanation of Presence Attributes synchronization in detail
8

6.
Influenced area in current WV Specification
9

Appendix A.
Change History (Informative)
10




1. Scope


This document details the requirements about the feature of the efficient synchronization of Presence Attributes for the next release of OMA IMPS V1.x.


2. References


2.1 Normative References


		None

		



		

		





2.2 Informative References


		[Arch]

		“WV-040, System Architecture Model Version 1.2”. Open Mobile Alliance(. OMA-IMPS-WV-Arch-V1_2. URL: http://www.openmobilealliance.org/



		[FeaFun]




		“WV-041 Features and Functions Version 1.2”. Open Mobile Alliance(. OMA-IMPS-WV-Features_Functions-V1_2. URL: http://www.openmobilealliance.org/



		[PA]




		“WV-049 Presence Attributes Version 1.2”. Open Mobile Alliance(. OMA-IMPS-WV-PA-V1_2. URL: http://www.openmobilealliance.org/



		[PA DTD]

		“WV-050 Presence Attribute DTD and Examples Version 1.2”. Open Mobile Alliance(.  OMA-IMPS-WV-PA_DTD-V1_2. URL: http://www.openmobilealliance.org/





3. Terminology and Conventions


3.1 Conventions


This is an informative document, and does not make a distinction between the mandatory and optional requirements. This document does not specify which requirements will be the subject of interoperability test suites. The word “shall” in this document means that the technical solution resulting from this document will meet the requirement as stated. 

3.2 Definitions


None.


3.3 Abbreviations


None.


4. Introduction


The server and the client need to synchronize the presence attribute values(ex, OnlineStatus,  Registration, ClientInfo, TimeZone, Address, etc) every time they change. In most cases, the presence attributes values are synchronized. Thus the quantity of the exchanged data is small and the method of exchanging the data is efficient because they exchange only the updated presence attributes values. 


When the client logs in, however, the server and client need to synchronize all the presence attribute values of their contactlists because neither the server nor the client knows what presence attributes values each side keeps now. It causes the client and the server to exchange many packets.


Especially when a client has very large contact lists, huge network traffic and considerable time are required to first synchronize all their presence attributes values when it logs in. 


If the server and the client can keep an identical key and its associated presence attributes value when the client logs in, the server can determine what presence attributes the client needs to be updated. 


This input contribution describes a new feature for the client to initiate the presence value synchronization. This feature will remove redundant network traffic and accelerate the login time. 


Drawback is that server and client need to keep an identical key and the associated presence attributes when they finally succeeded in communicating with the client.


5. Explanation of Presence Attributes synchronization in detail

1. Suppose that the client and the server have identical presence attribute values. Whenever the server and the client successfully exchange transactions, they keep the client id and the last successful transaction id pair: that pair will be used as a synchronization key later. When the session between the server and the client is no longer valid (ex: the client logs out with LogoutRequest or auto logout timer expired because of an unexpected network problem), the client and the server save the presence attribute values associated with the last successful transaction id. This pair of transaction id and client id, and its associated presence attributes values will be used when they try to retrieve and synchronize presence attributes values later in the next session when the same client device tries to login and update its presence attributes values.

2. After a while, the client device tries to log in the server again. They negotiate the available service tree. Then, the client and the server update their presence attribute values by the following procedure only when the SynchronizePresenceAttributes function is included in a negotiated service tree. Otherwise, they may try to update their presence attributes as they would update with other WV CSP presence functions, skipping the following procedure.


3. If the SynchronizePresenceAttributes function is included in the negotiated service tree, the client retrieves its contact lists, users, and associated presence attribute values which were saved in the client device. Then the client sends SynchronizepresenceAttributesRequest with a synchronization key, which is associated with the retrieved data. The key will inform the server what presence values are retrieved


4. When the server receives SynchronizePreseceAttributesRequest, the server verifies that it has the same synchronization key. If it finds an identical synchronization key, the server compares the presence attribute values associated with the key and the current presence attributes values of the client’s contactlists. It sends back only the presence attributes values that the client device needs to update in SynchronizePresenceAttributesResponse. If the server fails to find an identical synchronization key, it sends a Status response instead of SynchronizePresenceAttributesResponse. In this case, the client and the server may synchronize their presence attribute values as they would with other WV CSP presence functions.


6. Influenced area in current WV Specification

This chapter specifies the areas influenced by adopting SynchnizePreseceAttributesRequest and Response.


1. The Service Tree now has to include the SynchronizePresenceAttributes function. Thus PresenceFeat in WV_CSP_DTD should change.


2. New definitions of the SynchronizePresenceAttributesRequest and the SynchronizePresenceAttributesResponse should be added to WV_CSP_DTD.


3. It is up to the client and server’s policy when the presence attributes associated with a synchronization key is no longer necessary.
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