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1 Overview

Liaison statement from GCF CAG was presented in the OMA IOP WG meeting and OMA IOP BRO and MEC sub working group meetings. IOP BRO discussed about SCWS test results and reviewed SCWS test cases during three IOP BRO conference calls.
2 Proposal

The GCF LS "ILS_from_GCF_regarding_Application_Enabler_Certification" highlights 3 concerns:

1. Stability of the SCWS tests

SCWS 1.1 includes few evolutions compared to SCWS 1.0 and these evolutions don't have any impact on the client. SCWS 1.0 has been tested during 3 testfests, SCWS 1.1 has been tested during 1 bilateral testfest. The bilateral event has been organised because test participants were not able to attend the test event in China. During the bilateral test event, the OMA IOP process has been followed. 

4 smart card vendors, 2 admin server vendors and 2 handset vendors (with 3 handset implementations) attended the SCWS 1.1 Test Fest. The results and the coverage of the mandatory features were good enough so there was no need to organize an additional event. 

However the fact that the tests are good enough for the OMA specifications validation does not prove they are good for certification.

2. Testing information

The group agreed that it would be a good idea to point GCF to the SCWS enabler test reports. 

SCWS 1.0 test report
http://product.openmobilealliance.org/TF-22/ETR/OMA-EnablerTestReport-TestFest-22-Jan2008-SCWS-10-20080201.pdf
SCWS 1.1 test report

http://product.openmobilealliance.org/BTE-01/ETR/OMA-EnablerTestReport-BiLateral-Mar2009-SCWS-11-20090402.pdf
3. Suitability of the test cases for mobile phones

GCF certifies terminals and are therefore more interested in test cases that test client terminal devices.

IOP BRO group reviewed in detail the following test cases to see if they are relevant for GCF to use for certification. (captured above)

Test cases 003, 004, 100, 101 and 103 are relevant for device testing
Test case 106: The test is testing that 2 things can be done concurrently (browsing and receiving a call), which is stress testing the device. It seems like that this is more a field trial test case. Also group expressed that it may be difficult to test concurrently.

Test case 250: test case more relevant for browser testing and admin server testing. Not very relevant for the device testing.
305 – Complex test cases that is important to test and more like a field trial test, however it was agreed not to recommend this test case.
Test cases 503, 505, 506, 552, 554 are not well suited for terminal certification. These test cases could be replaced with 800 and 801, as these tests are specifically designed to test the support of the transport protocols between the device and the smart card during a remote administration session of the SCWS.
It should be noted that all these test cases were originally designed for IOP testing and running them as part of certification will require usage of a test tool. At this point there is no OMA conformance test specification or test tools available for SCWS testing. If GCF plans to introduce certification for SCWS, it is GCF responsibility to ensure that there are such tools available and the test cases in the tool have been properly validated before the work item is activated. 
4. Miscellaneous

IOP BRO recommends referencing the test case id instead of the section number header.
3 Requested Action(s)

None.

Next IOP WG meeting: 1-4 February 2010 in Sorrento, Italy
4 Conclusion

OMA IOP WG would like to thank GCF CAG for its cooperation.
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