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1 Reason for Change

Devices applications accessing SCWS resources are required to test the Access Control Policy feature. The change request adds a new section in the TFP describing the expected behavior for such applications.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC-SCT kindly asks the members of IOP-BRO to review this Change Request and to update the ETS document accordingly.
6 Detailed Change Proposal

Change 1:  New section 8 “Device applications”

8 Device applications

This chapter gives a description of the expected behaviour of the different device applications used by the different test cases:
· These applications try to access the SCWS resource ‘mobile_tv.gif’
· An error message is displayed if the access is rejected; otherwise the image ‘mobile_tv.gif’ is displayed.
Depending on the test case, the device application is signed with a certificate that is considered as trusted or untrusted.
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