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1. Scope

The scope of this document is to define the structure for the Implementation Conformance Statement (ICS) for OMA Push OTA Enabler Release across all of the technical specifications included.

Details of the Enabler Release package used to generate this document: 

	Push Architectural Overview 
	“Push Architectural Overview”. Open Mobile Alliance™. . WAP‑250‑PushArchOverview URL:http://www.openmobilealliance.org/ 

	Push OTA Protocol Specification 
	 "Push OTA Protocol", Open Mobile Alliance™. OMA-WAP-TS-PushOTA-V2_1 URL:http//www.openmobilealliance.org/

	Push Access Protocol Specification 
	"Push Access Protocol Specification". Open Mobile Alliance™. OMA-WAP-TS-PAP-V2_1 URL:http://www.openmobilealliance.org/ 

	Push Proxy Gateway Service Specification 
	“Push Message Specification”. Open Mobile Alliance™.. WAP‑251‑PushMessagea URL:http://www.openmobilealliance.org/ 


1.1. Product Information

	Company
	

	Product Name
	

	Date of submission
	

	Contact name
	

	Contact phone
	

	Contact mail
	


2. References

2.1. Normative References

	[ClientID]
	"Client ID Specification". Open Mobile Alliance(.
WAP-196-ClientID. URL: http://www.openmobilealliance.org/

	[IOPProc]
	“OMA Interoperability Policy and Process”. Open Mobile Alliance(. OMA-IOP-Process-v1_0. URL:http//www.openmobilealliance.org/ 

	[ProvCont]
	"Provisioning Content Type Specification". Open Mobile Alliance(.. WAP-183-ProvCont. URL: http://www.openmobilealliance.org/

	[PushMsg]
	"Push Message Specification". Open Mobile Alliance(. 
WAP-251-PushMessage. URL: http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. 
March 1997. URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	"Augmented BNF for Syntax Specifications: ABNF". D. Crocker, Ed., P. Overell. 
November 1997. URL:http://www.ietf.org/rfc/rfc2234.txt

	[RFC2616]
	"Hypertext Transfer Protocol – HTTP/1.1". R. Fielding et al. 
June 1999. URL:http://www.ietf.org/rfc/rfc2616.txt

	[RFC2617]
	"HTTP Authentication: Basic and Digest Access Authentication". J. Franks et al. 
June 1999. URL:http://www.ietf.org/rfc/rfc2617.txt

	[SHA]
	"Secure Hash Standard". NIST FIPS PUB 180-1. National Institute of Standards and Technology, U.S. Department of Commerce. Draft May 1994.

	[WAPTLS]
	"WAP TLS Profile and Tunnelling". Open Mobile Alliance(.
WAP-219-TLS. URL: http://www.openmobilealliance.org/

	[WDP]
	"Wireless Datagram Protocol". Open Mobile Alliance(.
WAP-259-WDP. URL: http://www.openmobilealliance.org/

	[WSP]
	"Wireless Session Protocol". Open Mobile Alliance(.
WAP-230-WSP. URL: http://www.openmobilealliance.org/

	[W-HTTP]
	"Wireless Profiled HTTP". Open Mobile Alliance(.
WAP-229-HTTP. URL: http://www.openmobilealliance.org/

	[W-TCP]
	"Wireless Profiled TCP". Open Mobile Alliance(.                                                                        

WAP-225-HTTP. URL: http://www.openmobilealliance.org/

	[WTLS]
	"Wireless Transport Layer Security Protocol". Open Mobile Alliance(.
WAP-261-WTLS. URL: http://www.openmobilealliance.org/


2.2. Informative References

	[IANA]
	"Internet Assigned Numbers Authority", URL: http://www.iana.org/

	[ProvArch]
	"WAP Provisioning Architecture Overview". Open Mobile Alliance(.
WAP-182-ProvArch. URL: http://www.openmobilealliance.org/

	[OMNA]
	"OMA Naming Authority". Open Mobile Alliance(.
URL: http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1. Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2. Definitions

Application Addressing - the ability to address a particular user agent on a WAP client.

Client - in the context of push, a client is a device (or service) that expects to receive push content from a server. In the

context of pull a client, it is a device initiates a request to a server for content or data. See also "device".

Contact Point - address information that describes how to reach a push proxy gateway, including transport protocol

address and port of the push proxy gateway.

Content - subject matter (data) stored or generated at an origin server. Content is typically displayed or interpreted by a

user agent on a client. Content can both be returned in response to a user request, or pushed directly to a client.

Device - is a network entity that is capable of sending and/or receiving packets of information and has a unique device

address. A device can act as either a client or a server within a given context or across multiple contexts. For example,

a device can service a number of clients (as a server) while being a client to another server.

End-user - see "user"

Push Framework - the entire WAP push system. The push framework encompasses the protocols, service interfaces,

and software entities that provide the means to push data to user agents in the WAP client.

Push Initiator - the entity that originates push content and submits it to the push framework for delivery to a user agent

on a client.

Push OTA Protocol - a protocol used for conveying content between a Push Proxy Gateway and a certain user agent

on a client.

Push Proxy Gateway - a proxy gateway that provides push proxy services.

Push Session - a WSP session that is capable of conducting push operations.

Registration - refers to a procedure where the PPG becomes aware of the terminal’s current capabilities and

preferences.

Registration Context - a state where the PPG is aware of at least the last capabilities and preferences conveyed from

the terminal.

Server - a device (or service) that passively waits for connection requests from one or more clients. A server may

accept or reject a connection request from a client. A server may initiate a connection to a client as part of a service

(push).

Terminal - see "client".

Terminal-ID - an identifier that is used by a PPG to uniquely identify a terminal.

User - a user is a person who interacts with a user agent to view, hear, or otherwise use a rendered content. Also

referred to as end-user.

User agent - a user agent (or content interpreter) is any software or device that interprets resources. This may include

textual browsers, voice browsers, search engines, etc.

3.3. Abbreviations

ABNF 
Augmented Backus-Naur Form

CPI 
Capability and Preference Information

CSD
Circuit Switched Data

DNS 
Domain Name Server

GPRS 
General Packet Radio Service

HTTP 
Hypertext Transfer Protocol

IANA 
Internet Assigned Numbers Authority

IP 

Internet Protocol

MSISDN 
Mobile Station International Subscriber Directory Numb er

OTA 
Over The Air

OTA-HTTP 
(Push) OTA over HTTP

OTA-HTTP-TLS
 OTA-HTTP over TLS

OTA-WSP 
(Push) OTA over WSP

PDP 
Packet Data Protocol

PI 
Push Initiator

PO-TCP 
PPG Originated TCP connection establishment method

PPG 
Push Proxy Gateway

QoS 
Quality of Service

RADIUS 
Remote Authentication Dial-In User Service

RFC 
Request For Comments

SHA-1 
Secure Hash Algorithm 1

SIA 
Session Initiation Application

SIR 
Session Initiation Request

SMS 
Short Message Service

TCP 
Transmission Control Protocol

TLS 
Transport Layer Security

TO-TCP 
Terminal Originated TCP connection establishment method

UDP 
User Datagram Protocol

URI 
Uniform Resource Identifier

URL 
Uniform Resource Locator

WAP 
Wireless Application Protocol

WINA 
WAP Interim Naming Authority

WDP 
Wireless Datagram Protocol

WSP 
Wireless Session Protocol

WTLS 
Wireless Transport Layer Security

4. Introduction

This document outlines the conformance requirement structure for  both Clients & Servers as defined by Open Mobile Alliance across all specifications included in the OMA Wap Push 2.1 Release. The structure defines the conformance requirements collected from the technical specifications included in the release into a summary table. In other words, the products can identify implementation of the high level requirements in terms of mandatory features and optional features of the technical specifications.
5. Implementation Compliance Statement

The notation in the table below is according to [OMAIOP].

Support column SHALL be marked “YES” for those features that are supported by the device.

5.1. Client Push 2.1 OTA

	Item
	Function
	Reference
	Status
	Requirement
	Support

	OTA-CL-C-001 
	Connectionless Push
	5, 6.2.1
	M
	WSP-CL-C-002 AND 

WSP-CL-C-003 AND 

WSP-CL-C-020 AND

WDP:MCF
	

	OTA-CL-C-002 
	Non-secure Port for connectionless push
	6.2.1 
	M
	WDP-RP-C-001
	

	OTA-CO-C-001
	Connection-oriented push
	5
	O


	OTA-CO-C-002 OR

OTA-CO-C-003
	

	OTA-CO-C-002


	Connection-Oriented Push using OTA-WSP


	6.2.2
	O
	(OTA-WSP-C-001 OR

OTA-WSP-C-002) AND

(OTA-WSP-C-003 OR

OTA-WSP-C-004) AND

OTA-WSP-C-005
	

	OTA-WSP-C-002
	Connection-oriented

Unconfirmed Push
	6.2.2
	O
	WSP-CO-C-001 AND

WSP-CO-C-010
	

	OTA-WSP-C-003 
	Use non-secure transport service
	6.2.2 
	O
	
	

	OTA-WSP-C-004 
	Use secure transport service with WTLS
	6.2.2 
	O
	WTLS:MCF AND 

WTLS: WTLS-C-007
	

	OTA-WSP-C-005 
	SIA/SIR
	8

8.2

8.4
	O
	
	

	OTA-WSP-C-006
	Application Addressing
	6.2.3
	M
	
	

	OTA-WSP-C-007
	Application Dispatching
	6.3.1
	M
	
	

	OTA-WSP-C-008
	Initiator Authentication
	6.2.4
	O
	
	

	OTA-WSP-C-009
	Bearer Selection
	6.2.6
	O
	
	

	OTA-WSP-C-010
	Bearer Control
	6.2.6
	O
	
	

	OTA-WSP-C-011
	Security Considerations
	8.3
	O
	
	

	OTA-CO-C-003


	Connection-Oriented Push using OTA-HTTP


	7
	O
	OTA-HTTP-C-001 AND

OTA-HTTP-C-002 AND

OTA-HTTP-C-005 AND

OTA-HTTP-C-006 AND

OTA-HTTP-C-007 AND

OTA-HTTP-C-009 AND

OTA-HTTP-C-010 AND

OTA-HTTP-C-011 AND

OTA-HTTP-C-012 AND

OTA-HTTP-C-013 AND

OTA-HTTP-C-015 AND

OTA-HTTP-C-016 AND

HTTP-C-S001
	

	OTA-HTTP-C-001
	TO-TCP
	7.2.4.1
	O
	TCP:MCF
	

	OTA-HTTP-C-002
	PO-TCP
	7.2.4.1
	O
	TCP:MSF
	

	OTA-HTTP-C-003 
	Secure (OTA-HTTP-TLS) TO-TCP
	7.2.4.1 
	O
	TLS:MCF
	

	OTA-HTTP-C-004
	Secure (OTA-HTTP-TLS) PO-TCP
	7.2.4.1 
	O
	TLS:MCF
	

	OTA-HTTP-C-005 
	Registration
	7.2.5

7.2.5.1
	O
	
	

	OTA-HTTP-C-006 
	Registration Validation
	7.2.5
	O
	
	

	OTA-HTTP-C-007
	Support Un-authenticated Terminal Identification
	7.2.6

7.2.6.1
	O
	
	

	OTA-HTTP-C-008 
	Support Un-authenticated PPG Identification
	7.2.6

7.2.6.1
	O
	
	

	OTA-HTTP-C-009 
	Support Authenticated Terminal Identification
	7.2.6

7.2.6.2
	O
	
	

	OTA-HTTP-C-010 
	Support Authenticated PPG Identification
	7.2.6

7.2.6.2
	O
	
	

	OTA-HTTP-C-011 


	Application Addressing
	7.3
	O
	
	

	OTA-HTTP-C-012 


	Content Push
	7.4
	O
	
	

	OTA-HTTP-C-013 


	Version Control
	7.5
	O
	
	

	OTA-HTTP-C-014 


	Security Considerations
	8.3
	O
	
	

	OTA-HTTP-C-015 


	Bearer Indication
	7.6
	O
	
	

	OTA-HTTP-C-016 

	SIA/SIR 


	8

8.1

8.4
	O
	
	

	OTA-HTTP-C-017 


	Support for the

X-Wap-Push-ProvURL header
	7.2.5.4
	O
	ProvCont-CB-C-001
	


5.2. Server Push 2.1 OTA

	Item
	Function
	Reference
	Status
	Requirement
	Supported

	OTA-CL-S-001
	Connectionless Push
	5, 6.2.1
	M
	WSP-CL-S-002 AND
WSP-CL-S-003 AND
WSP-CL-S-020 AND
WDP:MCF
	

	OTA-CO-S-001

	Connection-oriented push
	5
	O
	OTA-CO-S-002 OR
OTA-CO-S-003
	

	OTA-CO-S-002
	Connection-Oriented Push using OTA-WSP
	6.2.2
	O
	(OTA-WSP-S-001 OR 
OTA-WSP-S-002) AND (OTA-WSP-S-003 OR 
OTA-WSP-S-004) AND OTA-WSP-S-005
	

	OTA-WSP-S-001
	Connection-oriented Confirmed Push
	6.2.2
	O
	WSP-CO-S-001 AND
WSP-CO-S-011 


	

	OTA-WSP-S-002
	Connection-oriented Unconfirmed Push
	6.2.2
	O
	WSP-CO-S-001 AND
WSP-CO-S-010 
	

	OTA-WSP-S-003
	Use non-secure transport service
	6.2.2
	O
	WDP-RP-S-004
	

	OTA-WSP-S-004
	Use secure transport service with WTLS
	6.2.2
	O
	WDP-RP-S-006 AND WTLS:MCF
	

	OTA-WSP-S-005
	SIA/SIR
	8
8.2
8.4
	O
	
	

	OTA-WSP-S-006
	Application Addressing
	6.2.3
	M
	
	

	OTA-WSP-S-007
	Initiator Authentication
	6.2.4
	O
	
	

	OTA-WSP-S-008
	Bearer Selection
	6.2.6
	O
	
	

	OTA-WSP-S-009
	Bearer Control
	6.2.6
	O
	
	

	OTA-CO-S-003
	Connection-Oriented Push using OTA-HTTP
	7
	O
	OTA-HTTP-S-001 AND 
OTA-HTTP-S-007 AND
OTA-HTTP-S-008 AND
OTA-HTTP-S-009 AND
OTA-HTTP-S-010 AND
OTA-HTTP-S-011 AND
OTA-HTTP-S-012 AND
OTA-HTTP-S-014 AND
OTA-HTTP-S-015 AND
HTTP-S-C-001
	

	OTA-HTTP-S-001
	TO-TCP 
	7.2.4.1
	O
	TCP:MSF
	

	OTA-HTTP-S-002
	PO‑TCP
	7.2.4.1
	O
	TCP:MCF
	

	OTA-HTTP-S-003
	Secure (OTA‑HTTP‑TLS) TO‑TCP 
	7.2.4.1
	O
	TLS:MSF
	

	OTA-HTTP-S-004
	Secure (OTA‑HTTP‑TLS) PO‑TCP
	7.2.4.1
	O
	TLS:MSF
	

	OTA-HTTP-S-005
	Registration 
	7.2.5
7.2.5.1
	O
	
	

	OTA-HTTP-S-006
	Registration validation
	7.2.5
7.2.5.2
	O
	
	

	OTA-HTTP-S-007
	Support Un-authenticated Terminal Identification
	7.2.6.1
	O
	
	

	OTA-HTTP-S-008
	Support Authenticated Terminal Identification
	7.2.6.2
	O
	
	

	OTA-HTTP-S-009
	Support Authenticated PPG Identification
	7.2.6.2
	O
	
	

	OTA-HTTP-S-010
	Application Addressing
	7.3
	O
	
	

	OTA-HTTP-S-011
	Content Push 
	7.4
	O
	
	

	OTA-HTTP-S-012
	Version Control
	7.5
	O
	
	

	OTA-HTTP-S-013
	Security Considerations
	8.3
	O
	
	

	OTA-HTTP-S-014
	Bearer Indication
	7.6
	O
	
	

	OTA-HTTP-S-015
	SIA/SIR
	8
8.1
8.4
	O
	
	

	OTA-HTTP-S-016
	Support for the X‑Wap‑Push‑ProvURL header
	7.2.5.4
	O
	
	


5.3. Server Push 2.1 PAP

5.3.1. Server Validation
	Item
	Function
	Reference
	Status
	Requirement
	Supported

	PAP-VAL-S-001
	Validate XML in control entity in push submission
	5.1
	M
	
	

	PAP-VAL-S-002
	Validate content entity
	5.1
	O
	
	

	PAP-VAL-S-003
	Validate addresses
	5.1
	O
	
	


5.3.2. Server Operation
	Item
	Function
	Reference
	Status
	Requirement
	Supported

	PAP-OPS-S-001
	Push Submission
	5.1
	M
	
	

	PAP-OPS-S-002
	Result Notification
	5.2
	M
	
	

	PAP-OPS-S-003
	Push Cancellation
	8.4
	O
	
	

	PAP-OPS-S-004
	Status Query
	5.4
	O
	
	

	PAP-OPS-S-005
	Client Capabilities Query
	5.5
	O
	
	


5.3.3. Server Semantics

	Item
	Function
	Reference
	Status
	Requirement
	Supported

	PAP-SEM-S-001
	Support of multiple addresses in messages
	6.1
	O
	
	

	PAP-SEM-S-002
	Support of multiple addresses in responses
	6.1
	O
	
	

	PAP-SEM-S-003
	Deliver after timestamp
	8.2
	O
	
	

	PAP-SEM-S-004
	Deliver before timestamp
	8.2
	O
	
	

	PAP-SEM-S-005
	Fail requests when QOS cannot be honoured.
	8.2.2
	M
	
	

	PAP-SEM-S-006
	Delivery-method in QOS
	8.2.2
	M
	
	

	PAP-SEM-S-007
	Priority delivery
	8.2
	O
	
	

	PAP-SEM-S-008
	Report progress notes
	8.3
	O
	
	

	PAP-SEM-S-009
	Support capabilities entity in push message
	5.1
	O
	
	

	PAP-SEM-S-010
	Return status code 3002 in badmessage-response only when PAP version is not supported.
	8.12
	M
	
	

	PAP-SEM-S-011
	Detect the PAP version of a received message
	8.12
	M
	
	

	PAP-SEM-S-012
	Must send versions supported processing instruction if PPG knows PI supports version above 1.0.
	9.2
	M
	
	

	PAP-SEM-S-013
	Must accurately report versions supported in the processing instruction when the instruction is present. 
	9.2
	M
	
	

	PAP-SEM-S-014
	Must support sending version 1.0 badmessage-response with 3002 status code when version is not supported.
	9.3
	M
	
	

	PAP-SEM-S-015
	Must implement version consistency.
	9.5
	M
	
	

	PAP-SEM-S-016
	Support for push message replacement
	8.2
	O
	
	


]

5.4. Server Push 2.1 PPG
	Item
	Function
	Reference
	Status
	Requirement
	Supported

	PPG-CO-S-001
	Confirmed push is supported
	5.1.1
	O
	(OTA-CO-S-002 OR
OTA-CO-S-003) AND PPG‑GEN‑S‑013
	


5.4.1. Server Operations

	Item
	Function
	Reference
	Status
	Requirement
	Supported

	PPG-GEN-S-001
	Push Submission Rejection
	5.1.1
	M
	
	

	PPG-GEN-S-002
	Incomplete message handling reportable
	5.1.1
	M
	
	

	PPG-GEN-S-003
	Entity transformation under the scope of a No-Transform cache control directive
	5.1.2.1.1
	M
	
	

	PPG-GEN-S-004
	Revising headers of transformed entities
	5.1.2.1.1
	M
	
	

	PPG-GEN-S-005
	X-Wap-Application-Id header processing
	5.1.2.1.1
	M
	
	

	PPG-GEN-S-006
	Registered X-Wap-Application-Id value sent over-the-air in numeric encoded format
	5.1.2.1.1
	M
	
	

	PPG-GEN-S-007
	Reportable message states
	5.1.2.1.3
	M
	
	

	PPG-GEN-S-008
	Bearer Network Selection (QoS)
	5.1.2.2.2
	M
	
	

	PPG-GEN-S-009
	Reporting of failed Session or Registration Context Selection/Creation
	5.1.2.2.3
	M
	
	

	PPG-GEN-S-010
	Delivery Time Constraints
	5.1.2.2.4
	M
	
	

	PPG-GEN-S-011
	Delivery
	5.1.2.2.5
	M
	
	

	PPG-GEN-S-012
	Reportable status associated with unconfirmed push
	5.1.2.2.5.1
	M
	
	

	PPG-GEN-S-013
	Reportable statuses associated with confirmed push
	5.1.2.2.5.2
	O
	
	

	PPG-GEN-S-014
	Sending of resultnotification-message
	5.2
	M
	
	

	PPG-GEN-S-015
	PAP Status Query
	5.3
	O
	PAP-OPS-S-004
	

	PPG-GEN-S-016
	Delivery Cancellation
	5.4
	O
	
	

	PPG-GEN-S-017
	Handling message cancellation request
	5.4
	M
	
	

	PPG-GEN-S-018
	Support for WSP specific transformations
	5.1.2.1.1.1
	M
	
	

	PPG-GEN-S-019
	Support for HTTP specific transformations
	5.1.2.1.1.2
	O
	OTA-CO-S-003
	

	PPG-GEN-S-020
	Support for push message replacement
	5.1.1.1
	O
	
	

	PPG-GEN-S-021
	Support for binary header encoding
	5.1.2.1.1.1
	M
	
	

	PPG-GEN-S-022
	Support for content encoding using WBXML 
	5.1.2.1.1.1
	M
	
	

	PPG-GEN-S-023
	Support for content encoding using 'deflate'
	5.1.2.1.1.2
	O
	
	

	PPG-GEN-S-024
	Handling of push a push‑message with the delivery‑method attribute set to "confirmed-with-response" in the quality-of-service element
	5.1.1.2
	M
	
	

	PPG-GEN-S-025
	Selection of Push OTA Protocol
	5.1.2.2.1
	M
	
	

	PPG-GEN-S-026
	Inclusion of content returned from the client in a resultnotification‑message
	5.2.2
	M
	
	

	PPG-GEN-S-027
	Reportable statuses associated with oneshot delivery
	5.1.2.2.5.3
	O
	
	


5.4.2. Client Addressing
	Item
	Function
	Reference
	Status
	Requirement
	Supported

	PPG-ADD-S-001
	Client Addressing
	6
	M
	PPG-ADD-S-002 OR PPG-ADD-S-003
	

	PPG-ADD-S-002
	Support for user-defined identifiers
	6
	O
	
	

	PPG-ADD-S-003
	Support for device addresses
	6
	O
	
	

	PPG-ADD-S-004
	Support for client address format
	6.1
	M
	
	


Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	21 January 2006
	The initial version of this document.

	
	27 February 2006
	Updated after reorg of ETS to reflect the ICS
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