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1 Scope

This document describes in detail available test cases for MMS Enabler 1.3, http://www.openmobilealliance.org/.

The test cases are split in two categories, conformance and interoperability test cases.

The conformance test cases are aimed to verify the adherence to normative requirements described in the technical specifications.  

The interoperability test cases are aimed to verify that implementations of the specifications work satisfactory.

If either conformance or interoperability tests do not exist at the creation of the test specification this part should be marked not available.
2 References

2.1 Normative References

	 [RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
http://www.ietf.org/rfc/rfc2119.txt

	[MMSCONF]
	“MMS Conformance Document 1.3”, Open Mobile Alliance(. OMA-MMS-CONF-1_2-20030929-C.doc. http://www.openmobilealliance.org/

	[MMSCTR]
	“MMS Client Transaction 1.3”, Open Mobile Alliance(. OMA-MMS-CTR-v1_2-20030916-C.doc. http://www.openmobilealliance.org/

	[MMSENC]
	“MMS Encapsulation 1.3”, Open Mobile Alliance(. OMA-MMS-ENC-1_2-20030915-C.doc. http://www.openmobilealliance.org/

	
	


2.2 Informative References

	 [OMADICT]
	“Dictionary for OMA specifications”. Open Mobile Alliance(. OMA-Dictionary-v1_0. http://www.openmobilealliance.org/

	[MMSERELD]
	“Enabler Release Definition for MMS Version 1.3”, Open Mobile Alliance(. OMA-ERELD-MMS-v1_2-20030923-C.doc. http://www.openmobilealliance.org/

	[MMSARCH]
	“Multimedia Messaging Service Architecture Overview Version 1.3”, Open Mobile Alliance(. OMA-MMS-ARCH-v1_2-20030920-C.doc. http://www.openmobilealliance.org/

	[MMSETR]
	“MMS Enabler Test Requirements”, Open Mobile Alliance(. OMA-MMS-ETR-1_2-2003mmdd-D.doc. http://www.openmobilealliance.org/ 

	[MMSETP]
	“MMS Enabler Test Plan”, Open Mobile Alliance(. OMA-MMS-ETP-1_2-20031210-A-D.doc. http://www.openmobilealliance.org/ 


3 Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

The following numbering scheme is used: 

xxx-y.z-con-number where:
xxx
Name of enabler, e.g. MMS or Browsing
y.z
Version of enabler release, e.g. 1.3 or 1.3.1
con
Indicating this test is a conformance test case
number
Leap number for the test case

Or

xxx-y.z-int-number where:
xxx
Name of enabler, e.g. MMS or Browsing
y.z
Version of enabler release, e.g. 1.3 or 1.3.1
int
Indicating this test is a interoperability test case
number
Leap number for the test case
3.2 Definitions

Client A


The MMS client, which sends a multimedia message (Mobile Originating)

Client B


The MMS client, which receives a multimedia message (Mobile Terminating)

Client X

The MMS client representative of a unique implementation. In testing, can take a role of either client A or client B

Client Y

The MMS client representative of a unique implementation. In testing, can take a role of either client A or client B

Multimedia Messaging Service (MMS)

A system application by which a client is able to provide a messaging operation with a variety of media types.

MMS Client

The MMS service endpoint located on the client device.

MMS Proxy-Relay

A server, which provides access to various messaging systems. 

MMS Server


A server that provides storage and operational support for the MMS service.

MMS SMIL



A SMIL subset defined for MMS purposes.

Reasonably Presented 

“Something intelligible, which is not necessarily a close reflection of the author’s original intentions.” From the World Wide Web Consortium, W3C 

Reference Content

Specified text, audio and images used in test cases. Reference content shall be available with the Enabler Test Specification (ETS).

Textually Correct

The property of a text, being word for word and letter by letter, presented in the same manner as originally written. There are no specific demands on identical font, color or size of presented text.

Transaction

One or more PDU exchanges that collectively are considered logically separate from other PDU exchanges.

3.3 Abbreviations

	
	

	AMR
	Adaptive Multi Rate 

	Email
	Electronic mail

	GIF
	Graphics Interchange Format

	HTTP
	Hyper text Transfer Protocol

	EICS
	Enabler Implementation Conformance Statement

	JPG
	Joint Photographic (Experts') Group

	MIME 
	Multipurpose Internet Mail Extensions

	MM
	Multimedia Message

	MMS
	Multimedia Messaging Service

	MMSC
	MMS Proxy/Server

	MS
	Mobile Station

	MSISDN 
	Mobile Station ISDN Number

	NAS
	Network Access Point

	OMA
	Open Mobile Alliance

	OTA 
	Over The Air

	PDU
	Protocol Data Unit

	PIM
	Personal Information Management

	SMIL
	Synchronised Multimedia Integration Language

	SMS 
	Short Message Service

	US-ASCII
	American Standard Code for Information Interchange, 7-bit encoding form.

	UTF-8
	Unicode Transformation Format, 8-bit encoding form.

	UTF-16
	Unicode Transformation Format, 16-bit encoding form.

	WAP
	Wireless Application Protocol

	WBMP
	Wireless Bit Map

	13k
	13k speech codec

	H.263
	ITU video coding standard

	MPEG4
	Moving Picture Experts Group 4 standard

	QCIF
	Quarter Common Intermediate Format


4 Introduction


The purpose of this document is to provide test cases for MMS Enabler Release 1.3.

The intention of this test specification is to test conformance and interoperability between MMS implementations on MMS protocol and MMS content level and hence the test cases do not address the specific transport protocols (e.g. WAP 1.2.1 or HTTP).

4.1 Test Objects

Test objects can be the following:

· Client A, which originates messages

· Client B, which receives messages. Client B is a role, not a physical client. There may be several clients taking on the role of Client B in some test cases. Client B may also be an email client.

· MMSC Server, which is forwarding messages from Client A to Client B(s) and/or to Email recipient(s) and Email sender to Client B. During client-to-client testing, the MMSC is not a test object.

· Email recipient, which is a combination of an email server and an email program. These are used to receive messages. Email recipient is a role, not a physical client. There may be several clients taking on the role of email recipient in some test cases.

· Email sender, which is a combination of an email server and an email program. These are used to originate messages.

Each separate test case specifies the test objects for that test case.

4.2 Test case selection

The tests associated with mandatory and optional features are selected based on the appropriate EICS (Enabler Implementation Conformance Statement). If a feature is marked as supported, the corresponding test cases MUST be included. Selection of test cases is performed as follows:
Client-to-Client testing (between Client X and Client Y)

1. Select the test cases for Client X in a role of test object Client A (Originating messages)

2. Select the test cases for Client Y in a role of test object Client B (Terminating messages)

3. Compare the results of above selections and select the test cases applicable for both. Mark these test cases as applicable in the test report for this scenario.

4. Select the test cases for Client Y in a role of test object Client A (Originating messages)

5. Select the test cases for Client X in a role of test object Client B (Terminating messages)

6. Compare the results of above selections and select the test cases applicable for both. Mark these test cases as applicable in the test report for this scenario.

7. The total test scope between Client X and Client Y is defined as a sum of above steps 3 and 6.

Client-to-Server testing (between Client X and MMSC Z)

1. Select the test cases for Client X in a role of test object Client A (Originating messages)

2. Select the test cases for Client X in a role of test object Client B (Terminating messages)

3. Select the test cases for the test object MMSC Z

4. Compare the results of above three selections and select the test cases applicable for all three. Mark these test cases as applicable in the test report for this scenario.

4.3 Test Prerequisites

4.3.1 The following items are needed to test the MMS enabler:Prerequisites for client-to-client tests:

· MMS Relay Server (MMSC).
· Reference content

· A WAP 1.2.1 / WAP 2.0 Gateway, Push Proxy and SMSC (if applicable)
· Network connectivity for the types of clients being tested (e.g. GSM/GPRS or CDMA)

· Network Access Points (NAS) for data access 

· IP network interconnecting the NAS, the WAP GW and the MMSC.

· Correct MMS settings in the Clients & MMSC (preconditions of individual test cases may override these settings).
4.3.2 Prerequisites For client-to-server tests:

· Reference content

· A WAP 1.2.1 / WAP 2.0 Gateway, Push Proxy and SMSC (if applicable)
· Network connectivity for the types of clients being tested (e.g. GSM/GPRS or CDMA)

· Network Access Points (NAS) for data access

· Email server which supports all required character sets and content types and Email client environment

· Valid email accounts

· IP network interconnecting the NAS, the Email environment, the WAP GW and the MMSC.

· Correct MMS settings in the Clients & MMSC (preconditions of individual test cases may override these settings).
4.4 Test procedures

Tests are always performed pair-wise between test objects (i.e. a client of implementation X is tested against a client of implementation Y or clients of implementation X are tested against a MMSC of implementation Z).
4.4.1 Test case execution

Test cases marked as applicable are executed in the order of the test report. Testing of the test object is deemed completed when all applicable test cases in the test report have been executed and the result of each test case has been recorded.
4.4.2 Addressing

· MSISDN numbers are used to identify clients. The international format for these numbers is always used, i.e. +1 234 567890

· Email addressing [RFC 2822] is used to identify email recipients. The address is on the format: Id@domain.

4.4.3 Reference Content

Reference content is specified text, video, audio and images and other content used in test cases. Reference content shall be made available with the Enabler Test Specification. Many test cases have specified the content file to be used.

When a client supports loading of such content and subsequent use of it in MMS, this content SHALL be used. 

In case client does not support loading of content and subsequent use of it in MMS, alternative means of populating the test case MAY be used. If such content is used, it should retained and made available with the test report.

Content should be pre-loaded into clients and email recipients beforehand. Optionally, the reference content can be provided by an external media, e.g. CD or a server.
5 MMS CONFORMANCE TEST CASES

Conformance tests only have one object under test. Even though the test cases in the pre-conditions and the test procedures and the pass criterias mention other objects, these can be emulated/simulated in a test tool.

For example in the case where the test object is client A, the terminating client B may be represented by the use of a test tool 

5.1 General

5.1.1 Test Tool

The test cases in this section of the document assume the use of a Test Tool for verification of the Pass Criteria. Test cases are described in a way that there is always only one Test Object. This may act as “Client A” (when sending MMs) or “Client B” (when receiving MMs). The Test Object interacts in the Test Case with the Test Tool in different ways.

For the purposes of this document, the concept of a “Test Tool” may have different meanings.  The criteria for the stringency of the Test Tool may vary depending on where the results of tests will be used.

The following is a non-exhaustive list of possible “Test Tool set-ups”:

1. Single Test Tool, which emulates an MMSC and either Client A or Client B.

2. Multiple test tools, one emulating the MMSC and one emulating either Client A or ClientB

3. Real MMSC, including functions to analyse incoming messages. Emulated or real Client A and Client B.

4. Real MMSC, separate analysis tool to analyse incoming messages (e.g. EtherReal). Emulated or real Client A and Client B

When selecting the environment to be the “Test Tool” in a given situation, it is important to realise the different observation points in the different test cases and assess the “test Tool’s” ability to produce a stable verdict of the Test Case.

Note however, that the Points of Control and Observation (PCOs) should be unambiguously defined for the Conformance Tests.  The PCOs should not be left as implementation dependent.  For MMS Client Conformance Test Cases there should (and need) be only two PCOs defined covering all test cases:

        1.  At the control/display interface of the MMS Client Under Test 
        2.  At the MMS(M) interface of the MMSC, as defined in section 5 of the OMA MMS Architecture document (OMA-MMS-ARCH-v1_2).

Furthermore, since clause 4 of this document  states that: 
"The intention of this test specification is to test conformance and interoperability between MMS implementations on MMS protocol and MMS content level and hence the test cases do not address the specific transport protocols (e.g. WAP 1.2.1 or HTTP)."

5.1.2 Initial Conditions

In order to better facilitate repeatability of conformance test results each separate conformance test should start with the Test Object in a defined state.

The test case pre-amble for each of the client conformance test cases should establish the required initial state of the Test Object.  Unless specified otherwise in the individual test case description the initial condition for all client conformance test cases is:

1. MM inbox empty

2. SMS inbox empty

5.2 CLIENT CONFORMANCE TESTING SENDING

5.2.1 Content

5.3 CLIENT CONFORMANCE TESTING RECEIVING

5.3.1 Message Structure and Preconditions

5.3.1.1 Preconditions

The client under test is set to immediate retrieval mode unless this feature is not supported, in this case the deferred retrieval mode is utilized.

The MM sent from the Test Tool to Client B in the Test Cases in this section are predefined and stored in the Test Tool, all messages share a common structure, while particular variants are created for the different test cases. The following table shows the common structure. Under each test case, the differences from this structure are specified.

5.3.1.2 Generic MM

	MM Content:
	HTTP Headers:
	Content-Type: 

"application/vnd.wap.mms-message"

Accept: 

*/*

Cache-Control: 

"no-cache"

Accept-Charset: 

"*"

	
	MMS Headers:
	X-Mms-Message-Type: 
m-retrieve-conf

X-Mms-Transaction-ID :
<new ID>

X-Mms-Version:

1.3
Date 

<current date>

From

<any legal value>*

Content-Type
application/vnd.wap.multipart.related

	
	MMS Content: 
	Multipart structure with the following sections (order is significant):

· SMIL: default layout with 1 slide, portrait oriented, Image on top and text below. 50% image, 50% text, best fit.

· None


.Not all phones may support anonymous messages. A legal value is added to avoid testing the anonymous feature.

5.3.2 Content

5.3.2.1 Support of sending JPEG/JFIF
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client A

	Test Case Description
	The purpose is to verify that a message containing JPEG/JFIF is supported

	Specification Reference
	[MMSCONF] 7.1.1

	SCR Reference
	MMSCONF-MED-C-032

	Tool
	

	Test Code
	

	Preconditions
	-Client A
   Uses JPEG/JFIF
  

-Client B
    able to present JPEG/JFIF (NOTE is this mandatory?)

-MMSC



	Test Procedure
	1. In Client A, create a new MM.

2. In MM header: To-field is set to Client B.

3. In MM content: add JPEG/JFIF image (SET Content ref here!).
4. In Client A, send MM to Client B.

5. In Client B, receive and open the MM.

6. Verify the pass criteria below.

	Pass Criteria
	Client B has received the message successfully and the image appears correctly and is a JPEG/JFIF. (NOTE: testable?)


5.3.2.2 Support of sending JPEG/EXIF
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client A

	Test Case Description
	The purpose is to verify that a message containing JPEG/EXIF is supported

	Specification Reference
	[MMSCONF] 7.1.1

	SCR Reference
	MMSCONF-MED-C-033

	Tool
	

	Test Code
	

	Preconditions
	-Client A
   Uses JPEG/EXIF
  

-Client B
    able to present JPEG/EXIF (NOTE is this mandatory?)

-MMSC



	Test Procedure
	7. In Client A, create a new MM.

8. In MM header: To-field is set to Client B.

9. In MM content: add JPEG/EXIF image (SET Content ref here!).
10. In Client A, send MM to Client B.

11. In Client B, receive and open the MM.

12. Verify the pass criteria below.

	Pass Criteria
	Client B has received the message successfully and the image appears correctly and is a JPEG/EXIF (NOTE: testable?).


5.4 CLIENT CONFORMANCE TESTING CREATION

5.4.1 Postcard service

5.4.1.1 Postcard vCard attachment
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client A

	Test Case Description
	The purpose is to verify that in a postcard message the vCard contains the N, Version and ADR field.

	Specification Reference
	[MMSCONF] 17.1

	SCR Reference
	MMSCONF-PST-C-002

	Tool
	

	Test Code
	

	Preconditions
	-Client A
    Support of Postacard Service

-MMSC

	Test Procedure
	13. In Client A, create a new MM.

14. In MM header: To-field is set to Postcard service address

15. In MM content: add image (SET Content ref here!).
16. Add vCard

1. In test Tool, accept the MM

17. Verify the pass criteria below.

	Pass Criteria
	Client A has sent a message.and the test tool verify that the vCard attachment contains N, Version and ADR.


5.4.1.2 Postcard vCard attachment restriction
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client A

	Test Case Description
	The purpose is to verify that in a postcard message the vCard contains ONLY the N, Version and ADR field.

	Specification Reference
	[MMSCONF] 17.1

	SCR Reference
	MMSCONF-PST-C-002

	Tool
	

	Test Code
	

	Preconditions
	-Client A
    Support of Postacard Service

-MMSC

	Test Procedure
	18. In Client A, create a new MM.

19. In MM header: To-field is set to Postcard service address

20. In MM content: add image (SET Content ref here!).
21. Add vCard, add other field than N, Version and ADR

2. In test Tool, accept the MM

22. Verify the pass criteria below.

	Pass Criteria
	Client A has sent a message.and the test tool verify that the vCard attachment contains N, Version and ADR. (NOTE should the user be able to do the attachements and the client remove them, or should the user be disabled to insert them when creating?)


5.4.1.3 Postcard X-MMS-GREETINGTEXT
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client A

	Test Case Description
	The purpose is to verify that in a postcard message use the X-MMS-GREETINGTEXT correctly

	Specification Reference
	[MMSCONF] 17.2

	SCR Reference
	MMSCONF-PST-C-004

	Tool
	

	Test Code
	

	Preconditions
	-Client A
    Support of Postacard Service

-MMSC

	Test Procedure
	23. In Client A, create a new MM.

24. In MM header: To-field is set to Postcard service address

25. In MM content: add image (SET Content ref here!).
26. Add vCard

27. Edit a greeting text “Greetings from OMA”

3. In test Tool, accept the MM

28. Verify the pass criteria below.

	Pass Criteria
	Client A has sent a message.and the test tool verify that X-MMS-GREETINGTEXT is “Greetings from OMA!”


5.5 SERVER CONFORMANCE TESTING - TRANSMISSION

5.6 MMSC TRANSACTION

5.6.1.1 Transcoding from JPEG/EXIF to JPEG/JFIF
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	MMSC

	Test Case Description
	The purpose is to verify that a message containing JPEG/EXIF will be transcoded by the MMSC to JPEG/JFIF. If the receving Client is of lesser version than 1.3.

	Specification Reference
	[MMSCONF] 9.4.1

	SCR Reference
	MMSCONF-AMN-S-004

	Tool
	

	Test Code
	

	Preconditions
	-Client A
   Capability: to send MMs with JPEG/EXIF
  

-Client B
    is a MMS Client with version inferior to MMS 1.3 (not capable of JPEG/EXIF) 

-MMSC



	Test Procedure
	29. In Client A, create a new MM.

30. In MM header: To-field is set to Client B.

31. In MM content: add JPEG/EXIF image (SET Content ref here!).
32. In Client A, send MM to Client B.

33. In Client B, receive and open the MM.

34. Verify the pass criteria below.

	Pass Criteria
	Client B has received the message successfully and the image appears correctly and is a JPEG/JFIF.


5.7 CLIENT TRANSACTION

5.7.1.1 X-Mms-Content-Class field

	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client A

	Test Case Description
	The purpose is to verify that the X-Mms-Content-Class is sent from Client A and that the value is valid.

	Specification Reference
	[MMSENC] Table 1


	SCR Reference
	MMSE-SND-C-035 (from latest MMSENC)

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client A
   Capability:To send its Content Class 



	Test Procedure
	4. In Client A, create a new MM.

5. In MM header: To-field is set to a legal address

6. In MM content: In the message text part, enter the text “Hello World”.

7. Add a picture ??

8. In Client A, send MM to Test Tool.

9. In test Tool, accept the MM

10. Verify the pass criteria below.

	Pass Criteria
	Client A has sent a message.and the test tool verify a valid value on the X-Mms-Content-Class.


Delivery Report Content specific to this Test Case. CHANGE
	MM Content:
	MMS Headers:
	X-Mms-Message-Type
m-delivery-ind

X-Mms-MMS-Version
1.3
Message-ID

<same as in the M-send.conf PDU from the Test Tool>
To

<same as in the sent MM>
Date

<current date>

X-Mms-Status

Retrieved


5.7.1.2 X-Mms-DRM-Content
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client A

	Test Case Description
	The purpose is to verify that the X-Mms-DRM-Content fileld is set from Client A  when sending MM with DRM protected material (Note: it is only possible to send DRM separate delivery content)

	Specification Reference
	[MMSENC] Table 1

	SCR Reference
	MMSE-SND-C-036 (from latest MMSENC)

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client A
   Capability:To set X-Mms-DRM-Content.


	Test Procedure
	11. In Client A, create a new MM.

12. In MM header: To-field is set to a legal address

13. In MM content: In the message text part, enter the text “Hello World”.

14. Add a DRM protected content (separate delivery)

15. In Client A, send MM to Test Tool.

16. In test Tool, accept the MM

17. Verify the pass criteria below.

	Pass Criteria
	Client A has sent a message.and the test tool verified that a valid value (YES) on the X-Mms-DRM-Content (NOTE: should it be tested if the client have content protected contentent if the value is YES, or  if it is set to NO should it be tested that the MM does not have content protected content)


Delivery Report Content specific to this Test Case. CHANGE
	MM Content:
	MMS Headers:
	X-Mms-Message-Type
m-delivery-ind

X-Mms-MMS-Version
1.3
Message-ID

<same as in the M-send.conf PDU from the Test Tool>
To

<same as in the sent MM>
Date

<current date>

X-Mms-Status

Retrieved


5.7.1.3 X-Mms-Adaptation-Allowed
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client A

	Test Case Description
	The purpose is to verify that the X-Mms-Adaptation-Allowed fileld is set from Client A  

	Specification Reference
	[MMSENC] Table 1

	SCR Reference
	MMSE-SND-C-037 (from latest MMSENC)

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client A
   Capability:To set X-Mms-Adaptation-Allowed.


	Test Procedure
	18. In Client A, create a new MM.

19. In MM header: To-field is set to a legal address

20. In MM content: In the message text part, enter the text “Hello World”.

21. Add a image larger that 30k (UPDATE!!!)

22. In Client A, send MM to Test Tool.

23. In test Tool, accept the MM

24. Verify the pass criteria below.

	Pass Criteria
	Client A has sent a message.and the test tool verified that a valid value of YES/NO (NOTE : Default value is YES, should this be tested?, When doing IOT test, the operator/service provider may ignore this, thus testing is difficult in IOT)


Delivery Report Content specific to this Test Case. CHANGE
	MM Content:
	MMS Headers:
	X-Mms-Message-Type
m-delivery-ind

X-Mms-MMS-Version
1.3
Message-ID

<same as in the M-send.conf PDU from the Test Tool>
To

<same as in the sent MM>
Date

<current date>

X-Mms-Status

Retrieved


5.8 CLIENT B (RECIPIENT)

5.8.1.1 content with unknown SMIL elements/attributes
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client B

	Test Case Description
	The purpose is to verify that the terminal is able to receive a message containing unknown SMIL attributes and able to ignore them..

	Specification Reference
	[MMSCONF] Chapter 7.1.4

	SCR Reference
	MMSCONF-MED-C-022

	Tool
	MMS Conformance tool

	Test code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client B



	Test Procedure
	1. An MM , containing content with unknown SMIL elements/attributes is sent to Client B from the Test Tool (NOTE: this content has to be created…)

2. In Client B, receive and open the MM containing content with unknown SMIL elements/attributes

3. Verify the pass criteria below.

	Pass-Criteria
	Client B receives the content with unknown SMIL elements/attributes and the received message is reasonably presented. (NOTE Some elements/attributes could be supported in the client, should it be tested that it is not? This is like the creation conformance where it should not be possible to add non conformant content…)


5.8.1.2  OMA DRM Combined delivery method
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client B

	Test Case Description
	The purpose is to verify that the terminal is able to receive a message containing DRM protected content using OMA DRM Combined delivery method  and that the received objects are properly protected.

Verification is done by sending an MM with DRM content from a Test Tool to Client B. The Client B should be able to receive the MM and open the content, but should not be able to forward the MM nor the content.

	Specification Reference
	[MMSCONF] Chapter 7.1.5, 16

	SCR Reference
	MMSCONF-MED-C-030

	Tool
	MMS Conformance tool

	Test code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client B



	Test Procedure
	1. An MM , containing DRM/ OMA DRM Combined delivery method -protected content is sent to Client B from the Test Tool

2. In Client B, receive and open the MM containing protected content

3. In client B, try to forward the MM to client A

4. Verify the pass criteria below.

	Pass-Criteria
	Client B receives the protected content and the received message is reasonably presented

The received objects are properly protected and cannot be forwarded.( NOTE: this is wrong in the forward lock, the test does not check if it is impossible to forward the content!)


5.8.1.3 OMA DRM Separate delivery method
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client B

	Test Case Description
	The purpose is to verify that the terminal is able to receive a message containing DRM protected content using OMA DRM Separate delivery method  and that the received objects are properly protected.

Verification is done by sending an MM with DRM content from a Test Tool to Client B. The Client B should be able to receive the MM and open the content.

	Specification Reference
	[MMSCONF] Chapter 7.1.5, 16

	SCR Reference
	MMSCONF-MED-C-030

	Tool
	MMS Conformance tool

	Test code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client B



	Test Procedure
	5. An MM , containing DRM/ OMA DRM Separate delivery method -protected content is sent to Client B from the Test Tool

6. In Client B, receive and open the MM containing protected content

7. In client B, try to forward the MM to client A

8. Verify the pass criteria below.

	Pass-Criteria
	Client B receives the protected content and the received message is reasonably presented (NOTE: the client needs to receive the keys from somewhere!)

The received objects are properly protected.


5.8.1.4 Support of receiving JPEG/JFIF
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client B

	Test Case Description
	The purpose is to verify that a message containing JPEG/JFIF is supported

	Specification Reference
	[MMSCONF] 7.1.1

	SCR Reference
	MMSCONF-MED-C-032

	Tool
	

	Test Code
	

	Preconditions
	-Client A
   Uses JPEG/JFIF
  

-Client B
    able to present JPEG/JFIF (NOTE is this mandatory?)

-MMSC



	Test Procedure
	35. In Client A, create a new MM.

36. In MM header: To-field is set to Client B.

37. In MM content: add JPEG/JFIF image (SET Content ref here!).
38. In Client A, send MM to Client B.

39. In Client B, receive and open the MM.

40. Verify the pass criteria below.

	Pass Criteria
	Client B has received the message successfully and the image appears correctly and is a JPEG/JFIF. (NOTE: testable?)


5.8.1.5 Support of receiving JPEG/EXIF
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client B

	Test Case Description
	The purpose is to verify that a message containing JPEG/EXIF is supported

	Specification Reference
	[MMSCONF] 7.1.1

	SCR Reference
	MMSCONF-MED-C-032

	Tool
	

	Test Code
	

	Preconditions
	-Client A
   Uses JPEG/EXIF
  

-Client B
    able to present JPEG/EXIF (NOTE is this mandatory?)

-MMSC



	Test Procedure
	41. In Client A, create a new MM.

42. In MM header: To-field is set to Client B.

43. In MM content: add JPEG/EXIF image (SET Content ref here!).
44. In Client A, send MM to Client B.

45. In Client B, receive and open the MM.

46. Verify the pass criteria below.

	Pass Criteria
	Client B has received the message successfully and the image appears correctly and is a JPEG/EXIF (NOTE: testable?).


5.8.2 Hyperlinks

5.8.2.1 Hyperlink minimum length
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client B

	Test Case Description
	The purpose is to verify that the terminal is able to receive a message containing hyperlinks up to the minimum supported size (512 octets).

	Specification Reference
	[MMSCONF] Chapter 8.2

	SCR Reference
	MMSCONF-MED-C-031

	Tool
	MMS Conformance tool

	Test code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client B

Supports Hyperlinks

	Test Procedure
	1. An MM , containing a hyperlink with size 512 octets(NOTE: specify URL here?) is sent to Client B from the Test Tool

2. In Client B, receive and open the MM containing the hyperlink.

3. Verify the pass criteria below.

	Pass-Criteria
	Client B receives the message with the hyperlink and the hyperlink is correct


5.9 CLIENT A-MMSC-EMAIL CLIENT B, EMAIL CLIENT A-MMSC-CLIENT B

When MM sent to email recipient the SMIL may be removed.

5.10 SERVER CONFORMANCE TESTING - ADAPTATION

6 MMS INTEROPERABILITY TEST CASES

6.1 CLIENT TO CLIENT

The tests in this section are performed in order to test interoperability between two clients of different brands. The following figure shows the set-up and principle for the tests

Client A ( Test Environment (inc. MMSC) ( Client B

· Messages are always sent from Client A

· Test environment will deliver a notification to Client B

· The Client B will retrieve the message

Tests are performed between two clients. In testing, one client acts first as a Client A and another client as a Client B. When all applicable test cases have been performed in this scenario, the roles will be interchange and the applicable test cases for this scenario will be executed.

The test environment in use (inc. MMSC) is considered be transparent to message content, i.e. content adaptation SHOULD not take place. 
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