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1. Scope

The scope of this document is to define the structure for the Implementation Conformance Statement (ICS) for OMA Multimedia Messaging 1.2 Enabler Release across all of the technical specifications included. This document contains the Server ICS.

Details of the Enabler Release package used to generate this document: OMA-MMS-V1_2, dated 2003-09-XX

1.1. Device information

	Manufacturer
	< Manufacturer of the device>

	Device Type
	<Type of device, client, server>

	Device Model
	< Model name of the device>

	Contact 
	< Contact information for the manufacturer>

	Date
	< Date when the proforma has been completed>


1.2. Feature support overview

	
	Client Mandatory
	Client Optional
	Server Mandatory
	Server Optional

	MMS Client Transactions
	
	
	
	

	MMS Encapsulation
	
	
	
	

	Multimedia Messaging 1.2 Conformance Document
	
	
	
	


2. References

2.1. Normative References

	[ERELD]
	“Enabler Release Definition for MMS Version 1.3” Open Mobile Alliance(.
OMA-ERELD-MMS-v1_3. URL:http://www.openmobilealliance.org/

	[MMSCONF]
	“MMS Conformance Document Version 1.3” Open Mobile Alliance™.
OMA-MMS-CONF-v1_3. URL:http://www.openmobilealliance.org/

	[MMSCTR]
	“Multimedia Messaging Service Client Transactions Version 1.3” Open Mobile Alliance™. OMA-MMS-CTR-v1_3. URL:http://www.openmobilealliance.org/

	[MMSENC]
	“Multimedia Messaging Service Encapsulation Protocol Version 1.3” Open Mobile Alliance™. OMA-MMS-ENC-v1_3. URL:http://www.openmobilealliance.org/

	[OMAIOP]
	“OMA Interoperability Policies and Process” Open Mobile Alliance™.
OMA-IOP-Process-V1_2. URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt


2.2. Informative References

	None
	


3. Terminology and Conventions

3.1. Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

4. Introduction

This document outlines the conformance requirement structure for server devices as defined by Open Mobile Alliance across all specifications included in the Multimedia Messaging 1.3 Enabler Release. The structure defines the conformance requirements collected from the technical specifications included in the release into a summary table. In other words, the products can identify implementation of the high level requirements in terms of mandatory features and optional features of the technical specifications.
5. Server Enabler Implementation Statement

The notation in the table below is according to [OMAIOP].

Support column shall be marked “YES” for those features that are supported by the device.

Table 1 - MMS Server Requirements [ERELD]
	Item
	Function
	Reference
	Status
	Requirement
	Support

	OMA-ERDEF-MMS-S-001
	MMS Proxy-Relay Server
	
	M
	MMSCTR:MSF AND MMSENC:MSF AND MMSCONF:MSF
	


Table 2 – MMS Client Transaction Server Requirements [MMSCTR]

	Item
	Function
	Reference
	Status
	Requirement
	Support

	MMSCTR-CNC-S-001
	Cancel Transaction between MMS Proxy-Relay and Receiving MMS Client
	6.7
	O
	MMSCTR-CNC-S-002 AND MMSCTR-CNC-S-003
	

	MMSCTR-CNC-S-002
	MMS Proxy-Relay Sending M-Cancel.req to Receiving MMS Client
	6.7.1
	O
	MMSE-S-104 AND MMSCTR-PSH-S-002
	

	MMSCTR-CNC-S-003
	Receiving MMS Client Sending M-Cancel.conf to MMS Proxy-Relay
	6.7.1
	O
	MMSE-S-104
	

	MMSCTR-DLT-S-001
	Delete Transaction between Originating MMS Client and MMS Proxy-Relay
	6.12
	O
	MMSCTR-DLT-S-002 AND MMSCTR-DLT-S-003
	

	MMSCTR-DLT-S-002
	Originating MMS Client Sending M-Mbox-Delete.req to MMS Proxy-Relay
	6.12.1
	O
	MMSE-MBX-S-001
	

	MMSCTR-DLT-S-003
	MMS Proxy-Relay Sending M-Mbox-Delete.conf to Originating MMS Client
	6.12.1
	O
	MMSE-MBX-S-001
	

	MMSCTR-DPR-S-001
	Delete Transaction between MMS Client and MMS Proxy-Relay
	6.8
	O
	MMSCTR-DPR-S-002 ANDMMSCTR-DPR-S-003
	

	MMSCTR-DPR-S-002
	MMS Client Sending M-Delete.req to MMS Proxy-Relay
	6.8.1
	O
	 
	

	MMSCTR-DPR-S-003
	MMS Proxy-Relay Sending M-Delete.conf to MMS Client
	6.8.1
	O
	 
	

	MMSCTR-DRP-S-001
	Delivery Report Transaction between MMS Proxy-Relay and Originating MMS Client
	6.5
	M
	MMSCTR-DRP-S-002
	

	MMSCTR-DRP-S-002
	MMS Proxy-Relay Sending M-Delivery.ind to Originating MMS Client
	6.5.1
	O
	MMSE-S-079 ANDMMSCTR-PSH-S-002
	

	MMSCTR-FTC-S-001
	Retrieval Transaction between Receiving MMS Client and MMS Proxy-Relay
	6.3
	M
	MMSCTR-FTC-S-002 AND MMSCTR-FTC-S-003 ANDMMSCTR-FTC-S-004
	

	MMSCTR-FTC-S-002
	Receiving MMS Client Sending Retrieve Request to MMS Proxy-Relay
	6.3.1
	O
	 
	

	MMSCTR-FTC-S-003
	MMS Proxy-Relay Sending M-retrieve.conf to Receiving MMS Client
	6.3.1
	O
	MMSE-S-078
	

	MMSCTR-FTC-S-004
	Receiving MMS Client Sending M-Acknowledge.ind to MMS Proxy-Relay
	6.3.1
	O
	MMSE-S-078
	

	MMSCTR-FWD-S-001
	Forward Transaction between Forwarding MMS Client and MMS Proxy-Relay
	6.4
	O
	MMSCTR-FWD-S-002 ANDMMSCTR-FWD-S-003
	

	MMSCTR-FWD-S-002
	Forwarding MMS Client Sending M-Forward.req to MMS Proxy-Relay
	6.4.1
	O
	MMSE-S-097
	

	MMSCTR-FWD-S-003
	MMS Proxy-Relay Sending M-Forward.conf to Forwarding MMS Client
	6.4.1
	O
	MMSE-S-097
	

	MMSCTR-FWD-S-004
	Storage of forwarded MM to MMBox with proper MMState
	6.4.1
	O
	MMSCTR-SLF-S-005
	

	MMSCTR-NTF-S-001
	Notification Transaction between MMS Proxy-Relay and Receiving MMS Client
	6.2
	M
	MMSCTR-NTF-S-002 AND MMSCTR-NTF-S-003
	

	MMSCTR-NTF-S-002
	MMS Proxy-Relay Sending M-Notification.ind to Receiving MMS Client
	6.2.1
	O
	MMSE-S-077 ANDMMSCTR-PSH-S-002
	

	MMSCTR-NTF-S-003
	Receiving MMS Client Sending M-NotifyResp.ind to MMS Proxy-Relay
	6.2.1
	O
	MMSE-S-077
	

	MMSCTR-PSH-S-002
	Format and Contents of Push Message
	8.1.2, 8.1.4, 8.1.5, 8.2.2, 8.2.4, 8.2.5
	O
	MSG-GEN-S-002 AND MSG-GEN-S-003 AND MSG-GEN-S-005
	

	MMSCTR-RRP-S-001
	Read Report PDU transaction
	6.6
	M
	MMSCTR-RRP-S-002 AND MMSCTR-RRP-S-003
	

	MMSCTR-RRP-S-002
	Ability to handle Read Report PDU
	6.6.2, 6.6.3.2
	O
	MMSE-S-091 AND      MMSE-S-092
	

	MMSCTR-RRP-S-003
	Ability to send M-Read-Orig.ind PDU from MMS Proxy-Relay to Originating MMS Client
	6.6.2, 6.6.3.2
	O
	MMSCTR-PSH-S-002
	

	MMSCTR-RRP-S-004
	Ability to transform an M-Read-Orig.ind PDU into a multimedia message.
	6.6.2, 6.6.3.2
	O
	 
	

	MMSCTR-SLF-S-004
	Capability Negotiation between Receiving MMS Client and MMS Proxy-Relay using the UAProf Component MMS Characteristics
	7,8
	O
	UAProf: MSF
	

	MMSCTR-SLF-S-005
	Support for storing and retrieving MM from MMBox
	6
	O
	 
	

	MMSCTR-SLF-S-006
	Suppression of Content Adaptation when MMS is used to transport application data
	7
	O
	MMSCTR-SLF-S-004
	

	MMSCTR-SND-S-001
	Send Transaction between Originating MMS Client and MMS Proxy-Relay
	6.1
	M
	MMSCTR-SND-S-002 AND MMSCTR-SND-S-003
	

	MMSCTR-SND-S-002
	Originating MMS Client Sending M-Send.req to MMS Proxy-Relay
	6.1.1
	O
	MMSE-S-076
	

	MMSCTR-SND-S-003
	MMS Proxy-Relay Sending M-Send.conf to Originating MMS Client
	6.1.1
	O
	MMSE-S-076
	

	MMSCTR-SND-S-004
	Storage of sent MM to MMBox with proper MMState
	6.1.1
	O
	MMSCTR-SLF-S-005
	

	MMSCTR-UPD-S-001
	Store Transaction between Originating MMS Client and MMS Proxy-Relay
	6.9
	O
	MMSCTR-UPD-S-002 AND MMSCTR-UPD-S-003
	

	MMSCTR-UPD-S-002
	Originating MMS Client Sending M-Mbox-Store.req to MMS Proxy-Relay
	6.9.1
	O
	MMSE-MBX-S-001
	

	MMSCTR-UPD-S-003
	MMS Proxy-Relay Sending M-Mbox-Store.conf to Originating MMS Client
	6.9.1
	O
	MMSE-MBX-S-001
	

	MMSCTR-UPL-S-001
	Upload Transaction between Originating MMS Client and MMS Proxy-Relay
	6.11
	O
	MMSCTR-UPL-S-002 AND MMSCTR-UPL-S-003
	

	MMSCTR-UPL-S-002
	Originating MMS Client Sending M-Mbox-Upload.req to MMS Proxy-Relay
	6.11.1
	O
	MMSE-MBX-S-001
	

	MMSCTR-UPL-S-003
	MMS Proxy-Relay Sending M-Mbox-Upload.conf to Originating MMS Client
	6.11.1
	O
	MMSE-MBX-S-001
	

	MMSCTR-VEW-S-001
	View Transaction between Originating MMS Client and MMS Proxy-Relay
	6.1
	O
	MMSCTR-VEW-S-002 AND MMSCTR-VEW-S-003
	

	MMSCTR-VEW-S-002
	Originating MMS Client Sending M-Mbox-View.req to MMS Proxy-Relay
	6.10.1
	O
	MMSE-MBX-S-001
	

	MMSCTR-VEW-S-003
	MMS Proxy-Relay Sending M-Mbox-View.conf to Originating MMS Client
	6.10.1
	O
	MMSE-MBX-S-001
	

	MMSCTR-WSP-S-006
	http URI Scheme
	8.3.1
	M
	 
	

	MMSCTR-WSP-S-007
	https URI Scheme
	8.3.2
	O
	MMSCTR-WSP-S-008
	

	MMSCTR-WSP-S-008
	https URI Scheme over HTTP
	8.3.2
	O
	TLS:MSF
	


Table 3 – MMS Encapsulation Protocol Server Requirements [MMSENC]

	Item
	Function
	Reference
	Status
	Requirement
	Support

	MMSE-CHS-S-001
	Unicode UTF-8 encoding
	7.2.9
	O
	 
	

	MMSE-CHS-S-002
	Other character encoding
	7.2.9
	O
	 
	

	MMSE-CHS-S-003
	Support for character-set encoding according to [RFC2047]
	7.2.9
	O
	 
	

	MMSE-MBX-S-001
	Support of network-based MMBox functionality
	6.1
	O
	MMSE-MBX-S-004 AND MMSE-MBX-S-005 AND MMSE-MBX-S-006 AND MMSE-MBX-S-007 AND MMSE-MBX-S-008 AND MMSE-MBX-S-009 AND MMSE-MBX-S-010 AND MMSE-MBX-S-011 AND MMSE-MBX-S-013
	

	MMSE-MBX-S-002
	Storing MM to MMBox with MM State of Sent
	6.1.1
	O
	 
	

	MMSE-MBX-S-003
	Storing MM Flags keyword together with MM
	6.1.1
	O
	 
	

	MMSE-MBX-S-004
	Supply Content-location-value for stored MM
	6.1.1
	O
	 
	

	MMSE-MBX-S-005
	Indicate that MM is stored in MMBox in notification
	6.2
	O
	 
	

	MMSE-MBX-S-006
	MM State on retrieval reflects state prior to retrieval
	6.3
	O
	 
	

	MMSE-MBX-S-007
	Storing MM to MMBox when requested
	6.8
	O
	MMSE-MBX-S-002 AND MMSE-MBX-S-003
	

	MMSE-MBX-S-008
	Support for generating a list of MM in response to a View MMBox request
	6.9
	O
	 
	

	MMSE-MBX-S-009
	Return totals information for MMBox if requested
	6.9
	O
	 
	

	MMSE-MBX-S-010
	Return quota information for MMBox if requested
	6.9
	O
	 
	

	MMSE-MBX-S-011
	Support uploading MM from MMS Client to MMBox
	6.1
	O
	MMSE-MBX-S-012 AND MMSE-MBX-S-014 AND MMSE-MBX-S-015
	

	MMSE-MBX-S-012
	Must not deliver MM that is uploaded to MMBox to any destinations
	6.1
	O
	 
	

	MMSE-MBX-S-013
	Support deleting MM from MMBox if requested
	6.11
	O
	 
	

	MMSE-MBX-S-014
	Support retrieval of uploaded MM only with Mbox_View transaction
	6.1
	O
	 
	

	MMSE-MBX-S-015
	Verify that Message-ID of uploaded MM remains unique in MMBox
	6.1
	O
	 
	

	MMSE-PDU-S-001
	Support for reply-charging header field.
	6.5
	O
	 
	

	MMSE-PDU-S-002
	Support for changing the value of X-Mms-Reply-Charging header field if Reply-Charging is requested by the forwarding MMS Client and accepted by the MMS Proxy-Relay 
	6.5
	M
	MMSE-PDU-S-009 & MMSE-PDU-S-001
	

	MMSE-PDU-S-003
	Rejection of M-Forward.req PDU if it contains an “X-Mms-Reply-Charging” header field and reply-charging is not supported.
	6.5
	M
	MMSE-PDU-S-009 & MMSE-PDU-S-001
	

	MMSE-PDU-S-004
	Rejection of M-Forward.req PDU if the value of the X-Mms-Reply-Charging field is ‘Accepted’ or ‘Accepted_text_only’
	6.5
	M
	MMSE-PDU-S-009 & MMSE-PDU-S-001
	

	MMSE-PDU-S-005
	If the date is not supplied by the recipient MMS Client in the M-Read-Rec.ind PDU, then the MMS Proxy-Relay SHALL use the current Date in the resulting PDU (i.e. MM4_Read_Reply_Report.REQ or M-Read-Orig.ind) being sent.
	6.7.2
	M
	 
	

	MMSE-PDU-S-006
	Rejection of M-Send.req PDU if it contains an “X-Mms-Reply-Charging” header field and reply-charging is not supported
	6.1
	M
	MMSE-PDU-S-001
	

	MMSE-PDU-S-007
	Rejection of M-Send.req PDU if the value of the X-Mms-Reply-Charging field is ‘Accepted’ or ‘Accepted_text_only’.
	6.1
	M
	MMSE-PDU-S-001
	

	MMSE-PDU-S-008
	Support for changing the value of X-Mms-Reply-Charging header field if Reply-Charging is requested by the originator MMS Client and accepted by the MMS Proxy-Relay
	6.1, 6.2, 6.3
	M
	MMSE-PDU-S-001
	

	MMSE-PDU-S-009
	Support for Forwarding Multimedia Message located at the MMS Proxy-Relay
	6.5
	O
	 
	

	MMSE-PDU-S-010
	Do not interpret unrecognised fields (i.e., MMS headers).
	6.14.2
	M
	 
	

	MMSE-PDU-S-011
	Pass on unrecognised fields (i.e., MMS headers).
	6.14.2
	M
	 
	

	MMSE-PDU-S-012
	Pass on recognised fields (i.e., MMS headers) with unrecognised values.
	6.14.2
	O
	 
	

	MMSE-PDU-S-013
	Support of cancel PDUs (sending of M-Cancel.req PDU to the MMS Client and reception of M-Cancel.conf PDU from the MMS Client)
	6.13
	O
	 
	

	MMSE-S-076
	Reception of multimedia message
	6.1
	M
	 
	

	MMSE-S-077
	Sending of MMS notification
	6.2
	M
	 
	

	MMSE-S-078
	Delivery of multimedia message
	6.3, 6.4
	M
	 
	

	MMSE-S-079
	Creation and delivery of delivery report upon user request
	6.6
	M
	 
	

	MMSE-S-080
	Delivery of Multimedia Message Read Report
	6.7.1
	M
	 
	

	MMSE-S-081
	Inserting current date to multimedia message being delivered
	6.1.1
	M
	 
	

	MMSE-S-082
	Inserting correct address when insert-address-token present
	6.1.1
	M
	 
	

	MMSE-S-083
	Support for removal of From field in notification & retrieved message when user requested hiding of source
	6.2, 6.3
	M
	 
	

	MMSE-S-084
	Support for adding X-Mms-Message-Class field to MMS notification when not sent by terminal
	Table 3
	M
	 
	

	MMSE-S-085
	Support for user-requested time-of-expiration for the message
	6.1.1
	O
	 
	

	MMSE-S-086
	Support for deferred delivery when user requested with X-Mms-Delivery-Time field
	6.1.1
	O
	 
	

	MMSE-S-087
	Support for expedited delivery requested by X-Mms-Priority field
	6.1.1
	O
	 
	

	MMSE-S-088
	Inserting the X-Mms-Retrieve-Status field in the M-Retrieve.conf PDU
	6.3
	O
	 
	

	MMSE-S-089
	Inserting the X-Mms-Retrieve-Text field in the M-Retrieve.conf PDU
	6.3
	O
	MMSE-S-088
	

	MMSE-S-090
	Include a message body in the M-Retrieve.conf PDU
	6.3
	M
	 
	

	MMSE-S-091
	Support of Read Report PDUs (reception of M-Read-Rec.ind from the recipient MMS Client and sending M-Read-Orig.ind to the originating MMS Client)
	6.7.2
	M
	 
	

	MMSE-S-092
	Inserting current Date to Read PDU (M-Read-Rec.ind) being sent obsolete
	6.6.2
	M
	 
	

	MMSE-S-093
	Rejection of M-Send.req PDU if it contains an “X-Mms-Reply-Charging” header field and reply-charging is not supported obsolete
	6.1
	M
	 
	

	MMSE-S-094
	Rejection of M-Send.req PDU if the value of the X-Mms-Reply-Charging field is ‘Accepted’ or ‘Accepted_text_only’. obsolete
	6.1
	M
	 
	

	MMSE-S-095
	Support for changing the value of X-Mms-Reply-Charging header field if Reply-Charging is requested by the originator MMS Client and accepted by the MMS Proxy-Relay obsolete
	6.1, 6.2, 6.3
	O
	 
	

	MMSE-S-096
	Recognising encoding of all MMS Header fields
	7
	M
	 
	

	MMSE-S-097
	Support for Forwarding Multimedia Message located at the MMS Proxy-Relay obsolete
	6.5
	O
	MMSE-S-101
	

	MMSE-S-098
	Support for inserting an address value specified in From header field to X-Mms-Previously-Sent-By header field
	6.5
	O
	 
	

	MMSE-S-099
	Support for inserting a Date header field value to X-Mms-Previously-Sent-Date header field
	6.5
	O
	 
	

	MMSE-S-100
	Including Message-ID header field in M-Retrieve.conf PDU when X-Mms-Read-Report value is Yes
	Table 5
	M
	 
	

	MMSE-S-101
	Not allowing forward of Reply-Charging MMobsolete
	6.5
	M O
	MMSE-S-102 OR MMSE-S-103
	

	MMSE-S-102
	Rejection of forward request without prior download of MM that includes Reply-Charging related header fieldsobsolete 
	6.5
	O
	 
	

	MMSE-S-103
	Deletion of Reply-Charging related header fields if MM is forwarded without prior downloadobsolete 
	6.5
	O
	 
	


Table 4 - Multimedia Messaging 1.2 Conformance Document Server Requirements [MMSCONF]

Note: The requirements in the “Status” column with a * in Table 4 SHALL NOT be valid for MMS Proxy-Relays that are compliant to the MMS suite of specifications defined by 3GPP2 (e.g., [XS0016200]).

	Item
	Function
	Reference
	Status
	Requirement
	Support

	MMSCONF-AMJ-S-001
	For any SP-MIDI attachment in the MM: Removal of SP-MIDI attachment
	9.3
	O
	
	

	MMSCONF-AMJ-S-002
	For any video attachment in the MM: Converting one or more video frame(s) to any mandatory image format with related presentation, removing video part
	9.3
	O
	
	

	MMSCONF-AMJ-S-003
	For any video attachment in the MM: Converting one or more video frame(s) to any mandatory image format,  removing video part, scaling QCIF resolution to 160*120 pixels
	9.3
	O
	
	

	MMSCONF-AMJ-S-004
	For the purpose of size reduction, converting GIF89a (animated) to object(s) of any mandatory image format(s) with related presentation and GIF89a part is removed.
	9.3
	O
	
	

	MMSCONF-AMN-S-001
	For any Image attachment in the MM: Reduction of image resolutions to 160*120 pixels
	9.3
	M
	
	

	MMSCONF-AMN-S-002
	If MM size exceeds 30 kB: Reduction of message size to 30 kB using resolution and quality reduction techniques for image and speech, if possible
	9.3
	M
	 
	

	MMSCONF-AMN-S-003
	If MM size exceeds 100 kB: Reduction of message size to 100 kB using resolution, frame-rate and other quality reduction techniques for image, speech and video objects, if possible
	9.3
	M
	 
	

	MMSCONF-AMN-S-004
	For receiving terminals not conforming to MMS 1.3, transcoding from JPEG/EXIF to JPEG/JFIF
	9.4.1
	O
	 
	

	MMSCONF-CAG-S-001
	Support of minor content adaptation
	9.5.2
	M
	MMSCONF-MIN-S-001 AND MMSCONF-MIN-S-002 AND MMSCONF-MIN-S-003 AND MMSCONF-MIN-S-004 AND MMSCONF-MIN-S-005
	

	MMSCONF-CAG-S-002
	Ability to perform major content adaptation
	9.5.2
	O
	MMSCONF-CAG-S003 AND MMSCONF-CAG-S-004 
	

	MMSCONF-CAG-S-003
	Function to enable or disable major content adaptation
	9.5.2
	O
	
	

	MMSCONF-CAG-S-004
	Support of major content adaptation when enabled
	9.5.2
	O
	MMSCONF-MAJ-S-001 AND MMSCONF-MAJ-S-002 AND MMSCONF-MAJ-S-003 AND MMSCONF-MAJ-S-004 AND MMSCONF-MAJ-S-005
	

	MMSCONF-CAG-S-005
	Availability of the original content of the MM to the end-user  when major content adaptation is or needs to be applied 
	9.5.2
	O
	
	

	MMSCONF-CAG-S-006
	Function to insert information in the MM that major content adaptation was performed or a media element was dropped during content adaptation if major content adaptation is applied 
	9.5.2
	M
	
	

	MMSCONF-CAG-S-007
	Function to update labels in the presentation if media type adaptation is applied
	9.5.2
	M
	
	

	MMSCONF-CAG-S-008
	Function to update file extensions and MIME types if media format/type adaptation is applied
	9.5.2
	M
	
	

	MMSCONF-DRM-S-001
	Not deliver any DRM Forward Lock or Compined Delivery protected MM elements to any client which does not support DRM
	16.3.1
	M
	
	

	MMSCONF-DRM-S-002
	Not route forward any DRM Forward Lock or Combined Delivery protected MM elements over the E, MMSR and the MM7 (3GPP) interface
	16.3.1
	M
	
	

	MMSCONF-DRM-S-003
	Not store any DRM Forward Lock or Compined Delivery protected MM elements into a user accessible persistent network storage
	16.3.1
	M
	
	

	MMSCONF-DRM-S-004
	Not forward any DRM Forward Lock or Compined Delivery protected MM elements prior to retrival
	16.3.1
	M
	
	

	MMSCONF-DRM-S-005
	Not alter or strip off any part of the ‘DRM Forward Lock or Combined delivery Message’ Header
	16.3.1
	M
	
	

	MMSCONF-DRM-S-006
	Accept DRM separate delivery protected Messages on all interfaces
	16.3.2
	M
	 
	

	MMSCONF-DRM-S-007
	Relay any DCF objects unaltered for clients which support separate delivery
	16.3.2
	M
	 
	

	MMSCONF-DRM-S-008
	Replace all DCF objects and send the modified MM to the user  or Not deliver the whole MM to clients which do not support separate delivery
	16.3.2
	M
	 
	

	MMSCONF-GEN-S-001
	Support of UAProf for MMS client capability negotiation
	9.5.2
	M
	UAProf: MSF
	

	MMSCONF-GEN-S-002
	Use of additional knowledge of terminal capabilities when making the content adapation decision.
	9.3
	M
	
	

	MMSCONF-GEN-S-003
	Support for WAP flow control
	10.1
	M
	
	

	MMSCONF-GEN-S-004
	Messages are encoded as specified
	10.2
	M
	 
	

	MMSCONF-GEN-S-005
	Support Core MM Content Domain and Content MM Content Domain.
	13
	M
	MMSCONF-GEN-S-006 AND MMSCONF-GEN-S-007 AND MMSCONF-GEN-S-008 AND MMSCONF-GEN-S-009
	

	MMSCONF-GEN-S-006
	Support to receive any MM belonging to the Core and Content MM Content Domain via the MMSM interface.
	13
	M
	 
	

	MMSCONF-GEN-S-007
	Support retrieval by MMS Client of any MM belonging to the Core MM and Content Content Domain via the MMSM  interface.
	13
	M
	
	

	MMSCONF-GEN-S-008
	Support to forward any MM belonging to the Core MM Content Domain  via MMSR  interface
	13
	M
	
	

	MMSCONF-GEN-S-009
	Support to receive any MM belonging to the Core MM Content Domain  via MMSR  interface
	13
	M
	
	

	MMSCONF-GEN-S-010
	Support MM7 interface
	13
	M
	MMSCONF-GEN-S-011 AND  MMSCONF-GEN-S-012
	

	MMSCONF-GEN-S-011
	Support to receive any MM belonging to the Core MM Content Domain and to the Content MM Content Domain via MM7  interface.
	13
	O
	
	

	MMSCONF-GEN-S-012
	Support to deliver any MM belonging to the Core MM Content Domain and to the Content MM Content Domain via MM7  interface.
	13
	O
	
	

	MMSCONF-MAJ-S-001
	Adapting Image Rich to Image Basic
	9.3
	O
	MMSCONF-AMJ-S-001 AND MMSCONF-AMJ-S-004
	

	MMSCONF-MAJ-S-002
	Adapting Video Basic to Image Basic
	9.3
	O
	MMSCONF-AMJ-S-001 AND MMSCONF-AMJ-S-003 AND MMSCONF-AMJ-S-004
	

	MMSCONF-MAJ-S-003
	Adapting Video Rich to Image Basic
	9.3
	O
	MMSCONF-AMJ-S-001 AND MMSCONF-AMJ-S-003 AND MMSCONF-AMJ-S-004
	

	MMSCONF-MAJ-S-004
	Adapting Video Basic to Image Rich
	9.3
	O
	MMSCONF-AMJ-S-002
	

	MMSCONF-MAJ-S-005
	Adapting Video Rich to Image Rich
	9.3
	O
	MMSCONF-AMJ-S-002
	

	MMSCONF-MIN-S-001
	Adapting Image Rich to Image Basic
	9.3
	O
	MMSCONF-AMN-S-001 AND MMSCONF-AMN-S-002
	

	MMSCONF-MIN-S-002
	Adapting Video Basic to Image Basic
	9.3
	O
	MMSCONF-AMN-S-001 AND MMSCONF-AMN-S-002
	

	MMSCONF-MIN-S-003
	Adapting Video Rich to Image Basic
	9.3
	O
	MMSCONF-AMN-S-001 AND MMSCONF-AMN-S-002
	

	MMSCONF-MIN-S-004
	Adapting Video Rich to Image Rich
	9.3
	O
	MMSCONF-AMN-S-003
	

	MMSCONF-MIN-S-005
	Adapting Video Rich to Video Basic
	9.3
	O
	MMSCONF-AMN-S-003
	


Appendix A. Change History
(Informative)

	Type of  Change
	Date
	Section
	Description

	Class 0
	07.Jan-2005
	
	The initial version of this document.

	
	30.Jan-2005
	
	New draft

	
	20.Feb-2005
	
	New draft

	
	03-April-2005
	
	New Draft








	( 2002, Open Mobile Alliance, Ltd. All Rights Reserved. Terms and conditions of use are available from the Open Mobile Alliance( Web site (http://www.openmobilealliance.org/documents/copyright.htm.


	Open Mobile Alliance( Confidential
	( 2002, Open Mobile Alliance, Ltd. 
All rights reserved



