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1 Scope

This document is the (Interoperability/Conformance) Test Plan for Enabler Release Push to talk Over Cellular v1.0. The scope includes the Enabler Release specifications and the detailed needs to properly exercise all the mandatory features and all the relevant optional features of the enabler as identified in the EICS (Enabler Implementation Conformance Specification).

1.1 Assumptions

The network elements that are considered supportive of the PoC enabler are fully functional and compliant to the relevant specifications (E.g. WAP, HTTP).

1.2 Exclusions

None
2 References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[OMA-POC-ETR]
	“Enabler Test Requirements for Push to Talk over Cellular” URL: http://www.OpenMobile Alliance.org/

	[ETS]
	Tbd


2.2 Informative References

	[IOP]
	OMA-IOP-Process-V1_2_0-20040204-A
	“OMA Interoperability Policy and Process “

URL:http://www.OpenMobileAlliance.org/


3 Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	BER
	Is the measured raw bit error rate for voice on the radio link.

	Charging Data Record (CDR)
	Record generated by a network element for the purpose of billing a subscriber for the provided service.  It includes fields identifying the user, the session and the network elements as well as information on the network resources and services used to support a subscriber session.  In the traditional circuit domain, CDR has been used to denote "Call Detail Record", which is subsumed by "Charging Data Record" as a generic term applicable to both circuit and packet switched networks.

	Corporate PoC System
	A system compliant with the OMA PoC specifications which is running in an Enterprise/Corporate Environment.

	
	

	Full Duplex
	Media flow in both directions at the same time. Hence a user can speak and hear at the same time.

	Half Duplex
	Media flow in both directions between the network and the terminal, but only in one direction at a time.  Media cannot flow in both directions at the same time. Hence a user cannot speak and hear at the same time.

	PoC Administrator
	A person(s) or an entity that creates and maintains relevant aspects of PoC service for a specific PoC subscriber or group of subscribers.  The PoC service provider is the default PoC administrator.  PoC administrative rights may be assigned to a representative of a group of subscribers (e.g. IT department of a corporation, or a VAS provider) for the sole purpose of administering PoC service within that subscriber group 

	PoC Group
	A defined set of PoC participants amongst whom a PoC session may take place or who may participate in a pre-arranged group, ad hoc Group, or chat PoC group session.

	PoC Group Administrator


	A person(s) or entity who has the authority to define, delete or modify PoC group memberships (i.e. administrative rights for group membership management are exercised in an “off-line” fashion).  The PoC service provider has group administrative rights by default.  PoC Group administrative rights may be assigned by the service provider to a PoC subscriber or his representative (e.g. IT department in a corporation) as part of the service provisioning, or assigned by the PoC Host to a group session participant temporarily.  The PoC Group administrator may be a participant in all, some or none of the PoC group sessions.  PoC Group Administrator is a special case of PoC Administrator.  

	PoC Host 


	A PoC participant who has authority to initiate and administrate an active group session (i.e. group administrative rights in a PoC session are exercised in an “on-line” fashion).  The service provider has PoC Host administrative rights by default, subject to applicable privacy rules.

Note: Open PoC chat groups can be joined by any PoC subscribers and may not require any PoC hosts.

	PoC group member
	PoC subscriber who has been added to a PoC group through an administrative action.

	PoC Participant
	A PoC subscriber who is participating in a PoC session. 

	PoC Client
	An entity that realises capabilities to support the PoC Service Enabler from a client perspective.

	PoC session
	A session established by 1-1 communication, ad-hoc group or pre-arranged group session 
Note: PoC Session has technical implications related to connectivity resources in the mobile network, design of the PoC service entity and PoC client etc. This term is used throughout the Normative chapters in this document.  ‘PoC session’ corresponds to ‘PoC call’ which is used in an ordinary sense.    

	PoC call
	This is a term more suited for ordinary use which describes the PoC service experience from an end user perspective.  This term is only used in the Informative chapters in this document.

	PoC Service Enabler
	Allows Push-to-Talk application by a half-duplex form of communication whereby one participant communicates with other(s). The PoC Service Enabler utilise UMTS and CDMA packet switched networks.

	PoC Service Entity
	Realize capabilities to support the PoC Service Enabler.

	PoC subscriber
	A subscriber whose service subscription includes the PoC service.

	Service provider
	A Service Provider is either a network operator or an other entity that provides services to a subscriber (e.g. a MVNO).

	Subscriber
	A network operator subscriber who may be the candidate to be a PoC service participant.

	Talk-Burst
	The media recording, transport and playback that occurs from the point the PoC Client has got the permission to send a talk burst until the permission is released.

	Talk burst control
	A control mechanism that arbitrates requests, from the PoC clients, for the right to speak


3.3 Abbreviations

	OMA
	Open Mobile Alliance

	ETP
	Enabler Test Plan

	ETS
	Enabler Test Specification

	PoC/POC
	Push to Talk over Cellular

	PTT
	Push to Talk

	BER
	Bit Error Ratio

	UE
	User Equipment

	GM
	Group Management

	PAG
	Presents and Availability


4 Enabler Description 

Push To Talk over Cellular (PoC) service is a two-way form of communications that allows users to engage in immediate communication with one or more users. POC service is similar to a “walkie-talkie” application where a user presses a button to talk with an individual user or broadcast to a group of participants. The receiving participants hear the sender’s voice either without any action on their part, for example, without having to answer the call or may be notified and has to accept the call before he can hear the sender's voice. Other participants can respond to this message once this initial speech is complete. The communication is half-duplex, that is to say, at most one person can talk at a time and all other participants hear the speech. This contrasts with voice calls, which are full duplex, where more than one person can talk at a time.

The PoC service enabler has an inherent data orientation beyond simple voice. With its strong coupling to data capabilities, other key features similar to data messaging services are also supported, such as: Group lists creation & management, Group sessions emulating conferencing on demand and, possibly, other features enabled by user Presence & Availability information.

The PoC service enabler support: 1-to-1 communication, 1-to-many communication and personal alert.

· The 1-to-1-communication feature is the basic capability for setting up voice communication between two users. The voice communication attempt may either be accepted automatically or manually answered by the invited subscriber.

· The 1-to-many communication feature enables a subscriber to set-up a voice communication with a multiple number of other subscribers, where the participant speaks one at a time.

· The personal alert feature enables a subscriber to alert another subscriber. The alert expresses the calling subscriber’s wish to communicate and to request the invited subscriber to “call back”. 

4.1 PoC Architecture overview
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Figure 1: PoC architecture (Source AD.doc)

4.1.1 Interfaces overview
	Reference Point
	Usage
	Protocol

	POC-1
	PoC Client to SIP/IP Core Session Signaling
	SIP

	POC-2
	SIP/IP Core to PoC Server Session Signaling
	SIP

	POC-3
	Media and Talk Burst Control
	RTP

RTCP

The media transport utilizes RTP protocol.  Talk Burst Control protocol utilizes RTCP APP message protocol.

The access network used by the PoC architecture includes both the radio access as well as the other nodes required to gain IP connectivity and IP mobility.  

	POC-4
	Media and Talk Burst Control between networks
	RTP

RTCP

The media transport utilizes RTP protocol.  Talk Burst Control protocol utilizes RTCP APP message protocol.

The access network used by the PoC architecture includes both the radio access as well as the other nodes required to gain IP connectivity and IP mobility.  

	GM-1
	GM Client to SIP/IP Core
	SIP

	GM-2
	GLMS to SIP/IP Core
	SIP

	GM-3
	Group Management to PoC Client
	XCAP

	GM-4
	GLMS to the Management and Administration 
	FFS

	GM-5
	GLMS to Presence Server
	FFS

	GM-7
	GLMS to PoC Server
	FFS

	PRS-1
	Presence Client to SIP/IP Core
	SIP

	PRS-2
	SIP/IP Core to Presence Server
	SIP

	IP-1
	Session Signaling between networks
	SIP

	C-5
	PoC Server to Charging Entity
	

	DM-1
	DM Client to DM Server 
	


Table 1: Reference points and associated protocols (Source AD.doc)
5 Test Environment

5.1 Network Diagrams

Test Fest Network:
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5.2 Resources

	Type
	Provided by
	Mandatory/Optional
	Minimum Number

	PoC Server
	Testparty
	M
	1

	PAG Server
	Testparty
	O
	1

	GM Server
	Testparty
	M
	1

	PoC Client 
	Testparty
	M
	5 (physical one device)

	PAG Client
	Testparty
	O
	

	GM Client
	Testparty
	M
	

	UMTS Wireless Network
	Host
	M
	1

	CDMA Wireless Network
	Host
	M
	1

	SIM Cards
	Host
	M
	5

	Public Internet Access Points
	Host
	M
	2

	Protocol Tracer
	tbd
	tbd
	tbd

	Connecting Points for Protocol Tracer
	Host
	tbd
	tbd

	Further resources tbd
	
	
	


5.3 Test Limitations

5.3.1 Physical

There are no physical testing limitations. Vendors may test onsite or remotely.
5.4 Call Flow Diagrams (Source CP.doc)
The contained diagrams covering the basic capabilities of PoC but much more flow diagrams, covering all the sub-functionalities, are contained in the PoC Architecture document. The flow charts describe the logical flow of information between the PoC architectural functional elements but do not necessarily fully conform to all the details of the protocols that will be used. 
5.4.1 Pre-established session

5.4.1.1 PoC Client initiates a session
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Figure 2: PoC Client A initiates a pre-established Session (Source CP.doc)

The steps of the flows are as follows: 

1.
INVITE request (from PoC client A to SIP/IP core)
2.
100 (Trying) response (from SIP/IP core to PoC client A)
3. 
INVITE request (from SIP/IP core to PoC server A)
4.
100 (Trying)  response (from PoC server A to SIP/IP Core A)

5.
200 (OK) response (from PoC server A to SIP/IP Core A) 

6.
200 (OK) response (from SIP/IP Core A to PoC client A) 

7.
ACK request (from PoC client A to SIP/IP Core A) 

8.
ACK request (from SIP/IP core A to PoC server A)

5.4.1.2 Originating flow: PoC Client A invites PoC Client B 
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Figure 3: PoC Client A invites another user to a pre-established PoC session (Source CP.doc)
The steps of the flows are as follows: 

1.
PoC client A creates a Pre-established PoC session

2.
REFER request (from PoC client A to SIP/IP Core) 

3. 
REFER request (from SIP/IP A core to PoC server A) 

4.
202 (Accepted) response (from PoC server A to SIP/IP core A) 

5.
202 (Accepted) response (from SIP/IP core A to PoC client A)

6.
INVITE request (from PoC server A towards PoC Client B)

7.
NOTIFY request (from PoC server A to SIP/IP core A) 

8.
NOTIFY request (from SIP/IP Core to PoC Client A)

9.
200 (OK) response (from PoC Client A to SIP/IP core A) 

10.
200 (OK) response (from SIP/IP core A to PoC server A)

11.
Referred user accepts the invitation to the PoC session.

12.
NOTIFY request (from PoC server A to SIP/IP core A) 

13.
NOTIFY request (from SIP/IP core A to PoC client A)

14.
200 (OK) response (from PoC client A to SIP/IP core A)

15.
200 (OK) response (from SIP/IP core A to PoC server A)

5.4.1.3 Terminating flow: PoC Client A invites PoC Client B 
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Figure 4: PoC Server X invites PoC Client B (Source CP.doc)
The steps of the flows are as follows: 

1. PoC client A creates a Pre-established PoC session

2. INVITE request (PoC server X to SIP/IP core X)

3. 100 (Trying) response (SIP/IP core X to PoC server X) 

4. INVITE request (SIP/IP core X to SIP/IP core B)

5. 100 (Trying) response (SIP/IP core B to SIP/IP core X) 

6. INVITE request (SIP/IP core B to PoC server B)

7. 100 (Trying) response (PoC server B to SIP/IP core B) 

8. 200 OK response (PoC server B to SIP/IP core B) 

9. 200 OK response (SIP/IP core B to SIP/IP core X) 

10. 200 OK response (SIP/IP core X to PoC server X) 

11. The invitation towards the PoC client B has been accepted 

12. ACK request (PoC server X to SIP/IP core X) 

13. ACK request (SIP/IP core X to SIP/IP core B) 

14. ACK request (SIP/IP core B to PoC server B) 

101. Floor status (PoC server X to PoC server B) 

102. Floor status (PoC server B to PoC client B) 

5.4.2 On-demand session
5.4.2.1 Originating flow: Ad-hoc and 1-1 PoC session (unconfirmed case)
Figure below shows the signaling sequence for the unconfirmed case. In this case PoC server (controlling), when unconfirmed response is received from the terminating side, sends 200 OK response to the PoC client.
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Figure 5: Ad-hoc PoC session establishment on the originating side using on-demand signaling, unconfirmed case (Source CP.doc)

The steps of the flows are as follows: 

1. The PoC Client A sends INVITE request.

2. The SIP/IP core returns 100 Trying response.

3. The SIP/IP core forwards INVITE request to the PoC Server A&X.

4. PoC server A&X returns 100 trying response.

5. PoC server A&X sends invitations to the invited PoC users as described in figure D.4.1.1

6. PoC server A&X receives first 183 response as described in figure D.4.1.1

7. PoC server A&X sends 200 OK. (Optionally PoC server A&X inserts TB granted indication into the 200 OK response.)

8. SIP/IP core forwards 200 OK response

9. PoC Client A sends ACK request

10. SIP/IP core forwards ACK request

A. PoC server A&X sends TB granted. This happens same time as step 7.

B. PoC client A sends media

5.4.2.2 Originating flow: Ad-hoc and 1-1 PoC session (confirmed case)
Figure below shows the signaling sequence for the case when the terminating side answers manually. 

[image: image8.wmf]PoC Client A

SIP/IP Core A

PoC Server A

(participating

& controlling)

PoC Client A Home Network

1. INVITE

3. INVITE

5. Invites invited PoC

users to the PoC

session

12.  ACK

13.  ACK

6. 180 Ringing

response from the

terminating PoC

network:

7. 180 Ringing

8. 180 Ringing

10. 200 OK (INVITE)

11. 200 OK (INVITE)

2. 100 Trying

4. 100 Trying

A. TB Granted

B. Media

9. 200 OK response

from the terminating

PoC network:


Figure 6: Ad-hoc PoC session establishment on the originating side using on-demand signaling, confirmed case (Source CP.doc)

The steps of the flows are as follows: 

1. The PoC Client A sends INVITE request.

2. The SIP/IP core returns 100 Trying response.

3. The SIP/IP core forwards INVITE request to the PoC Server A&X.

4. PoC server A&X returns 100 trying response.

5. PoC server A&X sends invitations to the invited PoC users as described in figure D.4.1.1.

6. PoC server A&X receives first 180 response as described in figure D.4.1.2.

7. PoC server A&X sends 180 response

8. SIP/IP core forwards 180 response

9. First 200 OK response is received from the terminating PoC network

10. PoC server A&X sends 200 OK. (Optionally PoC server A&X inserts TB Granted indication into the 200 OK response)

11. SIP/IP core forwards 200 OK response

12. PoC Client A sends ACK request

13. SIP/IP Core forwards ACK request

A. PoC server A&X sends TB granted. This happens same time is as step 10.

B. PoC client A sends media

5.4.2.3 Terminating Flow: Ad-hoc and 1-1 PoC session (unconfirmed case)
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Figure 7: PoC session invitation with automatic answer (Source CP.doc)

The steps of the flows are as follows: 

1. PoC server A&X is triggered to send INVITE request to PoC Client B

2. PoC server A&X sends INVITE request

3. SIP/IP core sends 100 Trying response

4. SIP/IP core forwards INVITE request

5. SIP/IP core sends 100 Trying response

6. SIP/IP core forwards INVITE request

7. PoC Server B sends 100 Trying response

8. PoC Server B sends INVITE request

9. SIP/IP core sends 100 Trying response

10. SIP/IP core forwards INVITE request

11-13. PoC server B sends 183 Session progress response via signaling path to PoC server A&X

14-16. If PoC server B requested 183 response to be sent reliably, PoC server A&X sends PRACK request to the PoC server B.

17-19. PoC server B sends 200 OK for PRACK to the PoC server A&X

20-24. PoC Client B sends 200 OK response for INVITE via signaling path to PoC server X

25-29. PoC server A&X sends ACK request

5.4.2.4 Terminating Flow: Ad-hoc and 1-1 PoC session (confirmed case)
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Figure 8: PoC session invitation with manual answer (Source CP.doc)

The steps of the flows are as follows: 

1. PoC server A&X is triggered to send INVITE request PoC Client B

2. PoC server A&X sends INVITE request

3. SIP/IP core sends 100 Trying response

4. SIP/IP core forwards INVITE request

5. SIP/IP core sends 100 Trying response

6. SIP/IP core forwards INVITE request

7. PoC Server B sends 100 Trying response

8. PoC Server B sends INVITE request

9. SIP/IP core sends 100 Trying response

10. SIP/IP core forwards INVITE request

11-15. PoC client B sends 180 Ringing response via signaling path to PoC server A&X

16-20. PoC Client B sends 200 OK response via signaling path to PoC server A&X

11-13. PoC server A&X sends ACK request

5.4.3 Instant personal alert

This section shows an example of how one PoC user can send an instant personal alert to another PoC User. The example includes authorization and access control.

5.4.3.1 Originating flow 
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Figure 9: PoC Client A sends a Instant personal alert to PoC Client B (Source CP.doc)
The steps of the flows are as follows:

1. The PoC Client A sends a SIP MESSAGE request to SIP/IP Core. The Request-URI includes the PoC address of the PoC User B at a PoC Client B. The Accept-Contact header includes the feature-tag for PoC Alert.

2. The SIP/IP Core A sends the SIP MESSAGE request to the PoC Server A based on the feature-tag in the Accept-Contact header.

3. The PoC Server A authorizes the PoC User A at the PoC Client A to send a PoC Alert and initiates the sending of the PoC Alert to the PoC Client B.

4.  The PoC Server A receives an acknowledgment from the PoC Client B Network that the PoC Client B has received the PoC Alert.

5-6 A SIP 200 OK response is sent to the PoC Client A via SIP/IP Core A.

5.4.3.2 Terminating flow 


[image: image12.wmf]PoC Server B

PoC Server A

PoC Client A Home Network

SIP/IP Core A

SIP/IP Core B

PoC Client B

PoC Client B Home Network

3. MESSAGE

4. MESSAGE

8.  200 OK

10.  200 OK

11.  200 OK

12. The reception of the

Instant personal alert has

been acknowledged by

PoC Client B

1. A Instant personal alert

has been received and shall

be sent to PoC User B

5. MESSAGE

2. MESSAGE

6. MESSAGE

7.  200 OK

9.  200 OK


Figure 10: PoC Client B receives an Instant personal alert from PoC Client A (Source CP.doc)

The steps of the flows are as follows:

1. The PoC Server A receives an authorized request from a PoC User A to send a PoC Alert to the PoC User B.

2. The PoC Server A sends a MESSAGE request to the SIP/IP Core A. The Request-URI includes the PoC Address of the PoC User B and an Accept-Contact header with the feature tag used for the PoC Alert.

3. The SIP/IP Core sends the MESSAGE request to the SIP/IP Core B based on the PoC Address of the PoC User B.

4. The SIP/IP Core B sends the MESSAGE request to the PoC Server B based on the feature-tag in the Accept Contact.

5. The PoC Server B performs access control and determines that the PoC User A at the PoC Client A is authorized to send a Instant personal alert to the PoC User B. The PoC Server B sends the MESSAGE request to the SIP/IP Core.

6. The SIP IP/Core B sends the MESSAGE to the PoC Client B based on information stored during registration.

7-11 The PoC Client B sends a 200 OK response in order to acknowledge that the PoC Alert was received. The 200 OK response is sent along the signalling path to the PoC Server A.

12. The PoC Server A sends the acknowledgment to the PoC Client A.
5.5 Test Restrictions

Not known at this time!
5.6 Test Tools

Currently not available!
5.7 Non Testable Requirements

None

6 Test Plan Roadmap
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Figure 11: Example Figure
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Table 2: Example Table
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