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1 Reason for Contribution

The purpose of this paper is to provide architecture considerations and preliminary high level requirements on the SUPL architecture.
2 Summary of Contribution

This contribution discusses the SUPL function and the minimum set of interfaces that should be supported by SUPL. The contribution proposes a set of high level architecture requirements.
3 Detailed Proposal

7.1 Acronyms

Since the OMA-LOC group has not settled on the terms used in the SUPL architecture (notably to designate the network elements involved in SUPL), this section lists the terms and acronyms used in this document.

SPS
SUPL Positioning Server (SPS)
A SPS designates a SUPL network entity which manages and facilitates the position or geographic location determination of the SET. 

SLM
SUPL Location Manager
A SLM designates a SUPL network entity which manages all other aspects not directly related to position determination (e.g. subscriber authorization, subscriber privacy,…)
WPDN
Wireless Packet Data Network
SUPL roaming
There is SUPL roaming when the SUPL subscriber is served by a SUPL network which is not the SUPL network where the SUPL subscriber has its subscription. In this case the serving SUPL network will be referred as SUPL visited network.

WPDN roaming 
This term designates the roaming between wireless packet data networks.

7.2 Identification of functions

This section identifies the main SUPL location services functions required to enable the SUPL service. 

7.2.1 SUPL External agent/application handling function (SAHF)

This function includes the following sub-functions:

· The SUPL Agent/LBS App Control Function (SACF): This function manages the external interface towards the SUPL Agent/LBS Applications. The SACF identifies the SUPL Agent by requesting verification and authorization (I.e. it verifies that the LCS Agent is allowed to obtain a position of the subscriber). The SACF determines if the final positioning estimate satisfies the QoS for the purpose of retry/reject. The SACF may order the SUPL Coordinate transformation (SCOOTF) to perform a transformation to local co-ordinates. SACF also generates charging and billing related data via the SUPL System Billing Function (SSBF).

· The SUPL Agent Authorization Function (SAAF): This function is responsible for providing access and subscription authorization to a SUPL Agent/LBS Application. Specifically,  SAAF provides authorization to a SUPL Agent or LBS application requesting access to the network and authorizes the subscription of a SUPL Agent or LBS application. SAAF also provides authorization to a SUPL Agent or LBS application requesting Location Information of a specific SET.

7.2.2 SUPL Subscriber management function (SSMF)

This function includes the following sub-functions:

· SUPL Subscriber Authorization Function (SSAF): The SSAF is responsible for authorizing the provision of SUPL services for a particular SUPL Subscriber. This function validates that SUPL services can be applied to a given subscriber. The SSAF also verifies that the SUPL subscriber has subscribed to the requested SUPL services. 
· SUPL Subscriber Privacy Function (SSPF): The SSPF is responsible for performing all privacy related controls associated with the SUPL subscriber and/or the SUPL user.

7.2.3 SUPL Positioning Function (SPF)

This function includes the following sub-functions:

· The SUPL Positioning Control Function (SPCF): This function manages the overall coordination and scheduling of resources to perform positioning measurements. This function interfaces with the SPSMF and SPCALF. The SPCF determines the positioning method to be used based on the QoS, the capabilities/availabilities of the SUPL network, and the SET's capabilities. It determines which SPSMFs to be involved or what to measure, and obtains processed signal measurements from SPSMF. Then it provides the signal measurement data from the SPSMF to the SPCALF.

· The SUPL Positioning Calculation Function (SPCALF): This function is responsible for calculating the position of the SET. This function applies an algorithmic computation on the collected signal measurements to compute the final location estimate and accuracy.

· The SUPL Positioning Signal Measurement Function (SPSMF): This function is responsible for gathering the downlink radio signal measurements for calculation of a SET's position. These measurements can be positioning related (e.g. GPS measurements) or ancillary (signal strength measurements).

· The SUPL Positioning Assistance Function (SPAF): This function provides support for the SPCF. More specifically the support can consist in providing various aiding data such as GPS assistance data, reference location, etc...

7.2.4 SUPL System handling function (SSHF)

This function includes the following sub-functions:

· SUPL Roaming management function (SRMF): This function determines how to handle positioning when the SUPL subscriber is roaming to another SUPL network (e.g. whether the SUPL service can be delivered by the home SUPL network or can be provided by the visited SUPL network). 

· SUPL System Billing function (SSBF): This function is responsible for charging and billing of the SUPL activity. This includes charging and billing of both the SUPL agent/LBS application and the SUPL subscribers. Specifically, SSBF collects charging related data and data for accounting between SUPL networks.

· SUPL Request coordination (SRCOF): This function is responsible for managing and coordinating multiple location requests associated with the same SUPL subscriber.

· SUPL Coordinate transformation (SCOOTF): the SCOOTF provides conversion of a location estimate expressed according to a universal latitude and longitude system into an estimate expressed according to a local geographic system. 

· SUPL Cell translation function (SCELTF): This function provides a translation of a cell information into geographical coordinates with an uncertainty associated with the size of the cell.

· SUPL Security function (SSECF): This function ensures that any location information is stored or exchanged in a secure fashion so that is not accessible to unauthorized access, i.e. so that unauthorized disclosure, usage, loss or corruption of location data is prevented.

7.2.5 Mapping to the SET and network functional entities

Assuming that the SUPL architecture includes a SET, SUPL Location Manager (SLM) and a SUPL Positioning server (SPS), the following table shows how the functions described in the previous sections are distributed among the SET, the SLM and SPS.

	Functions
	SET
	SLM
	SPS

	SUPL External Agent/Application Handling Function (SAHF)
	
	x
	

	SUPL Subscriber Management Function (SSMF)
	
	x
	

	SUPL Subscriber Authorization Function (SSAF)


	
	x
	

	SUPL Subscriber Privacy Function (SSPF)
	x
	x
	

	SUPL Positioning Function (SPF)
	
	
	

	SUPL Positioning Control Function (SPCF)
	
	x
	x

	SUPL Positioning Calculation Function (SPCALF)


	x
	
	x

	SUPL Positioning Assistance Function (SPAF)
	
	
	x

	SUPL Positioning Signal Measurement Function (SPSMF)


	x
	
	

	SUPL System Handling (SSHF)
	
	
	

	SUPL Roaming Management Function  (SRMF)
	
	x
	

	SUPL System Billing Function (SSBF)
	
	x
	

	SUPL Request Coordination (SRCOF)
	x
	x
	

	SUPL Coordinate Transformation (SCOOTF)
	x
	x
	

	SUPL Cell Translation Function (SCELTF)
	
	x
	x

	SUPL Security Function (SSECF)
	x
	x
	x


7.3 Protocol and interfaces

7.3.1 Reference architecture

The figure below shows the simplified reference architecture used in this paper for the discussion on the SUPL architecture.
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Figure 1
Other entities such as the PPG, SMSC, PPR, etc…have been intentionally left out of the reference architecture diagram, because they are not relevant to the topics discussed in the next sections. 

Note: Lup SL, Lup PD and Llp designate the interface and the protocol. Later at the architecture specification stages, different names can be assigned to the interfaces and the protocols.

On the Lup PD interface, the Lup PD messages may be proxied through the SLM. The use of the SLM as a proxy is further discussed in section 7.3.5.

7.3.2 Llp interface

This interface is between the SLM and SPS for position determination. As implementations may combine the SLM and SPS into a unique integrated system, the Llp interface shall be specified but remain optional.

7.3.3 Lup SL and Lup PD

The Lup SL designates the interface and protocol between the SET and the SLM.

The Lup PD designates the interface and protocol between the SET and SPS.

Because of the demarcation between the functions fulfilled by the SLM and the SPS (See table in section 7.2.5), the two interfaces Lup SL and Lup PD and their associated protocols should be kept separate in the architecture specification. 

Additionally the protocols should evolve independently: Indeed it there were only position determination considerations, only Lup PD messages between the UE and PS would be involved. If there were only access authorization, privacy handling issues, only the Lup SL messaging would be involved.

7.3.4 Parallel with the 3GGP and 3GPP2 control plane architectures

With the functional representation proposed above, a parallel with 3GPP/ 3GPP2 control plane architectures can be easily drawn:

	SUPL protocol
	3GPP GSM equivalent
	3GPP UMTS equivalent
	3GPP2 equivalent

	Lup SL
	MAP (in the network) + L3 SS (between the MSC and MS).
Service handling is split between the VLR, HLR and GMLC
	MAP (in the network) + L3 SS (between the MSC and MS)

Service handling is split between the VLR, HLR and GMLC
	ANSI-41 MAP

Service handling is split between the VLR, HLR and MPC

	Lup PD
	RRLP
	RRC (UE positioning measurement)
	IS-801

	Llp
	BSSMAP-LE
	PCAP
	MAP GPOSREQ on E5 interface


Similarly to the control plane approaches, the Lup SL and Lup PD should be considered and specified as two separate and independent protocols (each protocol will have its own evolution path and hence its own protocol version) in order to maintain a clean separation of the functions performed by the SLM and by the SPS.

7.3.5 Direct and proxy modes

The proxy mode designates the mode where all Lup PD messages between the SET and SPS go through the (home) SLM.

The direct mode designates the mode where all Lup PD messages are exchanged between the SET and SPS without going through the home SLM (note).

Note: the messages may go through the visited SLM in the SUPL roaming case, but this is transparent to the SET and Home SLM as shown later in the document. The proxy mode refers only to the Home SLM as being the proxy.
7.3.5.1 Message parsing and PD session context

With the proxy mode all the SET traffic is routed through the SLM. This implies that the SLM shall decode the message to identify the message type (in order to determine whether it is a Lup SL or Lup PD message). It also needs to identify the session which the Lup PD message is associated with in order to determine which SPS or SLM (in case of roaming) to route the message to. This implies that the SLM needs to maintain a context for each and every Lup PD session. Also, the SLM will need to determine when the PD session is ended in order to release the context appropriately.

The direct mode keeps a clear separation between the SLM and SPS, where the SL does not have to maintain a context and parse the Lup PD messages in order to determine whether they have reached destination and if not, where to route them. With the direct mode, the PD session context is maintained in the SPS only.

With the direct mode, the SET has to establish two separate connections, unless WAP is used. In the latter case the SET will use two URLs, using the same connection with the WAP GW.

7.3.5.2 Routing scenarios in case of SUPL roaming

This section illustrates the possible scenarios for routing the Lup PD traffic when the SUPL user is roaming into a visited SUPL network.

It is assumed that the SUPL roaming goes in pair with wireless packet data roaming. The cases where: 

· SUPL roaming occurs between SUPL networks within the same wireless packet data network 

· Or when the positioning is handled by the home SUPL network (SPS in the home network)

are not shown and are not addressed in this paper.

The figure bellows shows the traffic related to the Llp and Lr interfaces. 
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Figure 2
The figures in the remainder of this section do not show the Llp and Lr traffic (this is only for sake of clarity), and one will have to imagine it is actually the same as shown in figure 2.

Scenario 1: Lup PD traffic proxied through home and serving SLM
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Figure 3
In this scenario the Lup traffic is routed through the home packet network (home GGSN, through Mobile IP or LTP2 tunneling). The Lup PD traffic destined to the SPS in the visited network goes through the Home SLM.

Scenario 1bis: Lup PD traffic proxied through the home and serving SLM with a WAP gateway
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Figure 4
Same as in scenario 1 except that the Lup traffic goes through a WAP GW before reaching the Home SLM.

Scenario 2: Traffic routed through the home packet data network (GGSN, HA,…) – No SLM proxy
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Figure 5
In this case the Lup traffic is routed through the home packet data network. The Lup PD does not go through the SLM.

Routing the traffic through the home packet network is common practice in GSM/UMTS. In 3GPP2 packet data networks this can be achieved through Mobile IP (MIP) or L2PT tunneling.

Scenario 2bis: Traffic routed through home packet data network (GGSN, HA,…) - V-SLM proxy only
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Figure 6
Same as previous scenario except that the Lup PD traffic goes through the serving SLM of the visited SUPL networks. Note that from a SET and HSLM perspective, scenario 2 and scenario 2bis are the same.

Scenario 4: Direct access and direct model
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Figure 7
This scenario where the packet data is not tunneled through the home network is more common in CDMA packet data network than in GPRS/UMTS packet data networks.

In CDMA, the Lup is routed using Simple IP (SIP). 

In UMTS, the terminal would need to establish a PDP context with the GGSN in the visited network (in this case the 3GPP counterpart of the PDSN is the GGSN, as shown in the figure). It assumes that the GGSN is able to route both traffic Lup SL and Lup PD with the same Access Point Name (APN).

The Lup PD traffic never goes through the home network. The figure shows direct access to the SPS, without the V-SLM be a proxy. The messages could also go through the visited-SLM, but this would remain transparent to the SET.

Scenario 5: Direct access and proxy model

Figure 8
Like in previous scenario direct routing can be achieved through SIP in CDMA and through PDP context creation with the “visited GGSN” in UMTS. 

In this scenario the Lup PD traffic goes through the home SLM. The figure shows Home SLM direct access to the SPS. The messages could also go through the visited-SLM, but this would remain transparent to the SET and home SLM.

This scenario is shown for information, but does not make sense in practice: The direct access avoids routing all the traffic through home. So using a proxy model would obviously defy the benefit of direct routing.

7.3.5.3 Enabling the direct mode

By enabling both, the proxy and direct modes, SUPL enables from the start all possible routing configurations without restrictions, and also allows a SUPL provider to chose one mode or alternate dynamically between modes. 

In order to enable the two modes, SUPL should specify that the Home SLM always send an address information (IP address and port number or URL) for the UE-SPS communication to the SET. If the address is different from the address used to communicate with the Home SLM the UE, the UE will then establish a new “data communication path” using the address received from the Home SLM. Otherwise the UE uses the same communication path as for the communication with the Home SLM. 

In case of SUPL roaming, the address information is ultimately provided by the visited SLM. It may be the address information of the visited SLM or the visited SPS, but this does not matter as it remains transparent to the Home SLM and to the SET. If the Home SLM chooses the direct mode for this session, it shall then pass the visited SLM/SPS address information to the UE. 

7.4 High level architecture requirements

The following section provides a list of high level architecture requirements.

1. The SPS and SLM functions shall be clearly identified as per section 7.2.

2. The SPS and SLM shall be specified in SUPL as two distinct functional entities. In addition the interface between the SPS and SLM is optional. However it shall be fully specified in SUPL.

Note: actual implementations may combine SPS and SLM – however the implementation considerations should remain beyond the scope of the normative part of the SUPL specifications.

3. SUPL shall enable the proxy (all SET-SPS traffic is routed through the H-SLM) and direct modes. The decision for using the proxy or the direct mode is made by the Home SLM on a per session basis.
4 Intellectual Property Rights Considerations

Qualcomm legal experts are in the process of evaluating the IPR implications for SUPL.
5 Recommendation

Discuss this paper and agree on the high level architecture and protocol requirements provided in section 7.4.
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