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1 Reason for Change

Current SUPL AD tells that, 

· SUPL Agent is defined as a service access point which accesses the network resources to obtain location information

· SUPL reference architecture shows that SUPL Agents reside in SET and MLS Application and that 

· SUPL Agent in the MLS Application requests the target terminal’s location to the location server by using MLP SLRIR messages.

In the last meeting, OMA LOC WG discussed whether SUPL Agent within MLS Application is needed there or not. So, this contribution suggests that SUPL Agents are responsible for processing SUPL messages and they are within SET and SLP. In addition, original SUPL Agent in the network-initiated should be replaced by LCS Client in order to be compliant with OMA MLP.

An overall MLS signalling is shown below, e.g., SUPL User requests neighbour’s map based on his location.
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Above figure tells that SUPL messages are exchanged between SET and SLP. So we consider the definition of SUPL Agent as, Service access points requesting and/or responding SUPL messages to obtain location information. SUPL Agents reside within both SET and SLP. And it also indicates that MLP, a kind of application layer, is an application protocol defined between LCS Client and SLP.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The chapter 6.4 in SUPL AD is recommended by the figure in the below section 6.
6 Detailed Change Proposal
<<First Changed Clause>>
3. Terminology and Conventions

3.2. Definitions

	Collaborative Context Model
	An extension of the Context Model. It expands on the Context Model by describing the interactions (collaborations) between the entities of this architecture and external entities (e.g. entities in other architectures).

	Contextual Item
	A logical entity in an architecture

	Context Model
	A model that identifies all contextual items relevant to understanding architecture.

	Interface
	The common boundary between two associated systems. See [OMA-DICT]

	MLS application
	An application which requests and consumes the location information

	
	




	Reference Point
	See [OMA-DICT]  

	System
	A functional entity 

	SUPL Agent
	
Service access points requesting and/or responding SUPL messages to obtain location information. SUPL Agents reside within both SET and SLP.

	SUPL Security Function
	Security function manages the Authentication and Authorization for SUPL Agents and MLS Applications to access User Plane Location Services.

	SUPL Provider
	Location information is sensitive personal information and requires specific care with privacy and security. In the case of a Mobile Network Operator it is important that whatever policy the Network Operator decides, when applicable on the provision of SUPL functionality cannot be breached. Valid scenarios for MNO controlled SUPL would be:

1) The network operator is the single SUPL provider

2) The network operator and roaming partners are the only SUPL providers.

3) The network operator out-sources the SUPL functionality and there is a single 3rd party SUPL provider

4) The network operator has an open policy on the provision of SUPL functionality and there are multiple 3rd party SUPL providers

5) The SUPL Provider may be independent of a MNO



	SUPL network
	Access network which facilitates the Location determination functionality and provides the SUPL bearer

	SUPL interface
	Interface between SUPL Enabled Terminal and SUPL network

	SUPL Enabled Terminal (SET)
	A device that is capable of communicating with a SUPL network using the SUPL interface. Examples of this could be a UE in UMTS, a MS in GSM or IS-95, or a PC over an IP-based transport.

	SUPL User
	The user of a SET.

	SUPL Service Discovery
	SUPL Service Discovery is the function of allowing a SET to discover which SUPL Services and SUPL Networks are available for use.


<<End of First Changed Clause>>

<<Second Changed Clause>>
6. Architectural Model
(Informative)

6.2 SUPL Services

The SUPL Location Services can be categorized into Network initiated and SET initiated services.    

The following services must be considered:

· Immediate Location Service

· Commercial Services

· Emergency Services

· Deferred Location Service

· Periodic Location Services

6.1.1 Network Initiated SUPL Services

Network Initiated Services are services, which originate from within the SUPL network as opposed to the SET. For these services the SUPL requesting Agent resides in the Network.

6.1.2 SET Initiated SUPL Services

SET Initiated Services are services, which originate from the SET. For these services the SUPL requesting Agent reside within the SET. This model introduces considerations such as SUPL service discovery, SUPL Agent and SUPL User authentication, etc. 

6.2 SUPL Location Services Functional Group

This section identifies and describes the logical functional entities within the SUPL location services functional group. The purpose of this section is to ensure that all possible functions are identified which are required to enable a SUPL service.

6.2.1 SUPL Privacy Function (SPF)

The privacy function is the function of ensuring the privacy of a SUPL User is honored. The following must be considered: 

· Adhere to the target SUPL User privacy setting regardless of Network Initiated or SET Initiated services

· Adhere to notification and verification settings of the target SUPL User

· Adhere to emergency and lawful override regulations applicable to the target SUPL User 

SUPL may use existing privacy nodes such as PPR or LDC to implement the privacy function. Alternatively the SPF may be implemented in the SET.

6.2.2 SUPL Initiation Function (SIF)

The SUPL Initiation function provides a mechanism for a SUPL network to start a transaction with a SET. The initiation function is of special importance in enabling SUPL Network Initiated Services. 

When the SIF resides in the SUPL network it can start the SUPL transaction by using e.g. 

· WAP Push Access Protocol (PAP)

· SMS directly in an MNO environment 

· SIP Push mechanism

6.2.3 SUPL Security Function (SSF)

The SUPL Security function enables the SUPL network to authenticate and authorize the SUPL Agent. This is important in safely enabling both Network Initiated and SET Initiated SUPL Services.

There exist a number of authentication schemes, which may be used:

· SSL/TLS with client side certificates

· SSL/TLS using OMA MLP client username and password authentication

Refer to section 7 SUPL Security Function for detail on the recommended SUPL Security Function implementation.

6.2.4 SUPL Roaming Function (SRF)

SUPL roaming occurs when a SET leaves the service area of its H-SLP.  The service area of an SLP includes the area within which the SLP can provide a position estimate for a SET or relevant assistance data to a SET without contacting other SLPs.  It should be noted that an SLP service area is not necessarily associated with the service area(s) of the underlying wireless network(s.)  
6.2.5 SUPL Charging Function (SCF)

The SUPL Charging Function (SCF) is responsible for charging activities within the SLP. This includes charging of both MLS Application and SET users.

The main task for SCF is to collect appropriate charging related data and data for accounting between SUPL providers. Additionally SCF may authorise activities in SLP (e.g. assistance data and location delivery) based on assessment of available charging data.
6.2.6 SUPL Service Discovery Function (SSDF)

SUPL Service Discovery is the function of allowing a SET to discover which SUPL Services and SUPL Networks are available for use. 

Refer to section 8 for more detail.

6.2.7 SUPL Service Management Function (SSMF)

SUPL Service Management Function is the function of managing locations of SETs. The function stores, extracts, and modifies the location information of a target SET. During the execution of this function, the integration with charging, privacy, security, QoS functions SHALL be considered.

6.3 SUPL Positioning Functional Group

The same as current text

6.4 SUPL Reference Architectural

This section identifies the SUPL architecture model.
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Figure 2 - SUPL Architecture 

The detail functions and definitions of the components defined in this figure are explained in the next section.

In generic environments, the required SUPL components are the SET and the network component SLP containing the SLC and SPC systems. The SET communicates with the network over the Lup interface.

In MNO environments, several entities and their interfaces may also be needed as illustrated in the figure in this section. 

<<End of Second Changed Clause>>

<<Third Changed Clause>>

6.2 SUPL Collaboration Network Initiated

An SLP and SET SHALL support SUPL INIT, SUPL START, SUPL POS and SUPL END. An SLP and SET MAY support SUPL RESPONSE and SUPL POS INIT (referred here in as the SUPL Extended Flow), which constitute an optional message pair.   

6.4.1 Immediate

6.4.1.1 Non-Roaming Successful Case
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A. LCS Client issues an MLP SLIR message to the SLP, with which LCS Client is associated. The SLP shall authenticate the LCS Client and check if the LCS Client is authorized for the service it requests, based on the lcs-client-id received. Further, based on the received ms-id the SLP shall apply subscriber privacy against the lcs-client-id.

B. The SLP initiates the location session with the SET using the SUPL INIT message, which could be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, address of the SLP and the intended positioning methods. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the SLP shall also include Notification element in the SUPL INIT message.

C. The SET will evaluate the Notification rules and follow the appropriate actions. The SET respond with a SUPL START message to start a positioning session with the SLP. The SUPL START message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g. MS assisted A-GPS, MS based A-GPS) and associated positioning protocols (e.g. RRLP, RRC, IS-801). In addition the SET Capabilities SHALL include the SUPL Extended Flow element, which SHALL be; Reduced Flow, Extended Flow, or Both Flows. The SET may optionally provide NMR specific for the radio technology being used (e.g. for GSM: TA, RXLEV). The SET may optionally provide its position or network timing information, if these are available and supported by both SET and SLP.
Based on the SUPL START message including posmethod(s) supported by the SET, the SLP SHALL determine the posmethod.  If required for the posmethod, the SLP SHALL use the supported positioning protocol (e.g. RRLP, RRC, IS-801), and message Flow (Reduced, Extended, or Both) from the SUPL START message.If the SLP determines that the SET Capability indicates Extended Flow and the SLP supports the SUPL Extended Flow, the SLP SHALL send SUPL RESPONSE as specified in step D. 

If the SLP determines that the SET Capability indicates Extended Flow but the SLP does not support the SUPL Extended Flow, the SLP SHALL respond with SUPL END to the SET with an appropriate error indication.

If the SLP determines that the SET Capability indicates Reduced Flow in the SUPL START request, the SLP SHALL start a positioning procedure by sending an SUPL POS message containing the initial message for this positioning procedure as shown in step F.

If the SLP determines that the SET Capability indicates Both Flows in the SUPL START request, the SLP decides either sending SUPL RESPONSE as specified in step D or starting a positioning procedure as specified in step F.  

D. Optional Step: 

If the SLP decides to use the Extended Flow based on its own capability and SET capability, the SLP SHALL respond with the SUPL RESPONSE to the SET. 

E. Optional Step: If the SET receives the SUPL RESPONSE from SLP, the SET SHALL respond with a SUPL POS INIT message. The SET may include the first SUPL POS element in the SUPL POS INIT message. 

F. Optional Step: The SET or the SLP could exchange several successive positioning procedure messages.

The SLP calculates the position estimate based on the received positioning measurements (MS assisted) or the SET calculates the position estimate based on assistance obtained from the SLP (MS based).  

G. Once the position calculation is complete the SLP sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET will release all resources related to this session.

H. The SLP sends the position estimate back to the LCS Client by means of the MLP SLIA message.

6.4.1.2 Roaming Successful Case

SET Roaming where the Visiting-SLP is involved in the positioning calculation.
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A. LCS Client issues an MLP SLIR message to the R-SLP, with which LCS Client is associated. The R-SLP shall authenticate the LCS Client and check if the LCS Client is authorized for the service it requests, based on the lcs-client-id received.

B. By examining the received msid of the target SET, the R-SLP can identify the Home-SLP based on roaming agreement or use a DNS lookup mechanism similar to IETF RFC 2916, however the details of the mechanism is out of the scope of this specification. The R-SLP then forwards the location request to the Home-SLP of the target SET, using RLP interface. If the R-SLP determines that the LCS Client is not authorized for this request, Step J will be returned with the applicable MLP return code.
C. The SLP initiates the location session with the SET using the SUPL INIT message, which could be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, address of the SLP and the intended positioning methods. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the SLP shall also include Notification element in the SUPL INIT message.

D. The SET will evaluate the Notification rules and follow the appropriate actions. The SET respond with a SUPL START message to start a positioning session with the SLP. The SUPL START message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g. MS assisted A-GPS, MS based A-GPS) and associated positioning protocols (e.g. RRLP, RRC, IS-801). The SET may optionally provide NMR specific for the radio technology being used (e.g. for GSM: TA, RXLEV). The SET may optionally provide its position or network timing information, if these are available and supported by both SET and SLP.
Certain Positioning Technologies may require the SET to start the Positioning Procedure (e.g. IS-801). In these cases the SET may optionally include an SET Initiate Positioning Procedure element in the SUPL START request. This element will contain the initial message for a positioning procedure and will allow the SLP to start with the next relevant SUPL POS message for the positioning procedure.

E. The H-SLP will determine the V-SLP. The H-SLP will initiate a RLP SRLIR to the V-SLP inform it that the Target SET initiated SUPL positioning procedure. The H-SLP will provide the appropriate information elements received in the SUPL START request in the RLP request to the V-SLP. If the V-SLP or H_SLP has already computed a position for the SET, using information returned in the SUPL_START message, that meets the requested QoS, it proceeds directly to step H.
Based on the SUPL START message including posmethod(s) supported by the SET, the V-SLP SHALL determine the posmethod.  If required for the posmethod, the V-SLP SHALL use the supported positioning protocol (e.g. RRLP, RRC, IS-801), and message Flow (Reduced, Extended, or Both) from the SUPL START message.

F. The V-SLP will inspect the request for positioning from the H-SLP and Target SET and provide an acknowledgement back to the H-SLP that it is capable of supporting this request. 

If the SLP determines that the SET Initiate Positioning Procedure element was contained in the SUPL START request, the SLP will respond with the appropriate next message in the positioning procedure sequence by sending an SUPL POS message containing the relevant message.

G. Optional Step: The SET or the V-SLP could exchange several successive positioning procedure messages which the H-SLP will tunnel via the RLP protocol. 

The SLP calculates the position estimate based on the received positioning measurements (MS assisted) or has the position estimate already received from the SET (MS based).

H. Once the position calculation is complete the H-SLP sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET will release all resources related to this session.

I. The H-SLP sends the position estimate back to the R-SLP by means of the RLP SRLIA message.

J. The R-SLP sends the position estimate back to the LCS Client by means of the MLP SLIA message.

6.4.1.3 Roaming Successful case

SET Roaming where the Home-SLP is involved in the positioning calculation.
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A. LCS Client issues an MLP SLIR message to the Requesting-SLP, with which LCS Client is associated. The Requesting-SLP shall authenticate the LCS Client and check if the LCS Client is authorized for the service it requests, based on the lcs-client-id received. 

B. By examining the received msid of the target subscriber, the R-SLP can identify the Home-SLP based on roaming agreement. The R-SLP then forwards the location request to the Home-SLP of the target subscriber, using RLP protocol. Based on the received ms-id the Home-SLP shall apply subscriber privacy against the lcs-client-id.
If the R-SLP determines that the LCS Agent is not authorized for this request, Step J will be returned with the applicable MLP return code.
C. Upon receiving the location request, the H-SLP initiates the location session with the SET using the SUPL INIT message, which could be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, address of the H-SLP and the intended positioning methods. If the result of the privacy check in Step B indicates that notification or verification to the target subscriber is needed, the H-SLP shall also include Notification element in the SUPL INIT message.

D. The SET will evaluate the Notification rules and follow the appropriate actions. The SET responds with a SUPL START message to start a positioning session with the H-SLP. The SUPL START message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g. MS assisted A-GPS, MS based A-GPS) and associated positioning protocols (e.g. RRLP, RRC, IS-801). The SET may optionally provide NMR specific for the radio technology being used (e.g. for GSM: TA, RXLEV).
E. The H-SLP determines the roaming method for the location request based on the required positioning method. The H-SLP decides if the RLP protocol is used as bearer and the whole SUPL message flow is tunnelled to the Visited-SLP or if the RLP protocol is used pure to send single RLP requests to V-SLP. The RLP protocol is used as bearer if a message exchange between the V-SLP and SET is necessary and only the V-SLP has the needed information. A single RLP request to the V-SLP is send if the V-SLP provides a coarse position for further exchange of SUPL POS messages between SET and H-SLP or if the V-SLP can estimate the position directly from the input parameter of RLP request The RLP request contains at least the required positioning method and the location identifier (lid). The position method specifies the method to be used by the V-SLP. Optionally the H-SLP may forward NMR specific provided by the SET, if data are necessary on the V-SLP for the required positioning method.
F. The V- SLP responses the H-SLP with the RLP SRLIA message. The RLP SRLIA message contains at least the position result (e.g. coarse position for A-GPS positioning). 

G. Based on the SUPL START message including posmethod(s) supported by the SET, the H-SLP SHALL determine the posmethod.  If required for the posmethod, the H-SLP SHALL use the supported positioning protocol (e.g. RRLP, RRC, IS-801), and message Flow (Reduced, Extended, or Both) from the SUPL START message.

The SET or the H-SLP could exchange several successive positioning procedure messages.

The H-SLP calculates the position estimate based on the received positioning measurements (MS assisted) or has the position estimate already received from the SET (MS based).

H. Once the position calculation is complete the H-SLP sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET will release all resources related to this session.

I. The H-SLP forwards the location estimate to R-SLP if the position estimate is allowed by the privacy settings of the target subscriber.

J. The R-SLP sends the position estimate back to the LCS Client by means of the MLP SLIA message.
6.4.1.4 Exception Procedures

6.4.1.4.1 SET does not allow Positioning

When the SET receives a SUPL INIT message asking for notification or verification to the target subscriber, the SET starts the related procedure. The subscriber denies the request and the SET shall send the SUPL END message with a cause-id to the SLP indicating the error reason (e.g. positioning denied by subscriber).

Afterwards, the SLP and the SET release the resources related to this session at the Lup interface.

The SLP sends a positioning error back to the LCS Client by means of the MLP SLIA message.

6.8.1.4.2 SUPL Protocol Error

When during a SUPL session either the SLP or the SET receives a message, which cannot be processed by the receiving entity due to SUPL protocol error, the receiving entity shall send a SUPL END message to the sending entity including a cause-id indicating protocol error.

Possible protocol error cases can be

· mandatory and/or conditional parameter is missing

· wrong parameter value

· unexpected message

· invalid session-id

The SUPL END message includes the valid session-id actually being used in the session. When an invalid session-id has been received the invalid session-id shall be returned to the sending entity along with the cause-id. A received session-id shall be treated as invalid if no open session can be assigned to this session-id or in case of the SUPL INIT message, the session-id is not treated as SLP-generated by the SET.
Afterwards, the SLP and the SET release the resources related to this session at the Lup interface.

The SLP sends a positioning error back to the LCS Client by means of the MLP SLIA message if no position estimate can be evaluated out of the available data. Otherwise, the SLP sends the evaluated position estimate back to the LCS Client.

The described processing for protocol error does only apply to messages on the SUPL level. Exceptions, which occur during application of the specific positioning protocols (e.g. RRLP, RRC, IS-801) shall be handled by means of the exception procedure specific for this positioning protocol along with the related messages.

6.8.1.4.3 Positioning Protocols do not match

When the positioning protocols supported by the SLP (e.g. RRLP, RRC, IS-801) do not match with the positioning protocols supported by the SET (indicated in the SUPL START message received from the SET), the SLP shall send a SUPL END message with a cause-id to the SET indicating the error reason (e.g. positioning protocol not supported).

Afterwards, the SLP and the SET release the resources related to this session at the Lup interface.

The SLP may try to evaluate a position estimate out of the available data (e.g. cell-id and NMR received in the SUPL START message from the SET).

The SLP sends either a positioning error or the position estimate back to the LCS Client by means of the MLP SLIA message.
<<End of Third Changed Clause>>
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