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1 Reason for Change

In 5.1 overview of PCP, the figure for general architecture and descriptions does not describe the characteristics of PCP sufficiently. 

This document includes the following changes.

· PCP is defined as “Location Privacy Checking and Control Protocol”
· Figure for general architecture overview is changed

· More detail descriptions for each component is appended
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

LOC to investigate and agree this CR.

6 Detailed Change Proposal
<<first changed clause>>

5.1 Overview




The Location Privacy Checking and Control Protocol (PCP) is an application-level protocol for asserting and managing mobile subscribers’ privacy setting. PCP serves as the interface between a Location Service Server(LS Server)  and a Location Service Client(LS Client). Also, PCP may be served as the protocol between a LS Server and an internal or external Privacy Checking and Control Entity(PCE). Occasionally, privacy related services use an encryption or PKI  to ensure the secure privacy asserting and managing. Then, LS server or PCE may use the Security Service Entity(SSE) to decrypt or resolve the secure messages. 

[image: image1]
Figure 1. PCP in Location Service Architecture
5.1.1 LS Client
An LS Client is a logical functional entity that makes a request to LS server for location privacy checking or managing. The LS Client may reside in an entity within a subscribers’ UE, an mobile network, a service provider, an internet-connected computer, or other external LS server. When the LS Client resides in an entity external to the mobile network, the LS Client may use an encryption or PKI to secure the privacy related services.
5.1.2 LS Server
An LS Server is a logical functional entity that serves the LS Client. The LS Server consists of an number of location service components, and provide a platform which will enable the support of location-based services and location privacy related services. The LS Server may include or use the security service entity for secure messaging between LS Client and LS Server. 
The LS Server may reside within a mobile network or subscribers’ UE. One possible realisation of a LS Server is the GMLC, which is the location server defined in GSM and UMTS, and the MPC, which is defined in ANSI standards. Another possible realisation is UE internal LS Server. For the case of UE-based positioing and services, UE will includes internal LS Server. 
5.1.3 PCE
An PCE is a logical functional entity that supports subscribers’ privacy setting and LS Client’s privacy checking. The PCE may reside in an entity within a LS Server, subscribers’ UE, or independent privacy server. The PCE may use the security service entity for supporting a secure enhanced codeword. 
In case of that each of the subscribers’ UE and the mobile network have same subscribers’ privacy profile, LS Server shall support a synchronization between two PCEs.
<<End of changed clause>>
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