Doc# OMA-LOC-2005-0226R02-ResolutionMLS_CONRR_ID018_019[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution

Doc# OMA-LOC-2005-0226R02-ResolutionMLS_CONRR_ID018_019
Input Contribution



Input Contribution

	Title:
	Proposed resolution of MLS CONRR ID 018 & 019
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	LOC

	Submission Date:
	<09 May 2005>

	Source:
	Åke Busin, Ericsson

	Attachments:
	n/a
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

Comments 018 & 019 in MLS CONRR need a resolution. The comments are.

	018
	2005.03.22
	MLP

5.2.1
	bug fix
text is informative (no RFC2119 keywords). Refers to section 3.2 for statements re transport mechanisms yet section 3.2 is "Definitions". Moreover no SCRs can be seen for the mapping to HTTP from this section nor from 3.2. Suggest the normatively of the language, and resulting SCRs and cross-references are fixed in this section. If the intent is to reference section 5.6 and not 3.2 then fix it and fix section 5.6, and its subsections, as it is informative as written (no RFC2119 keywords, yet has SCRs for things related to the service indication over HTTP/1.1
	

	019
	2005.03.22
	MLP

5.2.3
	Clarification/bug-fix
Text says the message MAY have two parts - header and body parts.  This implies it may have more or less. It is not clear what the service would do with a body and no header or vice-versa or more parts, e.g. multiple body parts. Suggest this is clarified and made consistent with the SCRs for subsequent sections.
	


Additionally the lack of registered port numbers needs to be resolved.

2 Summary of Contribution

--

3 Detailed Proposal

It is proposed to resolve the comment by

· Correcting the referencing in section 5.2.1

· Introduce normative statements in section 5.6, 5.6.1 and 5.6.2

· Add SCRs on transport mechanisms.

· In SCRs correct the status column for Header in “service result DTD” to “O”.
· Clarification on the presence of header and body part in message.

As the corresponding parts in RLP are almost identical it is proposed to introduce similar changes to RLP 
As no port number not yet has been registered by IANA, port numbers are selected for RLP.
MLP

< First changed section >

5.2.1 Transport Protocol Layer Definitions

MLP can be implemented using various transport mechanism as stated in section 5.1.2. The following mappings are specified for MLP:

	Mapping
	Section

	HTTP
	5.6  HTTP Mapping


< Next changed section >

5.2.3  Service Layer Definitions

Each message MAY have a  header part and SHALL have a body part. The body part consists of the request/answer and is described in sections Error! Reference source not found.- Error! Reference source not found.. The context or header part consists of the information that identifies the client as defined in section Error! Reference source not found..

< Next changed section >

5. HTTP Mapping

This section describes how to use MLP over the HTTP transport mechanism using "HTTP/1.1". 

HTTP is a request/response protocol involving a server and a client. In the context of MLP, the client is referred to as the LCS Client and the server is the Location Server (GMLC/MPC). For more information about HTTP, refer to  [RFC2616] and http://www.w3.org.

The Location Server MAY provide two socket ports for operation, one for encryption with SSL/TLS and one without. The reason for having one insecure port is that encryption can consume resources, and if the client is in a secure domain there might not be a need for encryption. Applications residing in an insecure domain, i.e. on the Internet, may use the secure port to ensure the security and privacy of the location information.

For further information about SSL/TLS see [RFC2246].

Four port numbers have been selected and proposed as standard ports for location servers implementing MLP. These ports are registered with IANA (Internet Assigned Numbers Authority, see [IANA]). The four port numbers are: 

	lif-mlp
	9210/tcp
	 LIF Mobile Locn Protocol

	lif-mlp
	9210/udp
	LIF Mobile Locn Protocol

	lif-mlp-s
	9211/tcp
	LIF Mobile Locn Secure

	lif-mlp-s
	9211/udp
	LIF Mobile Locn Secure


A Location Server MAY choose to introduce any other socket based or HTTP transparent technology for secure transfers. Any such technology SHALL be provided over a different port than the four mentioned above.

5.6.1 Location Services using HTTP

An LCS Client SHALL request a Location Service by issuing an HTTP POST request towards the Location Server. For more information about HTTP POST, see [RFC2616]. The request line syntax is shown below.

Request-line:
 POST SP host SP HTTP/1.1 CRLF

The request MUST include the entity-header Content-length field as part of the request. The message body of the request SHALL include the XML formatted request and SHALL have the length specified by the LCS Client in the Content-length field.

If the request is a deferred request (triggered or periodic) the result SHALL be delivered to the LCS client through an HTTP POST operation issued by the Location Server. This implies that the LCS client MUST be able to receive HTTP POST requests and  give a valid response. 

All Location Services are invoked by sending a request using HTTP POST to a certain URI. An example of an URI is shown below.

http://host:port/LocationQueryService/
The response to the invocation of a Location Service SHALL be  returned using an HTTP response. 

If the LCS client requests standard location of asynchronous mode, triggered or periodic reporting of location, the Location Server SHALL return the report  by performing an HTTP POST operation towards the client. The client must specify the URI that the answer should be posted to. This is done in the service request or by having it in the LCS client profile that can be stored in the Location Server.

The report  SHALL be included in the message body and the Content-length entity SHALL  be set to the length of the answer.

When an LCS client attempts to invoke a service request that is not defined in this specification, the Location Server SHALL return a General Error Message (GEM) in a HTTP '404' error reponse:

Status-Line: HTTP/1.1 SP 404 SP Not Found CRLF

5.6.2  Request and Response Encapsulation

A request SHALL have a header part and a body part. A response MAY have a header part and SHALL have a body part.  To be able to make a location request with a single XML document the header and the body are encapsulated in the same service initiation DTD. The context header holds the authentication and authorization data pertinent to a particular location request. The body part is described in the sections Error! Reference source not found.- Error! Reference source not found..

< Next changed section >

B.1.2 Service Result DTD

	Item
	Function
	Reference
	Status
	Requirement

	MLP-B-C-001
	Service Result
	5.6.2.2
	M
	MLP-B-C-002 AND MLP-B-C-003 

	MLP-B-C-002
	Header
	5.6.2.2
	O
	

	MLP-B-C-003
	Standard Location Immediate Answer
	5.6.2.2
	M
	

	MLP-B-C-004
	Standard Location Immediate Report
	5.6.2.2
	O
	

	MLP-B-C-005
	Standard Location Report
	5.6.2.2
	O
	

	MLP-B-C-006
	Standard Location Report Answer
	5.6.2.2
	O
	

	MLP-B-C-007
	Emergency Location Immediate Answer
	5.6.2.2
	O
	

	MLP-B-C-008
	Emergency Location Immediate Report
	5.6.2.2
	O
	MLP-B-C-007

	MLP-B-C-009
	Emergency Location Report
	5.6.2.2
	O
	

	MLP-B-C-010
	Triggered Location Reporting Answer
	5.6.2.2
	O
	MLP-B-C-011

	MLP-B-C-011
	Triggered Location Report
	5.6.2.2
	O
	MLP-B-C-010

	MLP-B-C-012
	Triggered Location Reporting Stop Answer
	5.6.2.2
	O
	

	MLP-B-C-013
	Extension Message
	5.6.2.2
	O
	


< Next changed section >

B.2.2 Service Result DTD

	Item
	Function
	Reference
	Status
	Requirement

	MLP-B-S-001
	Service Result
	5.6.2.2
	M
	MLP-B-S-002 AND MLP-B-S-003 AND MLP-B-S-004 AND MLP-B-S-005

	MLP-B-S-002
	Header
	5.6.2.2
	O
	

	MLP-B-S-003
	Standard Location Immediate Answer
	5.6.2.2
	M
	

	MLP-B-S-004
	Standard Location Immediate Report
	5.6.2.2
	O
	

	MLP-B-S-005
	Standard Location Report
	5.6.2.2
	O
	

	MLP-B-S-006
	Standard Location Report Answer
	5.6.2.2
	O
	

	MLP-B-S-007
	Emergency Location Immediate Answer
	5.6.2.2
	O
	

	MLP-B-S-008
	Emergency Location Immediate Report
	5.6.2.2
	O
	MLP-B-S-007

	MLP-B-S-009
	Emergency Location Report
	5.6.2.2
	O
	

	MLP-B-S-010
	Triggered Location Reporting Answer
	5.6.2.2
	O
	MLP-B-S-011

	MLP-B-S-011
	Triggered Location Report
	5.6.2.2
	O
	MLP-B-S-010

	MLP-B-S-012
	Triggered Location Reporting Stop Answer
	5.6.2.2
	O
	

	MLP-B-S-013
	Extension Message
	5.6.2.2
	O
	


< New section >

B.1.27 Transport mechanisms
	Item
	Function
	Reference
	Status
	Requirement

	MLP-X-C-001
	Support of HTTP mapping
	5.2.1, 5.6
	M
	

	MLP-X-C-002
	Support of port 9210
	5.6
	O
	

	MLP-X-C-003
	Support of port 9211
	5.6
	O
	

	MLP-X-C-004
	Support of transfer over other port 
	5.6
	O
	


< New section >

B.2.27 Transport mechanisms 

	Item
	Function
	Reference
	Status
	Requirement

	MLP-X-S-001
	Support of HTTP mapping
	5.2.1, 5.6
	M
	

	MLP-X-S-002
	Support of port 9210
	5.6
	O
	

	MLP-X-S-003
	Support of port 9211
	5.6
	O
	

	MLP-X-S-004
	Support of transfer over other port 
	5.6
	O
	


< End of changed sections >

RLP 

< First changed section >

7.1  Transport Protocol Layer Definitions


RLP can be implemented using various transport mechanisms. The following mappings are specified for RLP:

	Mapping
	Section

	HTTP
	11 HTTP Mapping


< Next changed section >
11 HTTP Mapping

This section describes how to use RLP over the HTTP transport mechanism using "HTTP/1.1". 

HTTP is a request/response protocol involving a server and a client. In the context of RLP, the client may be referred to as the Requesting Location Server and the server the Home or Visiting Location Server (GMLC/MPC). For more information about HTTP, refer to  [RFC2616] and http://www.w3.org.

A Location Server MAY provide two socket ports for operation, one for encryption with SSL/TLS and one without. The reason for having one insecure port is that encryption can consume resources, and if the Location Servers are in a secure domain there might not be a need for encryption. Location Servers residing in an insecure domain, i.e. on the Internet, may use the secure port to ensure the security and privacy of the location information.

For further information about SSL/TLS see [RFC2246].

Two port numbers out of the range of dynamic and/or Private IANA Ports range have been selected and proposed as standard ports for location servers implementing RLP. These ports may later be replaced by ports  registered with IANA (Internet Assigned Numbers Authority, see [IANA]). The two port numbers are: 


	oma-rlp
	59518/tcp
	OMA Roaming Location Protocol

	oma-rlp
	59518/udp
	OMA Roaming Location Protocol

	oma-rlp-s
	59519/tcp
	OMA Roaming Location Protocol Secure

	oma-rlp-s
	59519/udp
	OMA Roaming Location Protocol Secure


A Location Server MAY choose to introduce any other socket based or HTTP transparent technology for secure transfers. Any such technology SHALL be provided over a different port than the two mentioned above.

11.1 Location Services using HTTP

An Requesting Location Server SHALL request a Location Service by issuing an HTTP POST request towards the Home or Visiting Location Server. For more information about HTTP POST, see [RFC2616]. The request line syntax is shown below.

Request-line:
 POST SP host SP HTTP/1.1 CRLF

The request MUST include the entity-header Content-length field as part of the request. The message body of the request SHALL include the XML formatted request and SHALL have the length specified by the Requesting Location Server in the Content-length field.

If the request is a deferred request (triggered or periodic) the result SHALL be delivered to the Requesting Location Server through an HTTP POST operation issued by the Visiting or Home Location Server. 

All Location Services are invoked by sending a request using HTTP POST to a certain URI. An example of an URI is shown below.

http://host:port/LocationQueryService/
The response to the invocation of a Location Service SHALL be returned using an HTTP response. 

If the Requesting Location Server requests standard location of asynchronous mode, triggered or periodic reporting of location, the Location Server SHALL return the report by performing an HTTP POST operation towards the Requesting Location Server. The Requesting Location Server must specify the URI that the answer should be posted to. This is done in the service request or by having it in a Requesting Location Server profile that can be stored in the Location Server.

The report SHALL be included in the message body and the Content-length entity SHALL be set to the length of the answer.

When an Requesting Location Server attempts to invoke a service request that is not defined in this specification, the Location Server SHALL return a General Error Message (GEM) in a HTTP '404' error reponse:

Status-Line: HTTP/1.1 SP 404 SP Not Found CRLF

11.2  Request and Response Encapsulation

A request  SHALL have a header part and a body part A response MAY have a header part and SHALL have a body part. To be able to make a location request with a single XML document the header and the body are encapsulated in the same service initiation DTD. The context header holds the authentication and authorization data pertinent to a particular location request. The body part is described in section 7.3.2 – 7.3.5 .
< Next changed section >

A.1.3 Inter-Location Server Service Result DTD

	Item
	Function
	Reference
	Status
	Requirement

	RLP-C-S-001
	Inter-Location Server Service Result
	  11.2.2
	M
	RLP-C-S-002 AND 

RLP-C-S-003 AND 

RLP-C-S-004

	RLP-C-S-002
	RLP Header
	11.2.2
	O
	

	RLP-C-S-003
	Standard Roaming Location Immediate Answer
	11.2.2
	M
	

	RLP-C-S-004
	Standard Roaming Location Immediate Report
	11.2.2
	O
	RLP-F-S-002

	RLP-C-S-005
	Triggered Roaming Location Reporting Answer
	11.2.2
	O
	RLP-C-S-006

RLP-F-S-002

	RLP-C-S-006
	Triggered Roaming Location Report
	11.2.2
	O
	RLP-C-S-005

RLP-F-S-002

	RLP-C-S-007
	Triggered Roaming Location Reporting Stop Answer
	11.2.2
	O
	RLP-F-S-002

	RLP-C-S-008
	Standard Roaming Location Report
	11.2.2
	O
	

	RLP-C-S-009
	Standard Roaming Location Report Answer
	11.2.2
	O
	

	RLP-C-S-010
	Emergency Roaming Location Immediate Answer
	11.2.2
	O
	

	RLP-C-S-011
	Standard SUPL Roaming Location Immediate Answer
	11.2.2
	O
	

	RLP-C-S-012
	Standard SUPL Roaming Position
	11.2.2
	O
	RLP-B-S-008

	RLP-C-S-013
	Extension Message
	11.2.2
	M
	


< Next changed section >

A.2.3 Inter-Location Server Service Result DTD

	Item
	Function
	Reference
	Status
	Requirement

	RLP-C-C-001
	Inter-Location Server Service Result
	11.2.2
	M
	RLP-C-C-002 AND

RLP-C-C-003

	RLP-C-C-002
	RLP Header
	11.2.2
	O
	

	RLP-C-C-003
	Standard Roaming Location Immediate Answer
	11.2.2
	M
	

	RLP-C-C-004
	Standard Roaming Location Immediate Report
	11.2.2
	O
	RLP-F-C-002

	RLP-C-C-005
	Triggered Roaming Location Reporting Answer
	11.2.2
	O
	RLP-C-C-006

	RLP-C-C-006
	Triggered Roaming Location Report
	11.2.2
	O
	RLP-C-C-005

	RLP-C-C-007
	Triggered Roaming Location Reporting Stop Answer
	11.2.2
	O
	

	RLP-C-C-008
	Standard Roaming Location Report
	11.2.2
	O
	

	RLP-C-C-009
	Standard Roaming Location Report Answer
	11.2.2
	O
	

	RLP-C-C-010
	Emergency Roaming Location Immediate Answer
	11.2.2
	O
	

	RLP-C-C-011
	Standard SUPL Roaming Location Immediate Answer
	11.2.2
	O
	

	RLP-C-C-012
	Standard SUPL Roaming Position
	11.2.2
	O
	RLP-B-C-008

	RLP-C-C-013
	Extension Message
	11.2.2
	O
	


< New section >

B.1.27 Transport mechanisms
	Item
	Function
	Reference
	Status
	Requirement

	RLP-X-C-001
	Support of HTTP mapping
	7.1 


	M
	

	RLP-X-C-002
	Support of port 59518
	11
	O
	

	RLP-X-C-003
	Support of port 59519
	11
	O
	

	RLP-X-C-004
	Support of transfer over other ports 
	11
	O
	


< New section >

B.2.27 Transport mechanisms 

	Item
	Function
	Reference
	Status
	Requirement

	RLP-X-S-001
	Support of HTTP mapping
	7.1
	M
	

	RLP-X-S-002
	Support of port 59518
	11
	O
	

	RLP-X-S-003
	Support of port 59519
	11
	O
	

	RLP-X-S-004
	Support of transfer over other ports 
	11
	O
	


< End of changed sections >
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree that comment 018 & 019 shall be resolved by applying above changes to MLP and RLP.
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