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1 Reason for Contribution

The OMA LOC WG is now in the process of closing the first enabler release of the SUPL. The features and open issues to be considered in SUPL 2.0 need to be discussed at this point of time. 
2 Summary of Contribution

SUPL 2.0 features and open issues are discussed. 
3 Detailed Proposal

Following items are analyzed for SUPL 2.0 features

1. Privacy

· Privacy issues which have been postponed for SUPL 2.0 as discussed in OMA-LOC-2004-0212R05-Privacy-based-on-location-for-SUPL and OMA-LOC-2005-0057-CR_SUPL_AD_Privacy_Check.
2. Service discovery of SUPL
· Service discovery of SUPL was postponed for SUPL 2.0
3. SUPL Emergency call services
· SUPL 1.0 does not specify SUPL Emergency call services 
4. Unresolved security issues
· Authentication & Key management: 3GPP compliant SETs and SLPs should perform an authentication procedure with the GBA [3GPP TS 33.220] before establishment a PSK-TLS session. The SET and the SLP must derive a shared secret key and operate according to GBA. In SET initiated case, a secret key can be shared between the SET and the SLP through the GBA bootstrapping usage procedure. However, the current GBA architecture in 3GPP does not specify a network initiated authentication and key management procedure for network application as pointed out in OMA-LOC-2005-0206-Problem-of-GBA-NW-Initiated-case-in-SUPL.
· Denial of Service (DoS) protection: The DoS protection mechanisms would be considered for SUPL 2.0. 
· Security issues should be considered with SEC WG together at the initial stage such as when the requirements regarding security of SUPL 2.0 starts. We believe that the SEC WG should get involved at the initial stage of SUPL 2.0 regarding security issues in order not to repeat mistakes made during SUPL 1.0 process. It’s really hard to make SUPL secure when every architecture and call flow for SUPL 1.0 is fixed. 
5. WLAN and other feasible generic IP transport support
· 3GPP and 3GPP2 now consider the inter-working between the generic IP transport such as WLAN and 3GPP and 3GPP2 networks. Since SUPL is based on IP transport, the generic IP transport such as WLAN also would be considered as one of transports for SUPL.  
6. Deferred location requests & periodic location requests
· Deferred location requests and periodic location requests were postponed for SUPL 2.0 due to lack of time
7. Non-proxy mode support in 3GPP 
· Non-proxy mode would be considered for 3GPP in SUPL 2.0

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR a s they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The proposed features as outlined are presented for LOC WG discussion
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