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	Title:
	SUPL TS change of Presence from “O” to “CV”
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA-LOC

	Doc to Change:
	OMA-TS-ULP-V1_0-20050414-D

	Submission Date:
	15 Jun 2005

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Richard Catmur, Spirent Communications, Richard.catmur@spirentcom.com

	Replaces:
	n/a


1 Reason for Change

The value of Presence for certain parameters is currently set to “O” (Optional) where the presence of the parameter is actually conditional on the presence (or not) of another parameter or mode. For clarity and ease of reading of the specification these should be changed to “CV” (Conditional Value) and descriptive text added where it is missing.
The Presence for Pos Protocol in SET Capabilities is missing (should be “M”)

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Apply changes to TS as detailed in section 6
6 Detailed Change Proposal

The value of presence for some parameters is changed from “O” to “CV”. Additional explanatory text is added in some cases.
The Presence for Pos Protocol in SET Capabilities is added as “M”
>>>

7. ULP Message Definitions (Normative)

This section contains a normative description of the ULP messages. All messages defined in ULP contain a common part and a message specific part.

7.1 Common Part

The common part contains parameters that are present in all ULP messages. 

	Parameter
	Presence
	Description

	Message Length
	M
	The length of the entire ULP Message in octets.

Note: The first two octets of a PER encoded ULP message contains the length of the entire message. These octets are set to the Message Length when the PER encoding is complete and the entire message length is known.

	Version
	M
	Version of the ULP protocol, in the form major, minor, service indicator

	Session ID
	M
	The unique Session ID

	Message Payload
	M
	This parameter contains one of the  messages defined in ULP.

Defined messages are:

· SUPL INIT

· SUPL START

· SUPL RESPONSE

· SUPL POS INIT

· SUPL POS

· SUPL END 

· SUPL AUTH REQ

· SUPL AUTH RESP


Table 1: Common Part for all ULP Messages

7.2 Message Specific Part

The message specific part contains further parameters that are unique for each ULP message. The following sub-sections describe the message specific part of ULP messages.

7.2.1 SUPL INIT

SUPL INIT is the initial message from the SLP to the SET in Network initiated cases

	Parameter
	Presence
	Description

	Positioning Method
	M
	Defines the positioning technologies supported by the SLP, which can be AGPS SET assisted, AGPS SET Based, Autonomous GPS, EOTD, OTDOA, AFLT or Enhanced Cell ID.

	Notification
	O
	The purpose of this field is to provide instructions to the SET with respect to LCS notification and privacy 

	SLP Address
	CV
	This parameter contains an SLP address (SPC address for non-proxy mode).

For proxy mode this parameter is OPTIONAL.

For non-proxy mode this parameter is REQUIRED.

This address is used by the SET when establishing a secure IP  connection to the SLP or SPC

	QoP
	O
	Desired Quality of Position.

	SLP Mode
	M
	This parameter indicates if the SLP uses proxy or non-proxy mode. 

	MAC 
	O
	This parameter contains a Message Authentication Code (MAC), which MAY be used as integrity protection of the SUPL INIT message.

	Key Identity
	CV
	This parameter contains a key identity, which identifies the key to be used to verify the MAC. It is required when MAC is present.


Table 2: SUPL INIT Message

7.2.2 SUPL START

SUPL START is the initial message from the SET to the SLP.

	Parameter
	Presence
	Description

	SET capabilities
	M
	Defines the capabilities of the SET

	Location Id
	M
	Defines the cell information of the SET. 



	QoP
	O
	Desired Quality of Position


Table 3: SUPL START Message

7.2.3 SUPL RESPONSE

SUPL RESPONSE is the response to a SUPL START message. 

	Parameter
	Presence
	Description

	Positioning Method
	M
	The positioning method desired for the SUPL POS session.

	SLP Address
	CV
	This parameter is only required for non-proxy mode and contains an SPC address.

A SET uses this address to establish a data connection to the SPC.

	SET Auth key
	CV
	This parameter is only required for non-proxy mode and contains the authentication key that a SET SHALL use for SPC authentication. 

	Key Identity 4
	CV
	This parameter is only required for non-proxy mode and contains a key identity.


Table 4 SUPL RESPONSE Message
7.2.4 SUPL POS INIT

SUPL POS INIT is the message following the SUPL INIT message in Network initiated cases or the SUPL RESPONSE message in SET initiated cases 

	Parameter
	Presence
	Description

	SET Capabilities
	M
	Defines the capabilities of the SET.

	Requested Assistance Data
	O
	Defines the requested GPS assistance data. The presence of this element indicates that the SET wants to obtain assistance data from the SLP. In the case of RRLP and SET based location determination in the SET initiated case, the SLP SHALL send the RRLP Assistance Data message. The SET SHALL acknowledge the reception of assistance data with an RRLP Assistance Data ACK.

In the case of RRC and SET based location determination in the SET initiated case, the SLP SHALL send the RRC Assistance Data Delivery message.

The Requested Assistance Data parameter is not applicable to TIA-801 [C.S0022-A v1.0 ].

	Location ID
	M
	Defines the cell information of the SET.

	Position
	O
	Defines the position of the SET.

	SUPLPOS
	O
	Contains SUPL POS message.

Note: is only used if positioning protocol allows SET to send first message

	Ver
	CV
	This parameter contains a hash of the SUPL INIT message. In Network initiated proxy mode a SET SHALL calculate a hash of a received SUPL INIT and include the result of the hash in this parameter. 


Table 5 SUPL POS INIT Message
7.2.5 SUPL POS

SUPL POS is the message that wraps the underlying TIA-801, RRLP or RRC element.

	Parameter
	Presence
	Description

	Positioning Payload
	M
	The underlying TIA-801, RRLP or RRC element.

	Velocity
	O
	Velocity of the SET, needed to overcome the lack of this information in RRLP and RRC. Defined in [3GPP GAD]


Table 6: SUPL POS Message

7.2.6 SUPL END

SUPL END is the message that ends the SUPL procedure, normally or abnormally. 

	Parameter
	Presence
	Description

	Position
	O
	Defines the position result of the SET.

	Status Code
	O
	Defines the Status of the message as either an error indication or an information indication.

Error indications have values between 0 and 99, information indications have values between 100 and 199.


Table 7 SUPL END Message
7.2.7 SUPL AUTH REQ

SUPL AUTH REQ message is used in Network initiated cases (non-proxy mode). The message is sent from the SET to the Home SLP. The purpose of the message is to transfer key information to the Home SLC. 

	Parameter
	Presence
	Description

	SET Nonce
	M
	This parameter is used by SLC to derive keys.

	Key Identity 2
	M
	This parameter contains a key identity.


Table 8 SUPL AUTH REQ Message
7.2.8 SUPL AUTH RESP

SUPL AUTH RESP message is used in Network initiated cases (non-proxy mode). The message is sent from the Home SLC to the SET. The purpose of the message is to inform the SET that it is allowed to continue with the SUPL procedure. 

This message may also be tunneled to a V-SLC in an RLP message and SHALL then include the authentication key and key identity to be used by the V-SPC.   

	Parameter
	Presence
	Description

	SPC Auth key
	O
	This parameter defines the authentication key that a SET SHALL use for SPC authentication. 

	Key Identity 3
	CV
	This parameter contains a key identity. It is required if SPC Auth Key is present.


Table 9 SUPL AUTH RESP Message
8. Parameter Definitions (Normative)

This section contains descriptions of the parameters used in ULP messages.
8.1 NMR

	Parameter
	Presence
	Values/description

	NMR
	-
	Describes Contents of the Current Network Measurement Reports. Contains 1 to 15 NMR elements

	> NMR element
	
	The following fields shall be repeated for each channel for which measurements are available.  The measurements shall be ordered by decreasing channel numbers.

	>> ARFCN
	M
	ARFCN of the channel. This is an integer (0..1023)

	>> BSIC
	M
	BSIC of the channel.  This is an integer (0..63)

	>> RxLEV
	M
	Measured power of the channel.  Integer (0..63).  The actual measured power X in dBm is derived from this value N by using the formula

X = N-110.


Table 10 NMR Parameter

8.2 Positioning Payload
	Parameter
	Presence
	Values/description

	Positioning payload
	-
	Describes the positioning payload for TIA-801 [C.S0022-A V1.0 ], RRLP [3GPP RRLP]  and RRC [3GPP RRC].

The restrictions of maximum PDU size as specified in Section 2.1 of [3GPP RRLP] (242 octets) does not apply. If the size of "rrlpPayload" exceeds 65535 bits, pseudo segmentation according to [3GPP RRLP] SHALL be used.


Table 11 Positioning Payload Parameter

8.3 SLP Address

	Parameter
	Presence
	Values/description

	SLP address
	-
	The SLP address (SLC or SPC address for non-proxy mode) can be of type

· IPAddress

· IPv4

· IPv6

·  URL.


Table 12 SLP Address Parameter

8.4 Velocity
	Parameter
	Presence
	Values/description

	Velocity
	-
	Describes the velocity of the SET as per 23.032. One of the following four formats are supported:

· Horizontal Velocity

· Bearing

· Horizontal speed

· Horizontal and Vertical Velocity

· Vertical Direction

· Bearing

· Horizontal speed

· Vertical speed

· Horizontal Velocity Uncertainty

· Bearing

· Horizontal speed

· Horizontal speed uncertainty

· Horizontal and Vertical Velocity Uncertainty
· Vertical direction

· Bearing

· Horizontal speed

· Vertical speed

· Horizontal speed uncertainty

· Vertical speed uncertainty


Table 13 Velocity Parameter

8.5 Version
	Parameter
	Presence
	Values/description

	Version
	-
	Describes the protocol version of ULP

When a SUPL message is received, the receiving entity SHALL determine if the major version part specified in the message is supported by the receiving entity. If the major version part is supported the message SHALL be processed by the receiving entity. If the major version part is not supported the exception procedure for SUPL protocol error SHALL be performed.

If the minor version part or service indicator part is not supported by the receiving entity the exception procedure for SUPL protocol error SHALL NOT be performed.

	Maj
	M
	major version, range: (0..255), MUST be 1 for the version described in this document

	Min
	M
	minor version, range: (0..255), MUST be 0 for the version described in this document.

	Rev
	M
	service indicator, range: (0..255), MUST be 0 for the version described in this document.


Table 14 Version
8.6 Status Code
	Parameter
	Presence
	Values/description

	Status Code
	-
	The different status codes, either error or information indicators, as described in the ta ble below


Table 15 Status Code
	Status Code
	Description

	Error Indicator
	Indicates Errors

	unspecified             
	The error is unknown

	systemFailure               
	System Failure

	protocolError               
	Protocol parsing error

	dataMissing                 
	Needed data value is missing

	unexpectedDataValue         
	A datavalue takes a value that cannot be used

	posMethodFailure       
	The underlying positioning method returned a failure

	posMethodMismatch
	No positioning method could be found matching requested QoP, SET capabilities and positioning method specified by SLP

	posProtocolMismatch
	No positioning protocol could be found being available at SET and SLP

	targetSETnotReachable       
	The SET was not responding

	versionNotSupported 
	Wrong ULP version

	resourceShortage   
	There were not enough resources available to serve the SET

	invalidSessionId
	Invalid session identity 

	unexpectedMessage
	Unexpected message received

	nonProxyModeNotSupported
	The SET does not support “Non-Proxy” mode of operation.

	proxyModeNotSupported
	The SET does not support “Proxy” mode of operation.

	positioningNotPermitted
	The SET is not authorized by the SLP to obtain a position or assistance data.

	Information Indicator
	Indicates Information

	consentDeniedByUser
	User denied consent for location determination session.

	consentGrantedByUser
	User granted consent for location determination session.

	
	

	
	


Table 16: Status Codes
8.7 Position

	Parameter
	Presence
	Values/description

	Position
	-
	This parameter describes the position of the SET. The parameter also contains a timestamp and optionally the velocity. 

	>Timestamp
	M
	Time when position fix was calculated.

	>Position Estimate
	M
	

	>>Sign of latitude
	M
	Indicates North or South.

	>>Latitude
	M
	Integer (0..223-1). 

The latitude encoded value (N) is derived from the actual latitude X in degrees (0°..90°) by this formula:

N ( 223 X /90 < N+1

	>>Longitude
	M
	Integer (-223.. 223-1).

The longitude encoded value (N) is derived from the actual longitude X in degrees (-180°..+180°) by this formula:

N ( 224 X /360 < N+1

	>>Uncertainty ellipse (semi major, semi minor, major axis)
	O
	Contains the latitude/longitude uncertainty code associated with the major axis, and the uncertainty code associated with the minor axis and the orientation, in degrees, of the major axis with respect to the North. For the correspondence between the latitude/longitude uncertainty code and meters refer to [3GPP GAD] for details.

	>>Confidence
	O
	Represents the confidence by which the position of a target entity is known to be within the shape description (i.e., uncertainty ellipse for 2D‑description, uncertainty ellipsoid for 3D‑description) and is expressed as a percentage.

This is an integer (0..100).

	>>Altitude information
	O
	Shall be present for a 3D position information; it shall remain absent for 2D position information.

	>>>Altitude direction
	M
	Indicates height (above the WGS84 ellipsoid) or depth (below the WGS84 ellipsoid).

	>>>Altitude
	M
	Provides altitude information in meters. 

Integer (0..215-1) (215 = 32768).

	>>>Altitude uncertainty
	M
	Contains the altitude uncertainty code. Refer to [3GPP GAD] for details 

	>Velocity 
	O
	Speed and bearing values as defined by the Velocity type and as defined in [3GPP GAD]


Table 17 Position Parameter

The definition and coding of the position estimate parameter (ellipsoid point with altitude, uncertainty ellipse and altitude uncertainty) is based on [3GPP GAD]. The Datum used for all positions are WGS-84

8.8 Positioning Method

	Parameter
	Presence
	Values/description

	Positioning Method
	-
	Describes the positioning method:

· A-GPS SET assisted only

· A-GPS SET based only

· A-GPS SET assisted preferred (A-GPS SET based is the fallback mode)

· A-GPS SET based preferred (A-GPS SET assisted is the fallback mode)

· Autonomous GPS

· AFLT

· Enhanced Cell/sector

· EOTD

· OTDOA

· No position

During a particular SUPL session, if a particular Positioning Method has been specified by an SLP, and if the immediately preceding or immediately following SET message shows support of that same Positioning Method, then it SHALL be considered that agreement on Positioning Method has been reached for that session. This agreed Positioning Method cannot then be changed for the remainder of that SUPL session.

The positioning method “no position” is used when no SUPL POS session is to be conducted and the SUPL INIT message was sent for notification and verification purposes only. The SET will then respond with a SUPL END message including the appropriate status code (“consentDeniedByUser” or “consentGrantedByUser”). In case no verification was required (“notification only”), the SET will respond with an empty SUPL END message.


Table 18 Positioning Method Parameter

8.9 Requested Assistance Data

	Parameter
	Presence
	Values/description

	Requested assistance data
	-
	This parameter is applicable for A-GPS positioning methods only. It describes the requested A-GPS assistance data in form of a bitmap:

· Almanac indicator

· UTC model

· Ionospheric model

· DGPS corrections

· Reference location

· Reference time

· Acquisition assistance

· Real-time integrity

· Navigation model



	>Navigation Related Data Subfield
	CV
	When the navigation model indicator is set, this field is present.

	>>GPS week
	M
	Contains the GPS week of the assistance data currently held in the SET; range is 0 to 1023

	>>GPS Toe
	M
	Contains the GPS time of Ephemeris in hours of the newest set of Ephemeris contained in the SET; range is 0 to 167

	>>NSAT
	M
	Contains the number of satellites to be considered for the current GPS assistance data request (number of satellites for which ephemeris data is available in the SET); range is 0 to 31. If the SET has no ephemeris data, this field SHALL be set to zero. If the SET has ephemeris data whose age exceeds the T-Toe limit, this field may be set to zero. If the network receives a zero value for this field, it shall ignore the GPS week and GPS Toe fields and assume that the SET has no ephemeris data

	>>T-Toe limit
	M
	Contains the Ephemeris age tolerance of the SET to the network in hours; range is 0 to 10

	>>Satellite information
	CV
	Present if NSAT > 0, repeated NSAT times

	>>>SatId
	M
	Identifies the satellite and is equal to (SV ID No-1) where SV ID No is defined in ICD-GPS-200C. Range is 0 to 63

	>>>IODE
	M
	Represents the satellite sequence number, range is 0 to 255


Table 19 Requested Assistance Data Parameter

8.10 SET capabilities

	Parameter
	Presence
	Values/description

	SET capabilities
	-
	SET capabilities (not mutually exclusive) in terms of supported positioning technologies and positioning protocols.

During a particular SUPL session, a SET may send its capabilities more than once – specifically, in SET initiated cases, the SET capabilities are sent in SUPL START and in SUPL POS INIT. In such cases, the SET capabilities MUST NOT change during this particular session.

	>Pos Technology
	M
	Defines the positioning technology. 

Zero or more of the following positioning technologies (bitmap):

· SET-assisted A-GPS

· SET-based A-GPS

· Autonomous GPS

· AFLT

· E-CID

· E-OTD

· OTDOA



	Pref Method
	M
	One of the following preferred modes:

· SET-assisted preferred

· SET-based preferred

· No Preference

If SET-assisted preferred or SET-based preferred is specified, the corresponding A-GPS mode is preferred by the SET.



	Pos Protocol
	M
	Zero or more of the following positioning protocols (bitmap):

· RRLP

· RRC

· TIA-801


Table 20 SET capabilities Parameter

8.11 Location Id

	Parameter
	Presence
	Values/description

	Location Id
	-
	Describes the globally unique cell identification of the most current serving cell.

	>Cell Info
	M
	The following cell ID’s are supported:

· GSM Cell Info

· WCDMA Cell Info 

· CDMA Cell Info

	>Status
	M
	Describes whether or not the cell info is:

· Not Current, last known cell info

· Current, the present cell info

· Unknown (i.e. not known whether the cell id is current or not current)

Note: The Status parameter does NOT apply to WCDMA optional parameters (Frequency Info, Primary Scrambling Code and Measured Results List).  Frequency Info,  Primary Scrambling Code and Measured Results List, if present, are always considered to be correct for the current cell., if present, is also always considered to be correct and current.


Table 21 Location ID Parameter

8.11.1 GSM Cell Info

The gsmCell parameter defines the parameter of a GSM radio cell.

	Parameter
	Presence
	Values/description

	Gsm Cell Info
	-
	GSM Cell ID

	>MCC
	M
	Mobile Country Code, range: (0..999)

	>MNC
	M
	Mobile Network Code, range: (0..999)

	>LAC
	M
	Location Area Code, range: (0..65535)

	>CI
	M
	Cell Identity, range: (0..65535)

	>NMR
	O
	Network Measurement Report – can be present for 1 to 15 cells.

	>>ARFCN
	M
	ARFCN, range: (0..1023)

	>>BSIC
	M
	BSIC, range: (0..63)

	>>RXLev
	M
	RXLEV, range: (0..63)

	>TA
	O
	Timing Advance, range: (0..255)


Table 22 GSM Cell Info Parameter
8.11.2 WCDMA Cell Info

The wcdmaCell parameter defines the parameter of a WCDMA radio cell.

	Parameter
	Presence
	Values/description

	Wcdma Cell Info
	-
	WCDMA Cell ID

	>MCC
	M
	Mobile Country Code, range: (0..999)

	>MNC
	M
	Mobile Network Code, range: (0..999)

	>UC-ID
	M
	Cell Identity, range: (0..268435455). UC-ID is composed of RNC-ID and C-ID.

	>Frequency Info
	O
	Frequency info can be:

· fdd:

· uarfcn-UL, range: (0..16383)

· uarfcn-DL, range: (0..16383)

In case of fdd, uarfcn-UL is optional while uarfcn-DL is mandatory. If uarfcn-UL is not present, the default duplex distance defined for the operating frequency band shall be used [3GPP RRC].
· tdd

· uarfcn-Nt, range: (0..16383)

Note: Frequency Info and Primary Scrambling Code are always those of the current cell. 

	>Primary Scrambling Code
	O
	Primary Scrambling Code, range: (0..511)

Note: Frequency Info and Primary Scrambling Code are always those of the current cell. 

	>Measured Results List
	O
	Network Measurement Report for WCDMA comprising both intra- and/or inter-frequency cell measurements (as per 3GPP TS 25.331). 


Table 23 WCDMA Cell Info Parameter
8.11.3 CDMA Cell Info

The cdmaCell parameter defines the parameter of a CDMA radio cell.

	Parameter
	Presence
	Values/description

	Cdma Cell Info
	-
	CDMA Cell ID

	>NID
	M
	Network ID, range: (0..65535)

	>SID
	M
	System ID, range: (0..32767)

	>BASEID
	M
	Base Station ID, range: (0..65535)

	>BASELAT
	M
	Base Station Latitude, range: (0..4194303)

	>BASELONG
	M
	Base Station Longitude, range: (0..8388607)

	>REFPN
	M
	Base Station PN Number, range: (0..511)

	>WeekNumber
	M
	GPS Week number, range: (0..65535)

	>Seconds
	M
	GPS Seconds, range: (0..4194303)


8.12 Notification

	Parameter
	Presence
	Values/description

	Notification
	-
	Describes the notification/verification mechanism to be applied.

	>Notification type
	M
	Type of notification:

· No notification & no verification

· Notification only

· Notification and verification

· Allowed on no answer (if no answer is received from the SET User, the SET will assume that user consent has been granted and will proceed)
· Denied on no answer  (if no answer is received from the SET User, the SET will assume that user consent has been denied and will abort)

· Privacy override (is used for preventing notification and verification without leaving any traces of a performed position fix or position fix attempt in terms of log files etc. on the SET).

	>Encoding type
	M
	Encoding type:

· ucs2

· gsm-default

· UTF-8

	>RequestorID
	O
	Identity of the Requestor

	>RequestorType
	CV
	Indication what is the type of the client name. It is required if RequestorID is present. The type of the client name can be one of the following:

-
Logical name

-
MSISDN

-
E-mail address

-
URL

-
SIP URL

· IMS public identity

· MIN

· MDN

	
	
	

	>ClientName
	O
	The name of the Location Application.

	>ClientNameType
	CV
	Indication what is the type of the client name. It is required if ClientName is present. The type of the client name can be one of the following:

-
Logical name

-
MSISDN

-
E-mail address

-
URL

-
SIP URL

· IMS public identity

· MIN

· MDN



	
	
	


Table 24 Notification Parameter

8.13 QoP

	Parameter
	Presence
	Values/description

	QoP
	-
	Describes the desired Quality of Position

	>Horizontal accuracy
	M
	Horizontal accuracy as defined in [3GPP GAD] (section 6.2 Uncertainty)

	>Vertical accuracy
	O
	Vertical accuracy as defined in [3GPP GAD] (section 6.4 Uncertainty Altitude)

	> Maximum Location Age
	O
	Maximum tolerable age of position estimates used for cached position fixes. Units in seconds from 0 to 65535.



	>Delay
	O
	Values as defined for element Response Time in 3GPP TS 44.031 [3GPP RRLP]: 2^N, N from (0..7), unit is seconds


8.14 Session ID

The Session ID SHALL be a unique value, consisting of two parts, a SET value (SET Session ID) (see section 7.15) concatenated with an SLP value (SLP Session ID) (7.15.1).  

	Parameter
	Presence
	Values/description

	SET Session ID
	M
	Part of Session ID pertaining to the SET

	SLP Session ID
	M
	Part of Session ID pertaining to the SLP


Table 25 Session ID Parameter

For Network-Initiated flows, when sending a SUPL INIT to the SET, the SLP SHALL assign a value to the SLP Session ID, but to save bandwidth, the SLP SHALL not include the SET Session ID in the message. The SET SHALL then assign a value to the SET Session ID when it receives the message. Any further messages SHALL contain the resultant combined Session ID for the remainder of the session.

For SET-Initiated flows, when sending a SUPL START to the SLP, the SET SHALL assign a value to the SET Session ID, but to save bandwidth, the SET SHALL not include the SLP Session ID in the message. The SLP SHALL assign a value to the SLP Session ID when it receives the message. Any further messages SHALL contain the resultant combined Session  ID for the remainder of the session.

The Session ID SHALL allow for multiple simultaneous sessions on both the SLP and the SET.  

8.14.1 SET Session ID

This section describes the construct of the SET Session ID.

	Parameter
	Presence
	Values/description

	Session ID
	M
	Session identifier, unique from SET perspective.   This value SHALL be unique over all concurrently active ULP sessions on that particular SET.  This value may be reused by the SET after the ULP session for which it is being used has ended.  

	SET ID
	M
	SET identity value


Table 26 SET Session ID Parameter
8.14.2 SLP Session ID

This section describes the construct of the SLP Session ID.

	Parameter
	Presence
	Values/description

	Session ID
	M
	Session identifier, unique from SLP perspective.   This value SHALL be unique over all concurrently active ULP sessions on that particular SLP.  This value may be reused by the SLP after the ULP session for which it is being used has ended.  

	SLP ID
	M
	The identity of the SLP. 

This parameter can be of type

· IPAddress

· IPv4

· IPv6

· URL.

Note: SLP ID MAY be of different type and different value compared to  the parameter SLP address in the messages SUPL INIT and SUPL RESPONSE.


Table 27 SLP Session ID Parameter
8.15 SLP Mode

	Parameter
	Presence
	Values/description

	SLP Mode
	-
	Describes the mode that the SLP (SPC for non-proxy mode) uses. 

This parameter can be of type
· Proxy mode
· Non-proxy mode


Table 28 SLP Mode Parameter
8.16 MAC

	Parameter
	Presence
	Values/description

	MAC
	-
	Describes the Message Authentication Code (MAC). For further details of the encoding of this parameter, see section 7.1 in SUPL AD [SUPLAD].


Table 29 MAC Parameter

8.17 Key Identity

	Parameter
	Presence
	Values/description

	Key Identity
	-
	Describes the key identity, which identifies the key to be used to verify the MAC. For further details of the encoding of this parameter, see section 7.1 in SUPL AD [SUPLAD].


Table 30 Key Identity Parameter
8.18 Key Identity 2

	Parameter
	Presence
	Values/description

	Key Identity 2
	-
	Describes a key identity, which is used by SLC to derive the key to be used for SPC to SET communication. For further details of the encoding of this parameter, see section 7.1 in SUPL AD [SUPLAD].


Table 31 Key Identity 2 Parameter
8.19 Key Identity 3

	Parameter
	Presence
	Values/description

	Key Identity 3
	-
	Describes a key identity, which is used by V-SPC. For further details of the encoding of this parameter, see section 7.1 in SUPL AD [SUPLAD].


Table 32 Key Identity 3 Parameter
8.20 Key Identity 4

	Parameter
	Presence
	Values/description

	Key Identity 4
	-
	Describes a key identity, which is used by SET. For further details of the encoding of this parameter, see section 7.1 in SUPL AD [SUPLAD].


Table 33 Key Identity 4 Parameter
8.21 SPC Auth Key

	Parameter
	Presence
	Values/description

	SPC Auth key
	-
	Describes the authentication key that a SPC SHALL use for SET authentication. For further details of the encoding of this parameter, see section 7.1 in SUPL AD [SUPLAD].


Table 34 SPC Auth Key Parameter
8.22 SET Auth Key

	Parameter
	Presence
	Values/description

	SET Auth key
	-
	Describes the authentication key that a SET SHALL use for SPC authentication. For further details of the encoding of this parameter, see section 7.1 in SUPL AD [SUPLAD].


Table 35 SET Auth Key Parameter
8.23 Ver

	Parameter
	Presence
	Values/description

	Ver
	-
	Describes the hash of the SUPL INIT message. For further details of the encoding of this parameter, see section 7.1 in SUPL AD [SUPLAD].


Table 36 Ver Parameter
8.24 SET Nonce

	Parameter
	Presence
	Values/description

	SET Nonce
	-
	This parameter is used by SLC to derive keys. For further details of the encoding of this parameter, see section 7.1 in SUPL AD [SUPLAD].


Table 37 SET Nonce Parameter
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