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1 Reason for Contribution

The existing specification of the MLP and RLP specifications are made using DTD (Document Type Definition) formats.  These specifications duplicate large sections of common elements.  A mixed schema based on XML Schema <http://www.w3.org/TR/xmlschema-0/> and XML Namespaces <http://www.w3.org/TR/REC-xml-names/> would enable easier maintenance of these specifications.

XML Schema also adds a number of features that would enhance the specifications.  For example, stricter definition of the format of specific fields is possible with XML Schema.  Many specifications use XML Schema and a large array of XML software supports schema documents and can validate instance documents.

With Namespaces in XML, the extension mechanism can become more flexible, extending applications can use attributes and elements in an extension namespace, which does not impact the specifications.

· Specification Benefits
Changing to a definition based on XML Schema also simplifies the addition of new features.  It also enables easier integration of MLP with other XML-based technologies, as XML Schema is widely adopted and compatible with other significant XML technologies, such as Namespaces in XML.

For example, a SOAP binding may be easily specified using a reference to the XML Schema Definition documents.  The attached MLP.wsdl document includes a specification using WSDL 2.0 that defines both the current HTTP binding and a SOAP binding.  This gives MLP servers the option of advertising MLP capabilities using a standardized method.

Another example application of this proposal is to include civic location definitions, which have been defined by the IETF GEOPRIV working group <http://www.ietf.org/html.charters/geopriv-charter.html>. The following internet draft <http://www.ietf.org/internet-drafts/draft-thomson-revised-civic-lo-00.txt> demonstrates a good example of a feature that could easily be added to both the MLP and RLP specifications using this mechanism.  The integration of this data could be achieved with minimal specification, as could similar types of changes.

Specifying the use of the Civic Location element requires only that the pos element supports the civicAddress element as an alternative to the pd element.  For example, the following form might be adopted:
<?xml version="1.0"?>

<xsd:schema . . .

            xmlns:xsd="http://www.w3.org/2001/XMLSchema"

            xmlns:ca="urn:ietf:params:xml:ns:pidf:geopriv10:civicAddr">

  <xsd:import namespace="urn:ietf:params:xml:ns:pidf:geopriv10:civicAddr"/>

  . . .

  <xsd:complexType name="posType">

    <xsd:complexContent>

      <xsd:restriction base="xsd:anyType">

        <xsd:sequence>

          <xsd:element ref="msid"/>

          <xsd:choice>

            <xsd:sequence>

              <xsd:element ref="pd"/>

              <xsd:element ref="ca:civicAddr" minOccurs="0"/>

            </xsd:sequence>

            <xsd:element ref="ca:civicAddr"/>

            <xsd:element ref="poserr"/>

          </xsd:choice>

          <xsd:element ref="gsm_net_param" minOccurs="0"/>

        </xsd:sequence>

      </xsd:restriction>

    </xsd:complexContent>

  </xsd:complexType>

  . . .

</xsd:schema>

A similar modification could be made to the target_area element.
XML Schema also enables the specification of strict data types, which grant validating parsers the ability to check the validity of formats.  For example, the format of the start_time element may be specified using a regular expression; numerical types can prevent non-digit characters from being used where appropriate; minimum and maximum values may be placed on integer values; and enumerated parameters may be limited to valid values.

· MLP and RLP

The RLP specification shares a large proportion of common elements with the MLP specification, presumably to facilitate the transport of request information from R-GMLC to V-GMLC.  The Identity, Result, Shape and Quality of Position definitions are identical.  Even within those components that have changed, there are few differences.  For instance, the MLP_FUNC.dtd definition differs only on the definition of the target_area element, the type attribute of the loc_type element, and the lcs_ref element.  RLP includes more complete network parameter and context specifications that could be used in MLP; alternatively, a common base could be defined in XML Schema with specific differences implemented using the extension or restriction functions.
Analysis also reveals that differences between the specifications are sometimes subtle, which could be a barrier to interoperation between these standards.  For instance, the definition of the target_area element is subtly different in the two specifications.

It is proposed that the MLP XML Schema define the common elements of both protocols; RLP XML schema can include these definitions and add or remove any elements and attributes as required, such as those required for SUPL support.  Where the two specifications must differ, the RLP XML Schema can extend or restrict the MLP definitions.

· Backward Compatibility Impact

With a minimal set of precautions, the proposed changes do not affect interoperability with implementations using the existing MLP standards.  The potential for backward compatibility problems is minimised by avoiding use of namespace prefixes.  Where an implementation interoperates with another implementation where the level of support for updates is not known the following measures should be employed:

· No namespace prefix is added to existing MLP elements.  This ensures that the format of any element is not changed. An xmlns attribute is added where necessary to specify the default namespace.  MLP implementations are expected to ignore well-formed XML that they do not recognise; therefore this attribute is ignored by parsers that aren’t namespace aware.

· For a GMLC or LCS Client that supports the new XML Namespace-based specification, these MUST support documents that don’t specify a namespace.  A default namespace MUST be assumed for all the corresponding elements; for instance, the slir element is assumed to have an xmlns attribute with a value of “http://www.openmobilealliance.org/schema/mlp/3.2#slis”.

· For extension elements, a vendor-specific namespace prefix is used, with an appropriate xmlns:<extension> attribute.  This is backwardly compatible with the existing recommendation (see the Namespaces in XML specification for details).  Existing extensions MAY continue to use a DTD; however, it is recommended that extensions are modified to use an XML Namespace prefix, if not an XML Schema definition.

· Existing extensions that do not use namespace prefixes should be ignored by namespace aware implementations.

2 Summary of Contribution

The existing DTD definition of messages in both the MLP and RLP specifications is exchanged for XML Schema definitions.

The extension mechanism is changed to use XML Namespaces in line with the above change.

MLP_SCHEMA.zip includes XML Schema Definition (XSD) files for MLP 3.2 (Draft Version 2005-09-14).  Comments identify where changes or interpretation was required to implement these definitions.  Note that the XML Schema Definitions are stricter than DTD documents in defining document structure and data types; the descriptions in Section 5 of the specification have been used to define additional restrictions.

MLP_EXAMPLES.zip includes sample documents based on the XML Schema Definitions.  The extension examples and example schema are included in this archive.  This archive also includes a test script, “validate”, which can be used with the Apache Xerces parser to test the validity of the sample XML as well as the XSD.
MLP.wsdl provides an example of how MLP may be described using the Web Services Description Language (WSDL).  This document includes both SOAP and HTTP bindings for MLP server and client.
3 Detailed Proposal

· Namespaces

The root namespace must first be chosen; a URN in the form of an HTTP URL has been used for other OMA documents (based on a quick search), therefore “http://www.openmobilealliance.org/schema/mlp/3.2” is suggested.  Versioning is optional, but recommended to allow for evolution of schema definitions.

There are three alternatives to how the namespaces are allocated:

· One namespace is used for all of the top level elements.  The attached schema includes this option, in the file MLP.xsd. However, this approach is somewhat contrary to the modular design documented in the initial sections of MLP.

· Each service is assigned a namespace that applies to all message types within that service.  This is the approach that has been suggested below.

· Each message type is assigned a namespace.  For example, a Standard Location Information Request might be assigned the URN “http://www.openmobilealliance.org/schema/mlp/3.2#slir”.
The first two alternatives are presented in this contribution; either may be chosen depending on preference.  The schema presented is consistent with the implementation of MLP 3.2 and its predecessors.

The following table summarizes the namespaces defined in the attached schema:

	All MLP
	http://www.openmobilealliance.org/schema/mlp/3.2
	All services, except the HTTP binding

	Standard Location Immediate Service
	http://www.openmobilealliance.org/schema/mlp/3.2#slis
	Standard Location Immediate Request

	
	
	Standard Location Immediate Answer

	
	
	Standard Location Immediate Report

	Emergency Location Immediate Service
	http://www.openmobilealliance.org/schema/mlp/3.2#elis
	Emergency Location Immediate Request

	
	
	Emergency Location Immediate Answer

	
	
	Emergency Location Immediate Report

	Standard Location Reporting Service
	http://www.openmobilealliance.org/schema/mlp/3.2#slrs
	Standard Location Report

	
	
	Standard Location Report Answer

	Emergency Location Reporting Service
	http://www.openmobilealliance.org/schema/mlp/3.2#elrs
	Emergency Location Report

	Triggered Location Reporting Service
	http://www.openmobilealliance.org/schema/mlp/3.2#tlrs
	Triggered Location Reporting Request

	
	
	Triggered Location Reporting Answer

	
	
	Triggered Location Report

	
	
	Triggered Location Reporting Stop Request

	
	
	Triggered Location Reporting Stop Answer

	General Error Message
	http://www.openmobilealliance.org/schema/mlp/3.2/gem
	

	HTTP Mapping
	http://www.openmobilealliance.org/schema/mlp/3.2/http
	Service Initiation

	
	
	Service Result


Sample implementations of all of these namespaces are provided in the attachments.

· Extension Mechanism

The existing extension mechanism is removed in favour of namespaces.  Note that there is no difference between message and parameter extension.

The design principles that have been applied, which are consistent with those in MLP Section 5.1.3, are:

· Separate XSD documents are used for definitions that are common to all messages, e.g. client address and shapes, so they can be reused (this is important for RLP).  This is less important for purposes of extending Schema based definitions, however it assists maintenance.
· The message extension mechanism (applicable to the HTTP mapping only) requires that the extending message is a single element from a vendor-specific namespace.

· The parameter extension mechanism requires that the extending parameters are from a vendor-specific namespace.  Specific extension points have been defined for each message type.
· Extensions SHOULD use a consistent, vendor-specific namespace prefix so that XML parsers without namespace support can uniquely identify extension elements and attributes.

A Location Server MAY parse and enforce validity on unknown extensions, but it SHOULD ignore anything that it does not recognise.

The example where an extension defines an entirely new message type can be changed to the following:

<?xml version="1.0" ?>

<svc_init xmlns="http://www.openmobilealliance.org/schema/mlp/3.2#http"

          ver="3.2.0">


  <hdr ver="3.2.0">

    ...

  </hdr>

  <truckco:message xmlns:truckco="http://www.truckco.com/MLP/message"

                   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

                   xsi:schemaLocation="http://www.truckco.com/MLP/message

                       http://www.truckco.com/MLP/message.xsd"

           ver="x.y.z">

    <truckco:data>

      ...


    </truckco:data>

  </truckco:message>

</svc_init>

XML Schema Instance attributes may be used to identify the location of the XML Schema definition for the extension where that is considered appropriate.  Similar to the way that a DTD may be assumed to be shared, the location of the schema does not need to be specified in most instances; it may be assumed that both parties have access to the XSD.

The following schema replaces the original message extension DTD:

<?xml version="1.0"?>

<xsd:schema xmlns:xsd="http://www.w3.org/2001/XMLSchema"

            targetNamespace="http://www.truckco.com/MLP/message"

            xmlns="http://www.truckco.com/MLP/message">

  <xsd:element name="message">

    <xsd:complexType>

      <xsd:complexContent>

        <xsd:restriction base="xsd:anyType">

          <xsd:sequence>

            <xsd:element ref="data"/>

          </xsd:sequence>

          <xsd:attribute name="ver" type="xsd:string" fixed="x.y.z"/>

        </xsd:restriction>

      </xsd:complexContent>

    </xsd:complexType>

  </xsd:element>

  <xsd:element name="data" type="xsd:string"/>

</xsd:schema>

The example of extension that includes new parameters looks like this:

<?xml version="1.0" ?>

<svc_init xmlns="http://www.openmobilealliance.org/schema/mlp/3.2#http"

          ver="3.2.0">

  <hdr ver="3.2.0">

    ...

  </hdr>

  <slir xmlns="http://www.openmobilealliance.org/schema/mlp/3.2#slis"

        ver="3.2.0" res_type="SYNC">


    ...

    <truckco:extension xmlns:truckco="http://www.truckco.com/MLP/param"

                       xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

                       xsi:schemaLocation="http://www.truckco.com/MLP/param

                                           http://www.truckco.com/MLP/param.xsd">

      <truckco:truck_no>KLM4583</truckco:truck_no>

      <truckco:codeword type="short">6547</truckco:codeword>

    </truckco:extension>

  </slir>

</svc_init>

Note that the “codeword” parameter does not need to be prefixed with any vendor-specific prefix. XML Namespaces ensure that the “truckco” version of “codeword” is not confused for the MLP “codeword”.

The schema for this extension might look like this, note the additional restriction on the format of truck_no:

<?xml version="1.0"?>

<xsd:schema xmlns:xsd="http://www.w3.org/2001/XMLSchema"

            targetNamespace="http://www.truckco.com/MLP/param"

            xmlns="http://www.truckco.com/MLP/param">

  <xsd:element name="extension">

    <xsd:complexType>

      <xsd:complexContent>

        <xsd:restriction base="xsd:anyType">

          <xsd:sequence>

            <xsd:element ref="no"/>

            <xsd:element ref="codeword"/>

          </xsd:sequence>

        </xsd:restriction>

      </xsd:complexContent>

    </xsd:complexType>

  </xsd:element>

  <xsd:element name="truck_no">

    <xsd:complexType>

      <xsd:simpleContent>

        <xsd:restriction base="xsd:string">

          <xsd:pattern value="[A-Z]{3}[0-9]{4}"/>

        </xsd:restriction>

      </xsd:simpleContent>

    </xsd:complexType>

  </xsd:element>

  <xsd:element name="codeword">

    <xsd:complexType>

      <xsd:simpleContent>

        <xsd:restriction base="xsd:string">

          <xsd:attribute name="type" use="required">

            <xsd:simpleType>

              <xsd:restriction base="xsd:string">

                <xsd:enumeration value="long"/>

                <xsd:enumeration value="short"/>

              </xsd:restriction>

            </xsd:simpleType>

          </xsd:attribute>

        </xsd:restriction>

      </xsd:simpleContent>

    </xsd:complexType>

  </xsd:element>

</xsd:schema>

· Comparison with DTD-based messages
DTD based definition:

<?xml version="1.0"?>

<!DOCTYPE svc_init SYSTEM "MLP_SVC_INIT_310.DTD">

<svc_init ver="3.2.0">

  <hdr ver="3.2.0">

    <client>

      <id>theasp</id>

      <pwd>thepwd</pwd>

      <serviceid>0005</serviceid>

      <requestmode type="PASSIVE"/>

    </client>

    <subclient last_client="YES">

      <id>thelastasp</id>

      <serviceid>0007</serviceid>

    </subclient>

    <requestor>

      <id>theoriginalasp</id>

      <serviceid>0003</serviceid>

    </requestor>

  </hdr>

  <slir ver="3.2.0" res_type="SYNC">

    <msids>

      <msid type="IPV4">93.10.0.250</msid>

      <msid_range>

        <start_msid>

          <msid>461018765710</msid>

        </start_msid>

        <stop_msid>

          <msid>461018765712</msid>

        </stop_msid>

      </msid_range>

      <msid type="ASID">441728922342</msid>

      <msid_range>

        <start_msid>

          <msid>461018765720</msid>

        </start_msid>

        <stop_msid>

          <msid>461018765728</msid>

        </stop_msid>

      </msid_range>

    </msids>

    <eqop>

      <resp_req type="LOW_DELAY"/>

      <hor_acc>1000</hor_acc>

    </eqop>

    <geo_info>

      <CoordinateReferenceSystem>

        <Identifier>

          <code>4004</code>

          <codeSpace>EPSG</codeSpace>

          <edition>6.1</edition>

        </Identifier>

      </CoordinateReferenceSystem>

    </geo_info>

    <loc_type type="CURRENT_OR_LAST"/>

    <prio type="HIGH"/>

  </slir>

</svc_init>

XML Schema based definition:

<?xml version="1.0"?>

<!DOCTYPE svc_init SYSTEM "MLP_SVC_INIT_310.DTD">

<svc_init xmlns="http://www.openmobilealliance.org/schema/mlp/3.2/http"


          ver="3.2.0">

  <hdr ver="3.2.0">

    <client>

      <id>theasp</id>

      <pwd>thepwd</pwd>

      <serviceid>0005</serviceid>

      <requestmode type="PASSIVE"/>

    </client>

    <subclient last_client="YES">

      <id>thelastasp</id>

      <serviceid>0007</serviceid>

    </subclient>

    <requestor>

      <id>theoriginalasp</id>

      <serviceid>0003</serviceid>

    </requestor>

  </hdr>

  <slir xmlns="http://www.openmobilealliance.org/schema/mlp/3.2#slis"
        ver="3.2.0" res_type="SYNC">

    <msids>

      <msid type="IPV4">93.10.0.250</msid>

      <msid_range>

        <start_msid>

          <msid>461018765710</msid>

        </start_msid>

        <stop_msid>

          <msid>461018765712</msid>

        </stop_msid>

      </msid_range>

      <msid type="ASID">441728922342</msid>

      <msid_range>

        <start_msid>

          <msid>461018765720</msid>

        </start_msid>

        <stop_msid>

          <msid>461018765728</msid>

        </stop_msid>

      </msid_range>

    </msids>

    <eqop>

      <resp_req type="LOW_DELAY"/>

      <hor_acc>1000</hor_acc>

    </eqop>

    <geo_info>

      <CoordinateReferenceSystem>

        <Identifier>

          <code>4004</code>

          <codeSpace>EPSG</codeSpace>

          <edition>6.1</edition>

        </Identifier>

      </CoordinateReferenceSystem>

    </geo_info>

    <loc_type type="CURRENT_OR_LAST"/>

    <prio type="HIGH"/>

  </slir>

</svc_init>
Note that the only differences between these messages is the absence of a <!DOCTYPE…> declaration and two xmlns attributes in the second message.  Note that the <!DOCTYPE…> declaration may be removed from the XML Schema based example.

· A Note on DTDs and Validation

One constraint added by the current specification is that a document is valid.  With the addition of XML Schema and Namespaces validating XML 1.0 parsers cannot validate a document unless certain constraints are followed (see <http://www.rpbourret.com/xml/NamespacesFAQ.htm#q7_6> for details).  This approach is not recommended, instead a validating parser that is aware of XML Namespaces and Schema is preferred; there are a number of these freely available, such as Apache Xerces <http://xml.apache.org/>, MS XML <http://msdn.microsoft.com/xml/> or the W3C XSV <http://www.w3.org/2001/03/webdata/xsv>.  This approach implies that the “<!DOCTYPE…>” declaration at the top of requests may be removed in favour of the “xmlns” attribute as shown in the following GEM message:

<?xml version="1.0"?>

<gem xmlns="http://www.openmobilealliance.org/schema/mlp/3.2/gem">

  <result resid="0">OK</result>


  <add_info>The result was OK.</add_info>

</gem>

A validating XML 1.0 parser should be able to interpret this document without any changes.  Validation may occur based on an internally maintained DTD rather than based on the DTD indicated in a DOCTYPE declaration.  For backward compatibility, the “<!DOCTYPE…>” header MAY be retained.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is requested that the Working Group consider the conversion of the MLP and RLP specifications to use XML Schema and Namespaces.
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