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1 Reason for Contribution

Feasible realization of emergency call over SUPL is discussed.
2 Summary of Contribution

Feasible realization of emergency call over SUPL is discussed.
3 Detailed Proposal

 This section discusses the realization of IMS emergency call with SUPL. Section 3.1 briefly introduces the current architecture of IMS emergency call and related flows defined in 3GPP community. Section 3.2 proposes the architectural changes to implement IMS emergency call over user plane. 

3.1 IMS Emergency Call over GPRS

In 3GPP, a WI on IMS emergency call has been discussed. 3GPP has defined the emergency session procedure between PSAP and UE based on IMS architecture. In order to provide the location information of a UE to a PSAP, the procedure of handling of emergency location information was also defined. At any time after detecting an emergency situation, SGSN may initiate Packet Switched Network Induced Location Request (PS-NI-LR) procedure in GPRS bearer case. Below figure is high-level architectural diagram for IMS emergency call in 3GPP.

The red line denotes the path of IMS emergency call set-up and the blue line depicts the path related to positioning itself.

[image: image1.jpg]bSAP

S-CSCF

SN

I

LIS

GMLC

P-CYCF

" GPRS Core





Figure 1. IMS Emergency Call Architecture

 Following procedures are excerpts from 3GPP texts regarding IMS emergency call. 

3.2.1 Procedure for IMS emergency session establishment 

If a visited network can support PS emergency service, the emergency session should be setup in the visited network whether or not UE is registered in IMS in the home network. 

The Proxy-Call Session Control Function (P-CSCF) in the visited or home network is the IMS network entity, which always detects an emergency session. The UE is informed about the P-CSCF address in the visited network when activating a PDP context for emergency use. The P-CSCF in the visited network should route the corresponding request to an Serving-CSCF (S-CSCF) in the visited network, which is able to handle emergency sessions. The P-CSCF checks whether an anonymous emergency session request, e.g. in the UICC-less case, is allowed. If such a request is allowed, no security association between UE and P-CSCF is established and the request is forwarded to an appropriate S-CSCF.

The S-CSCF shall route the emergency request directly to a PSAP or Breakout Gateway Control Function (BGCF) based on location information provided by the UE and additionally other information such as type of emergency service in the request. If the request is destined for a BGCF, the S-CSCF shall translate the received SIP-URI or Tel-URL based on location information and additionally other information such as type of emergency service into a number, which is routable in the PSTN or CS domain
The following flow contains a high level description of the emergency service procedures performed when the UE can detect the emergency session is being requested.
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Figure 1: Terminal Detected Emergency Calls

The following steps are performed:

1.
The UE detects the request for the establishment of an emergency session.

2.
In the case that the UE has insufficient resources or capabilities to establish an emergency call due to other ongoing sessions then the UE should terminate the ongoing communication and release reserved bearer resources.  In the case of GPRS this implies e.g. to release a PDP context.

3.
In the case that bearer registration is required and has not been performed, the UE shall perform bearer registration to the IP-CAN.  In the case of GPRS, the bearer registration is the PS-attach procedure.  If the UE is already registered or attached to the IP-CAN, then the bearer registration procedures are not required to be performed.
Depending on the IP-CAN, the UE may be assigned an IP address at this stage.

4.
In the case that bearer resources for the transport of the IMS related signalling are required to be reserved in the IP-CAN, the UE shall reserve the resources in the IP-CAN. The UE shall provide an indication that this is for an emergency service.
In the case of a GPRS network, the bearer resource request procedure is the PDP context Activation Procedure, and a globally dedicated emergency APN is used as indication for an emergency request.
If the IP-CAN does not provide an IP address to the UE in step 3, then the IP-CAN shall allocate an IP address to the UE during the bearer resource request procedures.

5.
UE performs a P-CSCF discovery procedure, where the UE discovers a P-CSCF in the local network suitable for use in emergency sessions.

6.
If the UE is equipped with an UICC, it shall initiate an IMS registration by providing the IP address obtained at step 3 or step 4 to the P-CSCF selected at step 5. The IP address used for signalling purposes is allocated in association with step 3 or step 4.  The IMS registration request shall include an indication that this is for emergency services. This indication may be used to route calls coming from the PSAP to the contact address registered during the emergency registration procedure. Not to disturb established services the UE shall use a special emergency public user identifier in the emergency registration request.

Note:
The special emergency public user identifier is different from the emergency indication used in the IMS emergency registration request and IMS emergency session establishment request.

When the network receives an IMS registration request with an emergency service indication the network should ignore roaming restrictions.

The P-CSCF forwards the registration request to an appropriate emergency S-CSCF in the serving network. This S-CSCF forwards the registration request further on to the user’s home network. Emergency registration requests are processed like any other registration requests. After successful registration the UE establishes a security association with the P-CSCF to provide for integrity protection between UE and P-CSCF.

If the UE is not equipped with an UICC, it shall not initiate an IMS registration request, but instead immediately establish an emergency session towards the P-CSCF as described in step 7. 
7.
The UE shall initiate the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication.

-
If the UE is equipped with an UICC, it shall send an IMS session establishment request to the P-CSCF containing an indication that this is for an emergency session establishment.

-
If the UE is not equipped with an UICC, it shall send an emergency session establishment request to the P-CSCF without prior registration. In this request the UE shall indicate that this request is coming from an anonymous user. When the P-CSCF receives an emergency session establishment request with an “anyonymous user” indication it shall check whether anonymous emergency sessions are allowed (e.g. UICC-less emergency sessions). In the case that anonymous emergency sessions are not allowed, and the ”anonymous user” indication is present, the P-CSCF shall reject the session establishment request with sufficient information to inform the UE that the application level registration will not succeed. Otherwise the request is forwarded to an appropriate emergency S-CSCF although no security association between UE and P-CSCF is established.

-

Upon the reception of the emergency session initiation request, the S-CSCF shall route the signalling towards the emergency centre or the PSAP. The S-CSCF shall also route anonymous session establishment requests when the UE is not registered in the IMS.
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the S-CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the S-CSCF shall forward the signalling to a MGCF (maybe via a BGCF). The MGCF will insert any available location information in the PSTN/CS signalling (this may require an additional location request enquiry).

Whether the procedures are activated individually by the UE or some of them are performed automatically depends on the implementation of the terminal and on the UE’s configuration. For instance, the multimedia application in the UE could start the application level registration and steps 2-4 would have to be executed in response to support the operation initiated by the application. Interaction with the UE may happen during these steps.
3.2.2  GPRS Considerations

In GPRS, before IMS emergency session establishment, the UE performs an emergency attach if the UE is not attached to the network. The UE indicates the emergency attach by including an emergency indication to the Attach Request message. The network applies special treatment in case of the emergency attach procedure. After a successful emergency attach, only PDP context requests for emergency use shall be accepted by the SGSN. It is assumed that an already GPRS attached UE does not detach and re-attach for emergency services. If the UE is not equipped with an UICC, the UE performs the Emergency Attach using the IMEI or a simulated IMSI. In this case the SGSN checks whether such an anonymous Emergency Attach is allowed. If this is not allowed, the Emergency Attach is rejected.

At GPRS level the mechanisms for establishing a bearer for emergency use should not differ much from the normal GPRS bearer establishment currently specified by 3GPP. In fact there is only a need for the network to be able to detect the emergency use and to be able to give special treatment to these bearers.

As a minimum emergency sessions and bearers for them should not be dropped, so emergency bearers may require enhanced QoS, e.g. higher priority than subscription based priority.

The UE establishes a bearer for emergency use by including the globally dedicated emergency APN during PDP context activation. PDP context modification and PDP context deactivation procedures are not affected.
3.2.3 Emergency location information and LCS functions

The S-CSCF routes the emergency request to the PSAP that corresponds to the current location of the UE. The S-CSCF forwards the SIP request containing the UE’s location information to the PSAP. 
In order to provide LCS information of a UE to an emergency centre or PSAP, the following procedure related to LCS may be used for emergency service.

At any time after detecting an emergency situation (i.e., after emergency Attach, Service Request for emergency, PDP context activation towards emergency APN and so on), SGSN may initiate Packet Switched Network Induced Location Request (PS-NI-LR) procedure.
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Figure 4.3: Positioning for a PS-NI-LR Emergency Service Session

1)
After having detected an emergency situation, i.e. after emergency Attach, Service Request for emergency, PDP context activation towards emergency APN or SRNS relocation or RAU towards a new SGSN, the SGSN sends a Location Request message to the RAN. This message indicates the type of location information requested and requested QoS.

2)
If the requested location information and the location accuracy within the QoS can be satisfied based on parameters received from the SGSN and the parameters obtained by the RAN e.g. cell coverage and timing information (i.e. RTT or TA), the RAN may send a Location Report immediately. Otherwise, the RAN determines the positioning method and instigates the particular message sequence for this method. If the position method returns position measurements, the RAN uses them to compute a location estimate. If there has been a failure to obtain position measurements, the RAN may use the current cell information and, if available, RTT or TA value to derive an approximate location estimate. If an already computed location estimate is returned for an UE based position method, the RAN may verify consistency with the current cell and, if available, RTT or TA value. If the location estimate so obtained does not satisfy the requested accuracy and sufficient response time still remains, the RAN may instigate a further location attempt using the same or a different position method. If a vertical location co-ordinate is requested but the RAN can only obtain horizontal co-ordinates, these may be returned.

3)
When a location estimate best satisfying the requested QoS has been obtained, the RAN returns a Location Report to the SGSN with an indication whether the obtained location estimate satisfies the requested accuracy or not. This message carries the location estimate that was obtained. If a location estimate was not successfully obtained, a failure cause is included in the Location Report.

4)
The SGSN determines the appropriate GMLC and emergency services client based on the received location estimate, SAI or cell identity. The SGSN shall send a MAP Subscriber Location Report to the GMLC carrying the MSISDN of the UE, the identity of the emergency services LCS client, the event causing the location estimate (PS​-NI-LR), the location estimate and its age and the indication received from RAN whether the obtained location estimate satisfies the requested accuracy or not. The serving cell identity or SAI of the UE may be sent with the location information. The SGSN may record charging information.

5)
The GMLC shall acknowledge receipt of the location estimate provided that it serves the identified LCS client and the client is accessible. The GMLC shall store the location information for later retrieval by the emergency services LCS client.

6)
The GMLC may optionally forward the location information received in step 3 to the emergency services LCS client immediately. The GMLC may record charging information. The client is expected to obtain the location information by requesting it from the GMLC. The information about the positioning method used may be sent with the location information from the GMLC to the LCS client.

7)
At some later time, the emergency services session is released.

8)
The SGSN sends another Subscriber Location Report to the GMLC. This message may include the same parameters as before, except that there is no position estimate and an indication of emergency call termination is included.

9)
The GMLC acknowledges the SGSN notification and may then delete all information previously stored for the emergency call per national regulation.
3.2  IMS Emergency call over User Plane (with SUPL)

In this section we discuss feasible scenario and architecture to achieve IMS emergency call over user plane. Although the current 3GPP IMS emergency call architecture allows the handling of emergency location information in GPRS, that is the control plane solution and is very dependent on 3GPP architecture. During IMS emergency session establishment procedure, the location information of a UE should be obtained through a separate procedure. In turn, current IMS emergency call procedure and related location information handling procedure is not that generic for all IP transport. In that perspective, the user plane solution is very good candidate to realize the emergency calls in IMS architecture since SUPL allows all the IP transports naturally. 
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Figure 2. Proposed IMS Emergency Call Architecture with SUPL

3.2.1 IMS emergency call with SUPL

 Figure 2 depicts the proposed architecture to realize IMS emergency call over user plane. Please note that this architectural diagram allows any IP transport such as GPRS, WLAN and so on. The path for IMS emergency call setup is highlighted with red line. The blue line depicts the path related to positioning itself over user plane, which is SUPL. This IMS emergency call setup path includes SIP signalling between entities of IMS architecture such as P-CSCF and S-CSCF. The gateway functionalities to interconnect IMS entities and CS entities are omitted for simplicity. 

The new interface introduced is one between the S-CSCF and the SLP. To initiate SUPL procedure inside of IMS emergency call setup procedure, the interaction between S-CSCF and the SLP is necessary. The protocol will be used that interface would be based on SIP or RLP. The special SLP would be designated for emergency call handling. The general call flow can be described as follows:
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A. The SET detects the request for the establishment of an emergency session. It will either attach itself to Packet Data Network such as GRPS, WLAN, I-WLAN and so on. The SET performs a P-CSCF discovery procedure, where the SET discovers a P-CSCF in the local network suitable for use in emergency sessions.
B. If the UE is equipped with an UICC, it shall initiate an IMS registration by providing the IP address obtained at step A to the P-CSCF selected. The IMS registration request shall include an indication that this is for emergency services. This indication may be used to route calls coming from the PSAP to the contact address registered during the emergency registration procedure. 

The P-CSCF forwards the registration request to an appropriate emergency S-CSCF in the serving network. 
C. The initial location information will be obtained from the AN, if available, such as cell-id. If needed the SET initiates the positioning procedure based on SUPL.

D. The SET initiates the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication between the SET and the SLP with SIP INVITE via the P-CSCF and the S-CSCF.  The initial location information obtained at step C will be carried in the SIP INVITE message if available.

E. If the initial location information is not enough to determine the appropriate PSAP or the initial location was not available at step D, the SLP will initiate the SUPL procedure. The SLP will send SUPL INIT message (using one of SIP messages) to the S-CSCF. The positioning session will be performed if needed based on the positioning mode.

F. The S-CSCF or the SLP will forward the SIP INVITE message to the PSAP to establish the IMS emergency call session and to send the positioning result to the PSAP. 

(F-1) If the S-CSCF forwards the SIP INVITE message to the PSAP, before that, the SLP will deliver the positioning result to the S-CSCF and the S-CSCF should determine the appropriate PSAP. 
(F-2) If the SLP routes the signalling towards the PSAP, the SLP should look up the correct PSAP.

G. Remaining IMS Emergency call flows are proceeded between the SET and the PSAP via the P-CSCF and the S-CSCF. 

Note: During IMS emergency call session after step G, further SUPL session can be occurred if PSAP needs the updated location information of the target SET. 

4 Intellectual Property Rights
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5 Recommendation

To discuss the realization of emergency calls in SUPL
� EMBED Word.Picture.8  ���











NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 8)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20050101-I]

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 8 (of 8)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20050101-I]

_1177392934.doc
		


		DOCUMENTTYPE

		

		1 (1)



		

		

		

		



		TypeUnitOrDepartmentHere

		

		

		



		TypeYourNameHere

		TypeDateHere

		

		









7. Emergency session is released







 8. Subscriber LCS Report







 9. Subscriber LCS Report ACK







     positioning methods







 2. Messages for individual







 6. Location Information







 5. Subscriber LCS Report ACK







LCS Client







 4. Subscriber LCS Report







 3. Location Report







 1. Location Request







GMLC







HSS







HLR/







UE







RAN







SGSN











_935227290.doc







_1194778721.vsd
UE / SET�

P-CSCF�

PSAP / EC�

�

S-CSCF�

Data connection setup�

IMS Registration�

B�

C�

D�

E�

F�

G�

A�

V-SLP�

�

IMS Emergency Session Setup�

SUPL Session �

IMS Emergency Session Setup �

Remaining IMS Emergency Session Handling�

Initial Location�

AN�

�


_1175325750.doc


UE







IP







-







CAN







IMS







Emergency Center







3. Bearer Registration







4. Bearer Resource Request







5. P







-







CSCF Discovery







6. IMS Registration







7. Establish Emergency Session (and Bearer Resources)







1. Detect Emegency       







sesssion request







2. Terminate any ongoing communication











IP







-







CAN







IMS







Emergency Center or PSAP







3. Bearer Registration







4. Bearer Resource Request







5. P







-







CSCF Discovery







6. IMS Registration







7. Establish Emergency Session (and Bearer Resources)







1. Detect Emergency       







sesssion request







2. UE capability and resource validation












