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1. Scope
(Informative)

<< Briefly describe the scope of this document – how it presents the architecture of this particular enabler.  Include an explanation of how this architecture relates to Open Mobile Alliance activity.  If it adds clarity, also describe what is not in the scope of this architecture.  DELETE THIS COMMENT >>

2. References

The policy and guidelines for references, particularly to material from other organizations, is available at http://member.openmobilealliance.org/ftp/tp/gen_info/Reference.shtml, the following is a brief summary:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for reference use in documents that will be approved with or after a referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”, Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[OSE]
	“OMA Service Environment”
URL: http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	[SUPL RD]
	“Secure User Plane Requirements v2.0”, Open Mobile Alliance(, OMA-RD-SUPL-V2_0. URL: http://www.openmobilealliance.org/

	[OMA ULP]
	“UserPlane Location Protocol v2.0”, Open Mobile Alliance(, OMA-TS-SUPL-V2_0, URL: http://www.openmobilealliance.org/

	[3GPP2 C.S0022-A]
	3GPP2 C.S0022-A v1.0: “Position Determination Service Standard for Dual Mode Spread Spectrum Systems” March 2004

URL: www.3gpp2.org

	[3GPP2 C.S0022-0]
	3GPP2 C.S0022-0 v3.0, Position Determination Service for cdma2000 Spread Spectrum Systems; April 2001

	[3GPP RRLP]
	3GPP TS 44.031, “Location Services (LCS); Mobile Station (MS) – Serving Mobile Location Centre (SMLC) Radio Resource LCS Protocol (RRLP)”, V5.12.0 (2005-01)

URL: http://www.3gpp.org/

	[3GPP RRC]
	3GPP TS 25.331, “Radio Resource Control (RRC) Protocol Specification”.

URL: http://www.3gpp.org/

	
	


2.2 Informative References

	
	

	
	

	
	

	[OMA AD]
	"Inventory of Architectures and Services", Open Mobile Alliance, OMA-Inventory-of-Architectures-and-Services-V1_0, 

URL: http://www.openmobilealliance.org/


	
	<< Add/Remove reference rows as needed! >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<The Architecture Document is assumed to contain normative material and is expected to use the previous two paragraphs, if not (is it really an AD?), replace it with the following paragraph.  DELETE THIS COMMENT >>

This is an informative document, which is not intended to provide testable requirements to implementations.

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  Delete all definitions that are not used in the document.
DELETE THIS COMMENT >>

	Interface
	See [ REF ref_OMADICT \h 
].

	
	


3.3 Abbreviations

<< Add abbreviations as needed to the following table.  DELETE THIS COMMENT >>

	OMA
	Open Mobile Alliance

	xxx
	xxx

	
	


4. Introduction
(Informative)

<< Describe the high level architecture in greater detail than provided in section 1.  From a market perspective, this section should answer the following questions (in prose):

What is the purpose of this architecture?

What problems does this architecture solve?

DELETE THIS COMMENT >>

4.1 Planned Phases

<< Specify where this architecture is within the projected phases (e.g. phase 1.0, phase 2.0, etc.).  If the current phase is greater than phase 1.0, briefly describe how this version of the architecture differs from the previous version.  It may be appropriate to include a separate sub-section for the various phases. 

If no additional phases are planned beyond this architecture then state so.

DELETE THIS COMMENT >>

4.2 Security Considerations

<<Describe possible security considerations that may arise due to the architecture proposed. Particularly please consider the following issues:

Does the AD introduce any functionality that may require a review by the Security Group?

Does the AD define or make use of any security features? (e.g. Authentication, Encryption, etc). If so please list potential security threats that lead to the introduction of these security features.  Please reference the relevant security sections

Is any security functionality needed by the enabler and considered outside the scope of the AD? If this is the case please state in this section. 

DELETE THIS COMMENT >>

5. Architectural Model

<< This section defines the enabler’s architectural model.  The model identifies: a) all internal functional components of this enabler, and b) all of the communication relationships between the components of this enabler and with other enablers and applications (including those specifications not defined by OMA).

This section SHOULD contain a diagram of the architecture.  Diagrams in this section should contain logical entities only and not conflate logical entities with physical entities.  However, mobile terminals and networks may be shown because of their potential relevance in the design of the architecture.  Figure 1 is an illustrative example of an architectural diagram and should be modified to reflect this architecture.

Working Groups SHOULD re-use functions specified by other enablers.  Working Groups should consult other Architecture Documents and Specifications to identify any of this architecture’s functionality (e.g. its systems, subsystems, interfaces, etc) that is already specified. 

This section MAY include an explanation and/or diagram to show how this architecture relates to the various views (i.e. the reference point view) defined in  “Inventory of Architectures and Services”.  This diagram and explanation, however, are optional.  

DELETE THIS COMMENT >>

5.1 Dependencies

<< This section MUST enumerate all of the dependencies this architecture has.  Dependencies in this context include other enablers, specifications, etc. this enabler calls (i.e. re-uses).  Each dependency MUST include a reference to the document(s) that specifies the depdency.  All of these references MUST also be included in Section 2.1.

The enumeration would be along the lines of a list with entries such as

    - IMAP binary extension [RFC3516]
where the reference (e.g. RFC3516 in this example) would link to the fully qualifed reference in section 2.1 table.

If this architecture has no dependencies, then this section only needs to contain a statement as such.

DELETE THIS COMMENT >>

.

5.2 Architectural Diagram



This section identifies the SUPL network architecture model, comprised of the User Plane location services related network entities and associated reference points.

A network entity (i.e system and subsystem) represents a group of functions, and not necessarily a physical device. The physical realization is an implementation decision: a manufacturer may choose any physical implementation of network entities, either individually or in combination, as long as the implementation meets the functional requirements.

A reference point is a conceptual demarcation of two groups of functions.  It is not necessarily a physical interface. A reference point only becomes one or several physical interfaces when the network entities on each of its sides are contained in different physical devices.  One or more protocols may be defined for the instantiation of an interface. As the Lup reference point is instantiated by one interface, we use both terms in this document. The corresponding protocol is defined in the detailed technical specification [OMA ULP]. 

In generic environments, the required SUPL components are the SET and the network component SLP containing the SLC and SPC systems. The SET communicates with the network over the Lup interface.

In MNO environments, several entities and their interfaces may also be needed as illustrated in the figure in this section. 

The detailed functions and definitions of the components defined in this figure are explained in Section 6.5, 6.8 and 6.9 and in the SUPL TS [OMA ULP].
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Figure 1:  SUPL Architecture
5.2.1 Communication Mechanisms and Interfaces Covered by Lup
The protocols involved in WAP Push are PAP (Push Access Protocol) for conveying location request notification from the SLP to the PPG (Push Proxy Gateway), and POTAP (Push Over-The-Air Protocol) for conveying such notification from the PPG to the SET.  SMS delivery of notification is another option, and can be initiated either by SMS Trigger from the SLP, or by WAP notification.  Protocol interfaces for SMS delivery are not specified in the diagram, since the interface between SLP and SMSC/MC is proprietary (e.g., SMPP) and is not defined by 3GPP/3GPP2.  The communication path from SMSC/MC to the SET is outside the scope of this document. In proxy-mode the SUPL application message exchange for service management and positioning determination occurs between the SLP and the SET. In non-proxy-mode the service management related message exchange occurs between the SLC and the SET, where the positioning determination related message exchange occurs between the SPC and the SET.
5.2.2 SUPL and OMA Architecture models
This section provides an informative mapping of the SUPL architecture as it relates to the OMA Architecture defined in [OMA AD].

· The SUPL SLP is contained within the OMA Architecture [OMA AD] node called “Location Server”. 

· The SUPL SET is contained within the OMA Architecture [OMA AD] node called “End User Device”.

· The MLS Application/SUPL Agent corresponds to the OMA AD node “Location Based Application.” contained within “Requesting Applications”. 

· The SUPL Le/L1 reference point refers to the OMA Architecture [OMA AD] reference point L-1.

· The SUPL architecture provides two alternatives for implementing the SUPL Initiation Function (SIF). 

· The SUPL Initiation Function using a WAP PPG refers to the P-1/P-1s per OMA Architecture [OMA AD].  Reference point P-2/P-2s of the OMA AD is situated between the WAP PPG and the SET.
· The SUPL Initiation Function using the SMS related Core and Access Network support has no direct mapping to the OMA Architecture [OMA AD].
5.2.3 SUPL System and Subsystem Descriptions
5.2.3.1 SUPL Location Platform
The SUPL Location Platform (SLP) consists of an SUPL Location Center (SLC) and SUPL Positioning Center (SPC). The SLC and SPC may be integrated into a single system. The Lup interface is used between the SLP and the SET. The Lup interface is used to deliver messages for SUPL Service Management and SUPL Positioning Determination.

It may also be possible to separate the SLC and SPC functionality into separate systems within the SLP.
There are two different communication modes between SET and SLP: 

· Proxy Mode: The SPC system will not have direct communication with the SET. In this environment the SLC system will act as a proxy between the SET and the SPC.

· Non-Proxy Mode: The SPC system will have direct communication with the SET

The Lup interface is used between the SLP and SET. The Lup carries two types of messaging:
· Messaging destined to the SLC system within the SLP – Lup Service Management Messages
· Messaging destined to the SPC system within the SLP – Lup Positioning Determination Messages
5.2.3.1.1 SUPL Location Center (SLC)
The SLC system coordinates the operations of SUPL in the network and performs the following functions as it interacts with the SUPL Enabled Terminal (SET) over User Plane bearer:

· SUPL Privacy Function (SPF)

· SUPL Initiation Function (SIF)

· SUPL Security Function (SSF)

· SUPL Roaming Support Function (SRSF)

· SUPL Charging Function (SCF)

· SUPL Service Management Function (SSMF)
· SUPL Positioning Calculation Function (SPCF) 
· The SLC may perform the translation of a location identifier to a geographic location expressed in latitude and longitude data. This location may meet the requested QoP of the SUPL Agent. In MNO environments this is often referred to as Cell-ID location.
5.2.3.1.2 SUPL Positioning Center (SPC)
The SPC supports the following functions:

· SUPL Security Function (SSF)
· SUPL Assistance Delivery Function (SADF)

· SUPL Reference Retrieval Function (SRRF)
· SUPL Positioning Calculation Function (SPCF)

5.2.3.2 SUPL Enabled Terminal (SET)
The SET supports the procedures defined in SUPL as it interacts with the network over the User Plane bearer. The SET may support one or more of the following functions depending on its capabilities and the SUPL Provider’s business rules:

· SUPL Privacy Function (SPF)

· SUPL Security Function (SSF)

· SUPL SET Provisioning Function (SSPF)

The SET supports SET-based and/or SET-assisted positioning calculation. The SET may support the following functions:

· SUPL Positioning Calculation Function (SPCF)

· SUPL Assistance Delivery Function (SADF)

There is overlap between functionalities of SLC/SPC and SET.
5.3 Functional Components and Interfaces

<< This section describes all of the architecture’s functional components and interfaces. Each of the components should be described in a separate subsection and MUST contain at least the following information:

Name

Description

Responsibility (e.g. what does the component do/perform)

Each component SHOULD have at least one interface that can be used by some other functional component, enabler, application, etc.

All of the interfaces should be described in this section.  The interfaces MUST be described in a language-independent way as required by [ REF ref_ARCHPRINC \h 
].

Each interface description MUST include at least the following information:

Name

Description

Entities in this enabler that will use the interface 

Interface naming convention: The name of an interface consists of one, two, or three characters, followed by a dash, followed by a running number (starting at “1” and counting upwards in steps of 1 for each new interface).  Each work group decides about the character(s) for their interfaces as long as there is no duplication with already existing names (work groups can consult ARCH to confirm).  Interface names should be chosen in an intuitive way to allow easy recognition of the interface (e.g. based on what functionality is communicated over the interface).  Some examples are:

     B-1
B stands for “Browsing”

     POC-5
POC stands for “Push to Talk over Cellular”

     MMS-7
MMS stands for “Multimedia Messaging”

DELETE THIS COMMENT >>

5.3.1 SUPL Location Services Functional Group
This section identifies and describes the logical functional entities within the SUPL location services functional group. The purpose of this section is to ensure that all possible functions are identified which are required to enable a SUPL service.
5.3.1.1 SUPL Privacy Function (SPF)
The SUPL Privacy Function is the function of ensuring the privacy of a SET User is honored. The following must be considered: 

· Adhere to the target SET User privacy setting regardless of Network Initiated or SET Initiated services

· Adhere to notification and verification settings of the target SET User

· Allow for future emergency and lawful override regulations that may apply to the target SET User 

SUPL may use existing privacy nodes such as Privacy Profile Register (PPR) or Location Distribution Control (LDC) to implement the privacy function. Alternatively, the SPF may be implemented in the SET.
5.3.1.2 SUPL Initiation Function (SIF)
The SUPL Initiation function provides a mechanism for a SUPL network to start a transaction with a SET. The initiation function is of special importance in enabling SUPL Network Initiated Services. 

In case of a SUPL Network Initiated Service the SUPL network starts the SUPL transaction by using one of the following methods: 

· WAP Push Access Protocol (PAP)

· SMS directly in an MNO environment 

Depending upon SET capabilities the applicable SUPL Initiation method is applied by the SUPL network (determination of SET capabilities is out of scope of SUPL).

A SET SHALL support at least one of these SUPL Initiation methods.
5.3.1.3 SUPL Security Function (SSF)
The SUPL Security function enables the SUPL network to authenticate and authorize the SET and enables the SET to authenticate and authorize the SUPL network. This is important in safely enabling both Network Initiated and SET Initiated SUPL Service.

The SUPL Security function also provides confidentiality and data integrity.
5.3.1.4 SUPL Roaming Support Function (SRSF)
SUPL roaming occurs when a SET leaves the service area of its H-SLP.  The service area of an H-SLP includes the area within which the H-SLP can provide a position estimate for a SET or relevant assistance data to a SET without contacting other SLPs.  It should be noted that an H-SLP service area is not necessarily associated with the service area(s) of the underlying wireless network(s).  

There are variants of SUPL roaming which are summarised below:

· The H-SLP may request the V-SLP to provide an initial position estimate, e.g., based upon Location ID.

· The H-SLP may request the V-SLP to provide the Lup Positioning Determination and SPC functionality.

The decision of which variant is applied is implementation specific and out of the scope of this specification. For information purposes, the decision will depend upon such factors as:

(i) Roaming agreements between SUPL providers 

(ii) Location ID 

(iii) Cached information 

(iv) H-SLP/SET negotiation parameters such as positioning method. 

5.3.1.5 SUPL Charging Function (SCF)
The SUPL Charging Function (SCF) is responsible for charging activities within the SLP. This includes charging of MLS Application, SUPL Agents and SET Users.

The main task for SCF is to collect appropriate charging related data and data for accounting between SUPL providers. Additionally, SCF may authorise activities in SLP (e.g., assistance data and location delivery) based on assessment of available charging data. Further details of SCF are out of scope of SUPL.
5.3.1.6 SUPL Service Management Function (SSMF)
SUPL Service Management Function is the function of managing locations of SETs. This function stores, extracts, and modifies the location information of a target SET. During the execution of this function, the integration with charging, privacy, security, QoP functions SHALL be considered.

5.3.1.7 SUPL SET Provisioning Function (SSPF)
SUPL SET Provisioning Function is the function that manages the provisioning for the SET.  The SET SHALL be provisioned with the address of the Home SLP.  The provisioning of the Home SLP address in the SET MAY use OMA enablers to provision the SET.
5.3.2 SUPL Positioning Functional Group
This section identifies and describes the logical functional entities within the SUPL positioning services functional group.
5.3.2.1 SUPL Assistance Delivery Function (SADF)
The assistance data delivery function generates and delivers available assistance data, which is used for the measurement or the calculation of a SET position. The assistance data delivery may be based on a selected subset of GPS reference data retrieved from SRRF function, the capability of SET and network, and the approximate position information of the target SET.

Assistance data may consist of the elements defined in [3GPP RRLP], [3GPP RRC] or [3GPP2 C.S0022-A, 3GPP2 C.S0022-0].
5.3.2.2 SUPL Reference Retrieval Function (SRRF)
The reference data retrieval function is the function of retrieving GPS reference data from a GPS reference network. Reference data is needed to generate assistance data. The interface between this function and GPS reference network is out of the scope of this document.

5.3.2.3 SUPL Position Calculation Function (SPCF)
The position calculation function performs the function of calculating the position of a SET. One or more of the following positioning calculation modes may be supported by a SUPL service.  

· A-GPS SET assisted 

· A-GPS SET based 

· Autonomous GPS

· Enhanced Cell/sector

· AFLT

· EOTD

· OTDOA

· Location ID – SHALL be supported

· Perform translation of a location identifier to a geographic location expressed in latitude and longitude. In MNO environments this is often referred to as Cell-ID location.
5.3.3 SUPL Interface Definition
This section defines the interfaces identified in the SUPL architecture. The SUPL architecture identifies one new interface.
5.3.3.1 Lup
The function of the Lup reference point is logically separated into Location Service Management and Positioning Determination.
5.3.3.1.1 Service Management
TBD

5.3.3.1.2 Positioning Determination
TBD
5.4 Flows

<< The objective of this section is to describe the high-level logical flows between the architectural entities.

DELETE THIS COMMENT >>
5.4.1 SUPL Collaboration Network Initiated
TBD

5.4.2 SUPL Collaboration SET Initiated
TBD
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