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1 Reason for Change

The SUPL 1.0 security parameters have been changed for SUPL 2.0 and replaced with SPC_SET_Key and SPC_TID. That means that the old SUPL 1.0 security parameters: MAC, Key Identity, Key Identity 2, Key Identity 3, Key Identity 4, SPC Auth Key, SET Auth Key and SET Nonce can be retired from SUPL 2.0. However, for backwards compatibility, the security parameters used in SUPL 1.0 SUPL INIT (MAC and Key Identity) need to remain as empty placeholders. Except for MAC and Key Identity, this CR deletes the superfluous SUPL 1.0 security parameters from TS ULP.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR and change TS ULP document accordingly.
6 Detailed Change Proposal
9.16
MAC
	Parameter
	Presence
	Value/Description

	MAC
	-
	Not used in SUPL 2.0 but empty placeholder remains for SUPL 1.0 backwards compatibility (needed so that a SUPL 2.0 SET can still decode a SUPL 1.0 SUPL INIT message).


Table 44: MAC Parameter
9.17
Key Identity

	Parameter
	Presence
	Value/Description

	Key Identity
	-
	Not used in SUPL 2.0 but empty placeholder remains for SUPL 1.0 backwards compatibility (needed so that a SUPL 2.0 SET can still decode a SUPL 1.0 SUPL INIT message).


Table 45: Key Identity Parameter
Delete sections 9.18 to 9.22 and 9.24
8.2.1
SUPL INIT

SUPL INIT is the initial message from the H-SLP (or E-SLP) to the SET in Network initiated cases.

	Parameter
	Presence
	Description

	Positioning Method
	M
	Defines the positioning technology desired by the SLP for the SUPL session (A-GPS SET Assisted, A-GPS SET Based, Autonomous GPS, EOTD, OTDOA, AFLT, eCID, A-GNSS SET Assisted, A-GNSS SET Based or Autonomous GNSS.

If Positioning Method is AGNSS SET Assisted or AGNSS SET Based, the parameter GNSS Positioning Technology MUST be present to indicate the actual positioning technologies.
If Positioning Method is Autonomous GNSS, the parameter GNSS Positioning Technology MAY be present.

In line with the SET Capabilities, the SLP MAY change the positioning method used in the actual positioning session regardless of the positioning method parameter.

	Notification
	O
	The purpose of this field is to provide instructions to the SET with respect to notification and privacy.

If this field is not set the SET SHALL interpret the request as type “No notification & no verification“.

	SLP Address
	CV
	This parameter contains an SLP address (SPC address for non-proxy mode).

For proxy mode this parameter is OPTIONAL.

For non-proxy mode this parameter is REQUIRED.

This address is used by the SET when establishing a secure IP connection to the SLP or SPC

	QoP
	O
	Desired Quality of Position. This parameter is also used as reporting criteria for stored historical position estimates. If used in this way, only the spacial components (horacc and veracc) apply and define the accuracy requirements which must be satisfied in order to report any historic position estimate.

	SLP Mode
	M
	This parameter indicates if the SLP uses proxy or non-proxy mode. 

	MAC 
	O
	Not used in SUPL 2.0 but needs to remain as empty placeholder for backwards compatibility with SUPL 1.0.

	Key Identity
	CV
	This parameter is required when MAC is present.
Not used in SUPL 2.0 but needs to remain as empty placeholder for backwards compatibility with SUPL 1.0.

	Notification Mode
	O
	This parameter indicates whether the notification and verification is based on location or not

	Supported Network Information
	O
	This parameter defines the type(s) of Network Measurement information which the SET is allowed to send as part of Location ID and Multiple Location ID. If present, the parameter acts as filter in terms of which Network Measurement data the SET is allowed to send to the SLP.  This parameter is also used as reporting criteria for stored historical enhanced cell/sector measurements.

	Trigger Type
	CV
	This parameter indicates network initiated service type:

· Periodic

· Area event
This parameter is conditional and only used if a triggered session is requested in the SUPL INIT message.

	E-SLP Address
	CV
	This parameter provides the E-SLP address for network initiated location of an emergency services call from an E-SLP that is not the H-SLP.

	Historic Reporting
	CV
	This parameter defines the criteria for reporting of stored historical position estimates and/or enhanced cell/sector measurements.

This parameter is conditional and MUST be used if the SUPL INIT message is used to initiate retrieval of stored historical position estimates and/or enhanced cell/sector measurements. Otherwise this parameter is not used.

	Protection Level
	O
	This parameter defines the protection level of the SUPL INIT protection. This parameter is optional. If not present, no protection is implicitly assumed.

	GNSS Positioning Technology
	O
	Defines the actual GNSSs allowed for AGNSS SET Assisted, AGNSS SET Based or Autonomous GNSS in the Positioning Method parameter.

· GPS

· Galileo

· …

Note: GPS MUST NOT be the only allowed GNSS in this parameter.


Table 8: SUPL INIT Message

8.2.4
SUPL RESPONSE

SUPL RESPONSE is the response to a SUPL START message.

	Parameter
	Presence
	Description

	Positioning Method
	M
	The positioning method that SHALL be used for the SUPL session.

	SLP Address
	CV
	This parameter is only required for non-proxy mode and contains an SPC address.

A SET uses this address to establish a data connection to the SPC.

	
	
	

	
	
	

	Supported Network Information
	M
	This parameter defines the type(s) of Network Measurement information which the SET is allowed to send as part of Location ID and Multiple Location ID. If present, the parameter acts as filter in terms of which Network Measurement data the SET is allowed to send to the SLP.

	Initial Approximate Position
	O
	Defines the initial approximation for the position of the SET.

	GNSS Positioning Technology
	O
	Defines the actual GNSSs allowed for AGNSS SET Assisted, AGNSS SET Based or Autonomous GNSS in the Positioning Method parameter.

· GPS

· Galileo

· …

Note:GPS MUST NOT be the only allowed GNSS in this parameter.


Table 11: SUPL RESPONSE Message
8.2.11
SUPL TRIGGERED RESPONSE

SUPL TRIGGERED RESPONSE is the response to a SUPL TRIGGERED START message from the SLP to the SET

	Parameter
	Presence
	Description

	Positioning Method
	M
	The positioning method desired for the triggered SUPL session.

In line with the SET Capabilities, the SLP MAY change the positioning method used in the positioning session in the course of the triggered SUPL session regardless of the positioning method parameter.

	Trigger Params
	MCV
	This parameter indicates parameters of trigger session
For network initiated trigger service, this parameter MUST be present.

For SET initiated trigger service, this parameter MUST not be present.

	SLP Address
	CV
	This parameter is only required for non-proxy mode and contains an SPC address.

A SET uses this address to establish a data connection to the SPC.

	
	
	

	
	
	

	Supported Network Information
	M
	This parameter defines the type(s) of Network Measurement information which the SET is allowed to send as part of Location ID and Multiple Location ID. If present, the parameter acts as filter in terms of which Network Measurement data the SET is allowed to send to the SLP.

	Reporting Mode
	O
	For periodic triggered sessions this parameter defines the reporting mode requested by the SLP. This parameter is optional. If not present, real time reporting is requested.

	>Rep Mode
	M
	One of the following modes:

· Real time

· Quasi real time

· Batch reporting

	>Batch Reporting Conditions
	CV
	If batch reporting is chosen, the SLP selects one of the following reporting conditions:

· Sending of a batch report after every Nth interval

· Sending of a batch report after every N minutes

· Sending of only one batch report at the end of the session

	>Batch Report Type
	CV
	If batch reporting is chosen as reporting mode, this parameter defines the type of reports which are allowed to be sent in the batch report:

· Position

· Measurement data

· Position and Measurement data

This parameter also contains: 

· Historical measurements allowed flag.

which – if set – indicates that the SET is allowed to send historical measurements.

· Number of historical measurements

Defines the maximum number of historical measurements which may be sent within one single measurement data report.

	SPC_SET_Key
	O
	This parameter defines the authentication key used by the SET for H/V-SPC authentication.

	SPC-TID
	O
	This parameter defines the transaction ID used for H/V-SPC authentication.

	SPC_SET_Key_lifetime
	O
	This parameter defines the lifetime of SPC_SET_Key. This parameter is optional. If not present, a default value of 24 hours is assumed. The units are in hours and the range is from 1 to 24 hours.

	GNSS Positioning Technology
	O
	Defines the actual GNSSs allowed for AGNSS SET Assisted, AGNSS SET Based or Autonomous GNSS in the Positioning Method parameter.

· GPS

· Galileo

· …

Note:GPS MUST NOT be the only allowed GNSS in this parameter.


Table 18: SUPL TRIGGERED RESPONSE Message
10.2.1
SUPL INIT

SUPL-INIT DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

EXPORTS SUPLINIT;

IMPORTS SLPAddress, QoP, PosMethod, SupportedNetworkInformation, GNSSPosTechnology
          FROM ULP-Components;

TriggerType

          FROM SUPL-TRIGGERED-START;

SUPLINIT ::= SEQUENCE {

  posMethod     PosMethod,

  notification  Notification OPTIONAL,

  sLPAddress    SLPAddress OPTIONAL,

  qoP           QoP OPTIONAL,

  sLPMode       SLPMode,
  mAC           MAC OPTIONAL,

  keyIdentity   KeyIdentity OPTIONAL,

  ...,
  notificationMode  NotificationMode,

  supportedNetworkInformation   SupportedNetworkInformation,

  triggerType   TriggerType OPTIONAL,

  e-SLPAddress  SLPAddress OPTIONAL,

  historicReporting

HistoricReporting OPTIONAL,

  protectionLevel

ProtectionLevel OPTIONAL,

  gnssPosTechnology

GNSSPosTechnology OPTIONAL}

Notification ::= SEQUENCE {

  notificationType  NotificationType,

  encodingType      EncodingType OPTIONAL,

  requestorId       OCTET STRING(SIZE (1..maxReqLength)) OPTIONAL,

  requestorIdType   FormatIndicator OPTIONAL,

  clientName        OCTET STRING(SIZE (1..maxClientLength)) OPTIONAL,

  clientNameType    FormatIndicator OPTIONAL,

  ...,

  emergencyCallLocation  NULL OPTIONAL}

NotificationType ::= ENUMERATED {

  noNotificationNoVerification(0), notificationOnly(1),

  notificationAndVerficationAllowedNA(2),

  notificationAndVerficationDeniedNA(3), privacyOverride(4), ...

  }

EncodingType ::= ENUMERATED {ucs2(0), gsmDefault(1), utf8(2), ...

                             }

maxReqLength INTEGER ::= 50

maxClientLength INTEGER ::= 50

FormatIndicator ::= ENUMERATED {

  logicalName(0), e-mailAddress(1), msisdn(2), url(3), sipUrl(4), min(5),

  mdn(6), iMSPublicidentity(7), ...

  }

SLPMode ::= ENUMERATED {proxy(0), nonProxy(1)}

NotificationMode ::= ENUMERATED {normal(0), basedOnLocation(1), ...}
HistoricReporting ::= SEQUENCE {


  allowedReportingTypes  AllowedReportingTypes,

  reportingCriteria
   ReportingCriteria OPTIONAL,

...}

AllowedReportingType ::= ENUMERATED {

  positionsOnly(0), measurementsOnly(1), positionsAndMeasurements(2),...}

ReportingCriteria ::= SEQUENCE {

  timeWindow
TimeWindow OPTIONAL,

  maxNumberofReports
INTEGER(1..65536) OPTIONAL,

  minTimeInterval
INTEGER(1..86400) OPTIONAL,


...}

TimeWindow ::= SEQUENCE {


startTime
INTEGER(-525600..-1),


stopTime
INTEGER(-525599..0)}

MAC ::= BIT STRING(SIZE (64)) -- empty placeholder required for SUPL 1.0 backwards compatibility
KeyIdentity ::= BIT STRING(SIZE (128)) -- empty placeholder required for SUPL 1.0 backwards compatibility
ProtectionLevel ::= SEQUENCE {

 protlevel

ProtLevel
OPTIONAL,

 basicProtectionParams
BasicProtectionParams
OPTIONAL,

 ...}

ProtLevel ::= ENUMERATED {

 noProtection(0), basicProtection(1), ...}

BasicProtectionParams ::= SEQUENCE {

 keyIdentifier 

OCTET STRING(SIZE (8)),

 basicReplayCounter

INTEGER(0..65535),

 basicMAC

BIT STRING(SIZE (32)),

 ...}

END

10.2.3
SUPL RESPONSE

SUPL-RESPONSE DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

EXPORTS SUPLRESPONSE;

IMPORTS PosMethod, SLPAddress, SupportedNetworkInformation, Position, GNSSPosTechnology
          FROM ULP-Components;

SUPLRESPONSE ::= SEQUENCE {

  posMethod     PosMethod,

  sLPAddress    SLPAddress OPTIONAL,



  supportedNetworkInformation   SupportedNetworkInformation,

  initialApproximateposition    Position OPTIONAL,

  gnssPosTechnology
GNSSPosTechnology OPTIONAL,

  ...}






END

10.2.13
SUPL TRIGGERED RESPONSE

SUPL-TRIGGERED-RESPONSE DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

EXPORTS SUPLTRIGGEREDRESPONSE;

IMPORTS 

  PosMethod, SLPAddress, SupportedNetworkInformation, SPCSETKey, SPCTID, SPCSETKeylifetime, GNSSPosTechnology
     FROM ULP-Components



TriggerParams

     FROM SUPL-TRIGGERED-START;
SUPLTRIGGEREDRESPONSE::= SEQUENCE{

  posMethod     PosMethod,

  triggerParams TriggerParams  OPTIONAL,

  sLPAddress    SLPAddress OPTIONAL,



  supportedNetworkInformation   SupportedNetworkInformation,

  reportingMode
ReportingMode OPTIONAL,

  sPCSETKey
SPCSETKey
OPTIONAL,

  sPCTID

SPCTID
OPTIONAL,

  sPCSETKeylifetime
SPCSETKeylifetime OPTIONAL,

  gnssPosTechnology
GNSSPosTechnology OPTIONAL,
  ...}
ReportingMode :: SEQUENCE {

repMode


RepMode,

batchRepConditions
BatchRepConditions OPTIONAL, -- only used for batch reporting

batchRepType

BatchRepType OPTIONAL, -- only used for batch reporting

...}

RepMode ::= Enumerated {realtime(1), quasirealtime(2), batch(3), ...}

BatchRepConditions ::= CHOICE {


num_interval INTEGER (1..1024), -- number of periodic fixes/measurements after which the batch report is sent to the SLP

 num_minutes INTEGER (1..2048), -- number of minutes after which the batch report is sent to the SLP

 endofsession NULL, -- if selected batch report is to be sent at the end of the session

 ...}

BatchRepType ::= SEQUENCE {

report_position
BOOLEAN, -- set to “true” if reporting of position is allowed

report_measurements
BOOLEAN, -- set to “true” if reporting of measurements is allowed

historic_measurements_allowed

BOOLEAN OPTIONAL, -- set to “true” if reporting of historical measurements is allowed

num_historic_measurements  INTEGER (1..64) OPTIONAL,

...}

END

10.2.8
SUPL AUTH RESP

SUPL-AUTH-RESP DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

EXPORTS SUPLAUTHRESP;

IMPORTS SPCSETKey, SPCTID, SPCSETKeylifetime
          FROM ULP-Components;

SUPLAUTHRESP ::= SEQUENCE {

  sPCSETKey
SPCSETKey,

  sPCTID  
SPCTID,

  sPCSETKeylifetime
SPCSETKeylifetime OPTIONAL,
  ...}






END

7.1.5.1.1
Service Management
This interface is used to enable the SLP to establish a session with the SET and performs the functions listed in sectionXXX.
Table 5 shows the messages in the Lup Service Management interface.

	Message Name
	Description

	SUPL INIT
	The SUPL INIT message is used by the SLP to initiate a SUPL session with the SET. This message is used in Network Initiated SUPL Services.

	SUPL SET INIT
	The SUPL SET INIT message is used by the SET to initiate a SUPL session to locate the other SET.

	SUPL START
	The SUPL START message is used by the SET to start a SUPL session with the SLP.

	SUPL TRIGGERED START
	The SUPL TRIGGERED START message is used by the SET to start a triggered SUPL session with the SLP.

	SUPL RESPONSE
	The SUPL RESPONSE message is used by the SLP as a response to a SUPL START message in a SET initiated location request.

	SUPL TRIGGERED RESPONSE
	The SUPL TRIGGERED RESPONSE message is used by the SLP as a response to a SUPL TRIGGERED START message.

	SUPL TRIGGERED STOP
	The SUPL TRIGGERED STOP message is used by the SLP or SET to end an existing SUPL TRIGGERED session.

	SUPL END
	The SUPL END message is used by the SLP or SET to end an existing SUPL session.

	SUPL AUTH REQ
	The SUPL AUTH REQ message is only used in Non-Proxy mode for authentication of SET and SPC.

	SUPL AUTH RESP
	The SUPL AUTH RESP message is only used in Non-Proxy mode for authentication of SET and SPC.

	SUPL NOTIFY
	The SUPL NOTIFY message is only used by the SLP in notification based on the current location of the SET.

	SUPL NOTIFY RESPONSE
	The SUPL NOTIFY RESPONSE message is used by the SET as a response to a SUPL NOTIFy. message.


Table 5: Lup Service Management Positioning Determination
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