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1 Reason for Change

This Change Requests adds requirements to the LOCSIP RD to support emergency services call flows.
2 Impact on Backward Compatibility

No Impact
3 Impact on Other Specifications

No Impact
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept changes and have the LOCSIP RD editor incorporate changes.
6 Detailed Change Proposal

Change 1:  Add In Emergency Services Requirements
3.2 Definitions

	Commercial Services
	LOCSIP location requests to support a commercial offering.

	Emergency Services
	LOCSIP location requests that support an emergency services call.


4. Introduction
(Informative)

The Location Service in SIP/IP core network (LOCSIP) provides a SIP based interface to expose the location information of targets.   The location information may be processed and utilized by other applications or enablers in the SIP/IP core network to enrich the end user experience. Examples of enablers that may utilize location information are Presence and PoC.

 Position determination functionalities are out of scope of LOCSIP. It is assumed that positioning determination is performed by other enablers such as OMA SUPL. 
LOCSIP will support both Commercial Services and Emergency Services location requests.

5. Requirements
(Normative)

5.2 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	HLFR-01
	LOCSIP SHALL support immediate location request (i.e. fetching location of target a UE), which is a one time polling of target UE’s location.
	LOCSIP V1.0

	HLFR-02
	LOCSIP SHALL support subscription based request so that notifications are sent periodically with a specified period.
	LOCSIP V1.0

	HLFR-03
	LOCSIP SHALL support subscription based request, specifying filter conditions for notification triggers, so that notifications are sent to the requester when the conditions in the notification triggers occur.
	LOCSIP V1.0

	HLFR-04
	LOCSIP SHALL support filter conditions for notification contents such as accuracy, response time, age of location, etc.
	LOCSIP V1.0

	HLFR-05
	The Location Client SHALL be able to request the location information for a list targets.
	LOCSIP V1.0

	HLFR-06
	The Location service subscription SHALL have an expiration time.  The subscription is terminated upon expiration.
	LOCSIP V1.0

	HLFR-07
	LOCSIP SHALL allow Location Client to renew the service subscription before its expiration.
	LOCSIP V1.0

	HLFR-08
	LOCSIP SHALL inform the location client upon termination of location subscription.
	LOCSIP V1.0

	HLFR-09
	LOCSIP SHALL provide the mechanism to cancel subscriptions (both for periodic and condition-based subscriptions. 
	LOCSIP V1.0

	HLFR-10
	LOCSIP SHALL provide location information together with timestamp.
	LOCSIP V1.0

	HLFR-11
	LOCSIP SHALL support location information in a format compliant to RFC 4119 [RFC4119] or its successor..
	LOCSIP V1.0

	HLFR-12
	LOCSIP MAY support location information in civic address format.
	LOCSIP V1.0

	HLFR-13
	LOCSIP SHALL support filter condition for event “target has moved a specific distance”, if supported by the underlying positioning mechanism.
	LOCSIP V1.0

	HLFR-14
	LOCSIP SHALL support a filter condition for event  “target enters or exits certain geographical area”, if supported by the underlying positioning mechanism.
	LOCSIP V1.0

	HLFR-15
	LOCSIP MAY support a filter condition for event  “change of civic address” , if supported by the underlying positioning mechanism.
	LOCSIP V1.0

	HLFR-16
	LOCSIP SHALL be capable of supporting roaming targets, if supported by the underlying positioning mechanism.
	LOCSIP V1.0

	HLFR-17
	The LOCSIP SHALL not limit the technology of the access network, as well as the positioning determination technology.
	LOCSIP V1.0

	HLRF-XX
	LOCSIP shall support location request results that provide an actual location or a reference to a location.
	LOCSIP V1.0


Table 1: High-Level Functional Requirements

5.2.1 Security

6.1.1.1 Authentication

	Label
	Description
	Enabler Release

	AUTHE-01
	LOCSIP SHALL support mutual authentication for the Location Client and Location Server for Commercial Services.
	LOCSIP V1.0

	AUTHE-02
	LOCSIP MAY support mutual authentication for the Location Client and Location Server for Emergency Services.
	LOCSIP V1.0


Table 2: High-Level Functional Requirements – Authentication Items
6.1.1.2 Authorization

	Label
	Description
	Enabler Release

	AUTHO-01
	 LOCSIP SHALL only allow authorized Location Clients to access the service.
	LOCSIP V1.0

	AUTHO-02
	LOCSIP SHALL support a mechanism to manage policies that defines what information a Location Client is authorized to receive for each target.
	LOCSIP V1.0

	AUTHO-03
	LOCSIP SHALL obey the target policy when delivering location information.
	LOCSIP V1.0

	AUTHO-04
	LOCSIP SHALL support un-authorized Location Clients for Emergency Services.
	LOCSIP V1.0


Table 3: High-Level Functional Requirements – Authorization Items
6.1.1.3 Data Integrity

	Label
	Description
	Enabler Release

	INT-01
	LOCSIP MUST be able to provide data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	LOCSIP V1.0


Table 4: High-Level Functional Requirements – Data Integrity Items

6.1.1.4 Confidentiality

	Label
	Description
	Enabler Release

	CONF-01
	LOCSIP MUST support data confidentiality that ensures that information is not made available or disclosed to unauthorised individuals, entities, or processes.
	LOCSIP V1.0


Table 5: High-Level Functional Requirements – Confidentiality Items

5.2.2 Charging

	Label
	Description
	Enabler Release

	CHG-01
	LOCSIP SHALL support the use of the Offline Charging mechanism. (E.g. facilitates post-paid charging, or other payment schemes where credit authorization prior to service delivery is not needed.)
	LOCSIP V1.0

	CHG-02
	LOCSIP SHALL support the use of the Online Charging mechanism. (E.g. facilitates pre-paid charging, or other payments schemes, such as implementing a credit threshold for post-paying user.)
	LOCSIP V1.0

	CHG-03
	LOCSIP SHALL support charging on following aspects or features:


–  Delivery of location information

–  Request for delivery of location information

– The number of targets for which the location is requested
	LOCSIP V1.0

	CHG-04
	LOCSIP SHALL provide:


- Identification of the service provided


- Means for identification of the user using the service
	LOCSIP V1.0

	CHG-05
	LOCSIP MAY provide


- Information for enabling correlation between charging information generated by LOCSIP and charging information generated by other entities involved in the service delivery


- Identification of the party to be charged for
	LOCSIP V1.0

	CHG-06
	LOCSIP SHALL provide all the necessary information for rating the charging events.
	LOCSIP V1.0


Table 6: High-Level Functional Requirements – Charging Items

5.2.3 Administration and Configuration

	Label
	Description
	Enabler Release

	ADM-01
	LOCSIP SHALL allow a service provider to manage the service subscription.
	LOCSIP V1.0

	ADM-02
	LOCSIP MAY allow Location Client to configure a service specific group list which represent multiple targets.
	LOCSIP V1.0


Table 7: High-Level Functional Requirements – Administration and Configuration Items

5.2.4 Privacy

	Label
	Description
	Enabler Release

	PRIV-01
	LOCSIP SHALL fulfil requirements in [PRIVACY RD].
	LOCSIP V1.0


Table 8: High-Level Functional Requirements – Privacy Items

5.2.5 Emergency Services

	Label
	Description
	Enabler Release

	EMER-01
	LOCSIP SHALL support Emergency Services where applicable by local regulatory requirements.
	LOCSIP V1.0

	EMER-02
	It SHALL be possible to have Emergency Services requests take a higher priority than Commercial Services requests.
	LOCSIP V1.0


Table x: High-Level Functional Requirements – Privacy Items

5.3 Overall System Requirements

	Label
	Description
	Enabler Release

	SYS-01
	The application protocol  SHALL be based on SIP [IMSARCH].
	LOCSIP V1.0

	SYS-02
	LOCSIP SHALL reuse existing standard protocols and data formats to the extent possible.
	LOCSIP V1.0

	SYS-03
	LOCSIP SHALL treat the SIP/IP Core Network [IMSARCH], as a network capability providing IP transport, authentication and routing. 
	LOCSIP V1.0

	SYS-04
	LOCSIP MUST be able to interface to the SIP/IP Core Network [IMSARCH].
	LOCSIP V1.0

	SYS-05
	The supported network interfaces SHALL be suitable for a variety of other enablers or applications e.g. Presence and POC to access the Location Server.
	LOCSIP V1.0

	SYS-06
	A Location Client in LOCSIP SHALL be associated with an Application Server
	LOCSIP V1.0

	SYS-07
	A Location Client in LOCSIP MAY be associated with a UE.
	LOCSIP V1.0
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