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1 Reason for Change

This CR proposes modifications to the LOCSIP service flows. 

Based on discussions during the May 7, 2008 conference call, changes are proposed to illustrate a single SIP/IP Core Network (rather than multiple SIP/IP Core Networks, as illustrated in prior versions of these flows). 

Editorial modifications are also suggested to promote consistency within the LOCSIP AD. These changes involve [1] consistent references to the terms defined in Section 3.2 (i.e., Target, Location Server, and Location Client – all capitalized appropriately) and [2] consistency in references to particular SIP messages (i.e., SIP {SUBSCRIBE/NOTIFY} request).
2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR and change LOCSIP AD document accordingly.

6 Detailed Change Proposal

5.5 Flows

The flows in the following subchapters describe the logical flow between the LOCSIP architectural functional entities but do not necessarily fully conform to all the details of protocols that will be used.

The procedure of XDM handling is not described in the high level procedure but can be assumed to take place depending on implementation either prior to or during the flow.

The policy information stored in the Shared Policy XDMS is needed when location authorization is performed.
The information stored in the Shared List XDMS is needed when:

· Retrieving the location for a group of users

· Performing access control and policy control on location data.
5.5.1 Subscribing to Location Notification

5.5.1.1 Subscribing to Location Notification  
Change 1:  Modify the flow in Section 5.5.1.1 (renumbered, formerly Section 5.4.1.1) to remove references to Home Networks of Location Client and Location Server.
The following figure shows the flow when a LOCSIP Location Client subscribes to the location information of the Target. 
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Figure 3 – Flow for Immediate Location Service

1. A Location Client that wants to retrieve the location information of a Target, sends a SIP SUBSCRIBE request which contains the SIP URI of the Target, the duration of the subscription and the feature tag for location service.  The duration of the subscription should be set to zero if it’s a one-time request instead of persistent subscription.  The SIP SUBSCRIBE request may include the required QoS parameters and filter criteria for when notifications shall be sent.

2. The SIP/IP Core network of the Location Client resolves the address of the Target and forwards the request to the SIP/IP Core network of the Target.
3. The SIP/IP Core routes the SIP SUBSCRIBE request to the correct Location Server, based on the address of the Target and the feature tag for location service.

4. The Location Server performs the necessary authorisation checks on the originator to ensure it is allowed to request the location information of the Target. 
5. Once authorisation checks are passed, the Location Server issues a SIP 200 OK to the SIP/IP Core. 
6. The SIP/IP Core network of the Location Server forwards the response to the SIP/IP Core network of the Location Client.
7. The SIP/IP Core forwards the response to the Location Client.

Steps 8 to 11 are optional and does not have to be performed if step 14 can be performed directly after step 7.

8. As soon as the Location Server sends a SIP 202 (Accepted) response to accept the subscription, it sends a SIP NOTIFY request as mandated by [RFC3265]. At this time, the Location Information may be not available . However a “dummy” SIP NOTIFY request must be sent, with empty Location Information. 

9. The SIP/IP Core of the Location Client forwards the SIP NOTIFY request to the Location Client.
10. The Location Client acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response. 

11. The SIP/IP Core forwards the SIP 200 OK response to Location Server.

12. The Location Server retrieves needed location information. The Location Server then determines that a notification shall be sent. The determination is based on the filter criteria, requested QoS and available location information. 
13. The Location Server enforces the policy control function.  It may perform the appropriate actions and/or transformations before delivering the location information to the Location Client.
14. The Location Server sends a SIP NOTIFY request along the path of the SIP SUBSCRIBE dialog to the SIP/IP Core network of the Location Client. The SIP NOTIFY request contains location estimate, a feature tag for location service, and the indication of subscription termination.  It may also contain the QoS information and/or some location policies applicable to the Location Client.
NOTE: If the positioning attempt fails or is rejected due to privacy control, the SIP NOTIFY request shall include proper failure reason and the indication of subscription termination.

15. The SIP/IP Core of the Location Client forwards the SIP NOTIFY request to the Location Client.
16. The Location Client acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response. 
17. The SIP/IP Core forwards the SIP 200 OK response to Location Server.
NOTE: Steps 2 and 3 as well as 5 and 6 are combined if the Location Client is in the same domain as the Location Server. 
NOTE: For the remaining flows illustrated in this document, the Location Client and Location Server are assumed to be associated with the same SIP/IP Core network. Thus, only a single SIP/IP Core network is shown in the remaining figures.
Change 2:  Delete the flow “Receiving Location Notification for an Existing Subscription” - no longer needed.
5.5.1.2 

Change 3:  Modify the flow in Section 5.5.1.2 (renumbered, formerly Section 5.4.1.2) and the title of section. Change from "Expiry of a Location Information" to "Expiry of a Subscription” and modify the text accordingly.
5.5.1.3 Expiry of a Subscription
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Figure 4  – Flow for Subscription Expiry Notification

1. The lifetime of a subscription expires and there is no refreshing transaction to update the subscription.
2. The Location Server issues a SIP NOTIFY request indicating the subscription has expired.

3. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.

4. The Location Client sends a SIP 200 OK response to the SIP/IP Core network to acknowledge the SIP NOTIFY request.
5. The SIP/IP Core network forwards the SIP 200 OK response to the Location Server.
5.5.1.2 Subscription Authorization Failure
A Location Server can deny a subscription request from a Location Client if the Service Provider has blocked the Location Client from subscribing to Target’s location. In this case, the Location Server sends a 403 Forbidden message in response to a subcription request. 
Change 4:  Modify the flow in Section 5.5.1.3 (renumbered, formerly Section 5.4.1.4) to remove references to Home Networks of Location Client and Location Server, and to show a single SIP/IP Core network.
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Figure 5 – Flow for Subscription Authorization Failure
1. A Location Client that wants to retrieve the location information of a Target, sends a SIP SUBSCRIBE request which contains the SIP URI of the Target, the duration of the subscription and the feature tag for location service.  The duration of the subscription should be set to zero if it’s a one-time request instead of persistent subscription.  The SIP SUBSCRIBE request may include the required QoS parameters and filter criteria for when notifications shall be sent.

2. 
3. The SIP/IP Core routes the SIP SUBSCRIBE request to the correct Location Server, based on the address of the Target and the feature tag for location service.

4. The Location Server performs the necessary authorisation checks on the originator to ensure it is allowed to request the location information of the Target. In this scenario, the Service Provider has blocked the Location Client from receiving the Target’s location information and therefore, the authorization fails.
5. The Location Server sends a SIP 403 Forbidden response to the SIP/IP Core. 
6. 
7. The SIP/IP Core forwards the response to the Location Client.

5.5.2 Subscribing to Location of a Group of Users

5.5.2.1 Subscribing to Location of a Pre-defined Group

t.b.d.

5.5.2.2 Subscribing to Location of a Request-Contained Resource List
t.b.d.
5.5.3 Canceling a Location Subscription

5.5.3.1 Location Client Initiated Canceling
Change 5:  Modify the flow in Section 5.5.3.1 to remove second SIP/IP Core Network
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Figure 6 – Flow for Location Client Initiated Subscription Cancellation

1. A Location Client sends a SIP SUBSCRIBE request to the SIP/IP Core network which contains the SIP URI of the Target with the “Expires” header field set to 0 indicating the canceling of the subscription, according to [RFC3265]. 
2. 
3. The SIP/IP Core routes the SIP SUBSCRIBE request to the correct Location Server, based on the address of the Target and the feature tag for location service.

4. The Location Server accepts the SIP SUBSCRIBE request with the “Expires” header set to 0 indicating the canceling a subscription operation, and sends a SIP 200 OK response to the SIP/IP Core. 
5. 
6. The SIP/IP Core forwards the response to the Location Client.

7. The Location Server sends a SIP NOTIFY request to the SIP/IP Core network with a “Subscription-State” header field set to “terminated” indicating that the subscription has been terminated, according to [RFC3265].
8. The SIP/IP Core of the Location Client forwards the SIP NOTIFY request to the Location Client.
9. The Location Client acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response. 

10. The SIP/IP Core forwards the SIP 200 OK response to the Location Server.

5.5.3.2 Location Server Initiated Canceling
Change 6:  Modify the flow in Section 5.5.3.2 to remove references to Home Networks of Location Client and Location Server.
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Figure 7 – Flow for Location Server Initiated Subscription Cancellation

1.
The Location Server sends a SIP NOTIFY request with a “Subscription-State” header field set to “terminated” indicating that the Location Server wants to terminate a subscription, according to [RFC 3265].

2. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.


3. The Location Client sends a SIP 200 OK response to the SIP/IP Core network to acknowledge the SIP NOTIFY request.

4. The SIP/IP Core network forwards the SIP 200 OK to the Location Server.
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