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1 Reason for Change

This CR proposes various modifications to the LOCSIP AD, to support a generic view of XDMS. This CR implements the recommendations generated during the Joint LOC-PAG Meeting on 24 June 08.
2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR and change LOCSIP AD document accordingly.

6 Detailed Change Proposal

Change 1:  Remove references to Shared XDMSs to XDMS.
5. Architectural Model

5.1 Dependencies

LOCSIP depends on:

· OMA XML Document Management (XDM) Architecture [OMA XDMAD]
· IMS in OMA Architecture [IMSARCH]
· Session Initiation Protocol (SIP)-Specific Event Notification [RFC3265]
· A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists [RFC4662]
· Subscriptions to Request-Contained Resource Lists in the Session Initiation Protocol (SIP) [URILISTSUB]
· IP Multimedia Subsystem (IMS); Stage 2  [3GPP TS 23.228]
· All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Stage 2 [3GPP2 X.S0013-002-B]
5.2 Architectural Diagram

Figure 1 illustrates the OMA LOCSIP architecture.
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Figure 1: LOCSIP Architectural Model

Elements shown in bold are defined in this architecture document.  The remaining elements are shown with dashed boxes and are external to this specification.

The reference points shown here in bold are those that are specified in the LOCSIP Enabler.  Other relevant reference points (XDM-1, XDM-2, XDM-3, XDM-4) are shown with dashed lines and are specified in the XDM Enabler [Error! Reference source not found.].

5.3 Functional Components and Interfaces

5.3.1 LOCSIP Functional Entities

5.3.1.1 Location Client

A Location Client is an entity that requests Location Information about one or multiple Targets.  For this, a Location Client supports the following:

· Subscribes to Location Information using [Error! Reference source not found.], [Error! Reference source not found.], [Error! Reference source not found.] and TBD.

5.3.1.2 Location Server

The Location Server is the functional entity that accepts and manages location subscriptions of individual Targets applying polices retrieved from the XDMS.

The Location Server supports the following:

· Authorizes Location Server subscriptions and distributes Location Information using [Error! Reference source not found.] and TBD;

· Subscribes to changes to documents stored in the XDMS;

· Fetches documents from the XDMS.

5.3.1.3 Location Resource List Server (L-RLS)

The L-RLS is the functional entity that accepts and manages location subscriptions of predefined groups and URI Lists, which enables a Location Client application to subscribe to the Location Information of multiple Targets using a single subscription transaction.  The L-RLS supports the following:

· Authorizes Location Server subscriptions and distributes Location Information using [Error! Reference source not found.], [Error! Reference source not found.], [Error! Reference source not found.] and TBD;
· Performs back-end subscriptions on behalf of the Location Client [Error! Reference source not found.], [Error! Reference source not found.] and TBD.

5.3.2 External Entities Providing Services to LOCSIP

5.3.2.1 SIP IP/Core

The SIP/IP Core is a network of servers, such as proxies and/or registrars that perform a variety of services in support of LOCSIP (e.g., routing, authentication).  The specific features offered by different types of SIP/IP Core networks will depend on the particulars of those networks.

When LOCSIP is realized using IMS or MMD, it will utilize the capabilities of IMS as specified in 3GPP [Error! Reference source not found.] and 3GPP2 [Error! Reference source not found.], respectively.  In such cases the IMS network performs the following additional functions in support of LOCSIP:

· Routes the SIP signalling between the LOCSIP functional entities;

· Provides discovery and address resolution services;

· Supports SIP compression/decompression;
· Performs authentication and authorization of the LOCSIP functional entities;

· Maintains the registration state;

· Provides charging information.

5.3.2.2 XML Document Management Server (XDMS)

The functionality of the XDMS is described in [Error! Reference source not found.].
5.3.2.2.1 


5.3.2.2.2 

5.3.2.2.3 

5.3.2.3 Aggregation Proxy 

The functionality of the Aggregation Proxy is described in [Error! Reference source not found.].

5.3.2.4 XML Document Management Client (XDMC)

The XDMC is defined in [Error! Reference source not found.] and supports the following functions:
· Manages XML documents;

· Subscribes to changes to documents stored in any XDMS.

5.3.3 Description of the Reference Points

The Reference Points named as LS are in scope of this Architecture.

5.3.3.1 Reference point LS-1

The LS-1 reference point supports the communication between the Location Client and the SIP/IP Core network.  The protocol for the LS-1 reference point is SIP and the traffic is routed to (and from) the Location Server via the SIP/IP Core.

LS-1 reference point provides the following functions:

· Subscribe to Targets’ Location Information and receive notifications;

· Subscribe to Location Information and receive notifications for Resource lists [Error! Reference source not found.] and for Request-Contained Resource List, based on [Error! Reference source not found.];

· Include Location Client preferences in subscription requests.
· SIP compression/decompression when the Location Client resides in a terminal.
5.3.3.2 Reference point LS-2

The LS-2 reference point supports the communication between the SIP/IP Core network and the L-RLS.  The protocol for the LS-2 reference point is SIP.

LS-2 reference point is used to route the SIP messages from the SIP/IP Core to and from the appropriate L-RLS in order to:
· Receive a subscription and send aggregated notifications for Resource lists [Error! Reference source not found.] and for Request-Contained Resource List, based on [Error! Reference source not found.];

· Subscribe to Location Information and receive notifications for each Target in a List;

· Regulate the aggregated notifications of a List, as requested by Location Clients;

· Propagate the Location Clients’ request to regulate the distribution of Location Information in the back-end subscriptions;

· Subscribe to changes to documents stored in the XDMS and receive notifications.

5.3.3.3 Reference point LS-3

The LS-3 reference point supports the communication between the SIP/IP Core network and the Location Server.  The protocol for the LS-3 reference point is SIP.

LS-3 reference point provides the following functions:

· Receive subscriptions to a single Target’s Location Information and send notifications pertaining to this Target;

· Subscribe to changes to documents stored in the XDMS and receive notifications.

5.3.3.4 Reference point LS-4

The LS-4 reference point supports the communication between the Location Server and the XDMS.  The protocol for the LS-4 reference point is XCAP.

The LS-4 reference point supports the following function:

· Retrieval of user location access policy data in the XDMS.
· Retrieval of URI list information from the XDMS when list of user identities in a policy documents are defined using URI lists.
5.3.3.5 Reference point LS-5

The LS-5 reference point supports the communication between the Location Server and the XDMS.  The protocol for the LS-5 reference point is XCAP.

The LS-5 reference point supports the following function:

· Retrieval of XML documents in the XDMS.
Group information is retrieved from the XDMS when location has been requested for members of a group addressed with a Service URI. URI list information from the XDMS is retrieved when members in a group documents are defined using URI lists.

5.3.3.6 Reference point LS-6

The LS-6 reference point supports the communication between the SIP/IP Cores. The protocol for the LS-6 reference point is SIP.

The LS-6 reference point SHALL support the following:

· communication and forwarding of SIP signalling messages between SIP/IP Cores

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the LS-6 reference point SHALL conform to the Mw reference point [3GPP TS 23.002] and [3GPP2 X.S0013.002-B].

5.3.4 Location Information Format

LOCSIP uses the Presence Information Data Format – Location Object (PIDF-LO) as specified in [RFC4119] as the base format through which Location Information is represented. 
5.3.5 Location Authorization Rules

The following sections describe LOCSIP Authorization Rules that a service provider can define to control the dissemination of the Target Location Information. LOCSIP Authorization Rules consist of Subscription Authorization Rules and Location Content Rules.
5.3.5.1 Subscription Authorization Rules

Subscription Authorization Rules determine how incoming subscriptions are handled.

Subscription Authorization Rules determine those Location Clients who are allowed to subscribe to the Location Information of a Target and those who are not allowed. The Subscription Authorization Rules may include lists that can be stored in the XDMS. 

The Subscription Authorization Rules support the following actions:

· Accept

· Reject.
5.3.5.2 Location Content Rules

The Location Content Rules determine which Location Information is disseminated to Location Clients that have been accepted by Subscription Authorization Rules.  A service provider can define Location Content Rules that apply to one or more Location Clients.  

The document containing the Location Content Rules is stored in the XDMS.
5.3.6 Charging

Appropriate charging mechanisms may need to be provided by the underlying network or other suitable entities in order to support the charging requirements described in [LOCSIP-RD]. One such mechanism is through the OMA Charging Enabler, described in the following section.

Description of how charging is performed is beyond the scope of the present specification.
5.3.6.1 Support of Charging through the OMA Charging Enabler

The OMA Charging Enabler [CHG_AD] coordinates charging data triggers and flow from OMA enablers into an underlying charging infrastructure, supporting online and offline charging.  LOCSIP entities that may optionally report Chargeable Events are:

· Location Server
· Location Resource List Server

· XDMS
· Aggregation Proxy.
The above entities act as Charging Enabler Users as defined in [CHG_AD]. Figure 2 shows the reference points between the Location Server and the Location Resource List Server entities and the Charging Enabler. Charging for the XDMS and the Aggregation Proxy are described in [OMA XDMAD]. The two reference points are currently supported by the Charging Enabler, CH-1 for offline charging and CH-2 for online charging. These are described in [CHG_AD].
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Figure 2: Support of charging through the OMA Charging Enabler

Elements shown in bold are defined in this architecture document.  The remaining elements are external to this specification.
5.3.7 Registration

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, a UE that contains a Location Client functionality uses the registration mechanisms as specified in [3GPP-TS_23.228] and [3GPP2-X.S0013-002-B].
5.4 Security Considerations

This section describes the mechanisms required for the secure operation of LOCSIP.
5.4.1 SIP Signaling Security

The Location Client SHALL be authenticated prior to accessing the Location Server. The Location Server MAY rely on the security mechanisms provided by the underlying SIP/IP Core, for securing the service environments.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, and the Location Client contains USIM/ISIM or UIM/R-UIM, the mutual authentication SHALL be applied as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-A]. For further SIP signalling, the integrity protection mechanism SHALL be used as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-A].
5.4.2 Location Information security
For Location Information the SIP/IP Core network security is not always sufficient. The Location Server SHOULD thus apply XML encryption [t.b.d] to ensure confidentiality protection of the location information and XML signature [t.b.d] to ensure integrity protection of the location information.

The key management is for further study. Candidate mechanisms are PKI and GBA.
5.4.3 XDM security
The XDM security is specified in [OMA XDMAD] "Security Considerations".
5.5 Flows

The flows in the following subchapters describe the logical flow between the LOCSIP architectural functional entities but do not necessarily fully conform to all the details of protocols that will be used.

The procedure of XDM handling is not described in the high level procedure but can be assumed to take place depending on implementation either prior to or during the flow.

The policy information stored in the XDM is needed when location authorization is performed.
The information stored in the XDMS is needed when:

· Retrieving the location for a group of users

· Performing access control and policy control on location data.
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