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1 Reason for Change

Populate the content of LOCSIP TS, section 5.2.
R01: resolve the comments received from the first review in Osaka.
· Section 5.2.1.1, rephrase the first sentence.

· Section 5.2.1.2, The Location Server SHALL support location event notification filtering since some filter requirements are mandatory in RD.  

· Section 5.2.1.2, restructure the bullets to improve readability.

· Section 5.2.1.5, add new empty section "Applying Event Notification Suppression". 

· Section 5.2.1.6, change some "Location Server" to "Location Client" 

· Other editorial changes and reference update.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification. This obligation does not imply an obligation on Members to conduct IPR searches. This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn. Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration. These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR and change LOCSIP TS document accordingly.

6 Detailed Change Proposal

Change 1:  Add content for section 5.2
5.2 LOCATION SERVER

The Location Server is the functional entity that accepts and manages location subscriptions of individual Targets applying policies retrieved from the XDMS.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the Location Server SHALL be implemented in an AS as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively.
Location Server does not constitute any position determination functionality.  It is assumed that positioning determination is performed by another enabler such as OMA SUPL. How Location Server interacts with such position determination functionality to obtain Location Information about particular Target is out of the scope in this specification.

5.2.1 Handling of location subscriptions 

Before accepting a SUBSCRIBE request, the Location Server SHALL perform authorization of the subscription attempt of the Location Client per Target’s Location Information policy.  The policies to authorize the Location Client’s subscription request are described in Appendix C, Section C.1 “Subscription Authorization Rules”. If the Location Server accepts the SUBSCRIBE request, the Location Server SHALL process the SUBSCRIBE request in accordance with [RFC3265] and [RFC3856] with the following clarification:

The Location Server SHALL NOT terminate a subscription because the Location Information of the Target being monitored does not exist. This allows a Location Client to remain subscribed to the Target and receive its Location Information whenever it is available. 

If the Target is identified by a SIP URI and also a tel URI, the Location Server SHALL consider these URIs equivalent for the purposes of event package subscriptions.

The Location Server SHALL accept only SUBSCRIBE requests which include a Feature tag for location service (as described in Appendix D). 
The Location Server MAY have a local policy to limit the maximum number of simultaneous subscriptions to a Location Information. The local policy MAY be on a per-Target basis. If the Location Server determines to reject an initial subscription due to the current number of active subscriptions to the Target being equal to or greater than the maximum, the Location Server SHALL send a 503 (Maximum number of subscriptions exceeded) response. The response SHOULD include the Retry-After header field (e.g. based on the expiry of active subscriptions), in order to suggest to the Location Client not to retry the subscription prior to the Retry-After time.

The Location Server processes the Location Information before delivering it to the Location Clients by applying the following steps in this order:

1) Location Rules (see section 5.2.1.1) 

2) Location event notification filtering (see section 5.2.1.2)
3) Location QoS handling (see section 5.2.1.3)

4) Event notification throttling (see section 5.2.1.4)

5) Event notification suppression (see section 5.2.1.5)

6) Notification generation (see section 5.2.1.6)

5.2.1.1 Applying Location Rules

The Location Rules in the Location Policy XDMS consist of two parts:
· Subscription Authorization Rules (described in Appendix C, Section C.1 “Subscription Authorization Rules”), which determine if a Location Client is allowed to subscribe to the Target’s Location Information; and

· Location Privacy Rules (described in Appendix C, Section C.2 “Location Privacy Rules”), which determine the subset of the Target’s Location Information the Location Client is allowed to receive.

The authorization decision in the Location Server SHALL be determined based on authorization policies defined by the service provider (local policy) and the Subscription Authorization Rules document stored in the Location Policy XDMS.


The Location Server SHALL apply the Subscription Authorization Rules to all authenticated SUBSCRIBE requests and outgoing NOTIFY requests for the event package.

When the Target changes the Location Rules, the Location Server SHALL ensure it applies the Location Rules with those most recent changes.

When a SUBSCRIBE request is received, the Location Server SHALL fetch the Target’s Location Rules document stored in the Location Policy XDMS according to the procedures defined in [XDM_Core] “Document Management”. 

The Location Server SHALL determine which rules in the Location Rules document are applicable and evaluate the combined permissions according to the procedures described in [XDM_Core] “Combining Permissions”, with the following clarifications:

· The Location Server SHALL use the received P-Asserted-Identity header (as defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004]) in the SUBSCRIBE request to determine the URI value used for matching against a conditions element.  

If an attempt to resolve an <external-list> condition element fails, the Location Server SHALL regard the Subscription Authorization Rules document as invalid and act according to the default policy of the Location Server. 
If there is no matching rule then the Location Server SHALL further handles the subscription according to the default policy of the Location Server. However, it is out of scope of the present specification to define how the default policy is configured.  

After evaluating the combined permissions, the Location Server SHALL handle the subscription for this Location Client based on the value of the <sub-handling> action as follows:

· If the value is “block” or there is no value, then the Location Server SHALL reject the subscription by responding to the SUBSCRIBE request according to rules and procedures of Appendix C; 

· If the value is “allow”, then the Location Server SHALL place the subscription in the “active” state according to rules and procedures of [RFC5025], section 3.2 and apply the Location Privacy Rules defined under the “transformations” element of the matched rules as specified in Appendix C.

While a Location Client’s subscription is active, a Target may update its Subscription Authorization Rules. The Location Server SHALL re-evaluate the subscription state for each Location Client based on the new Subscription Authorization Rules.  For example, a Target may decide to block subscriptions from a Location Client. If the Location Client has an active subscription to the Target’s Location Information, the Location Server terminates the subscription and blocks any future subscription requests from this Location Client.

Furthermore, while a Location Client’s subscription is active, a Target may update its Location Privacy Rules. The Location Server SHALL re-determine the subset of the Target’s Location Information the Location Client is allowed to receive. 

The Location Server MAY determine that the Subscription Authorization and/or Location Privacy Rules have been updated by subscribing to changes made to XML documents stored in the Location Policy XDMS.

5.2.1.2 Applying Location Event Notification Filtering

Location event notification filtering is a mechanism for the Location Client to control the content and triggers of notifications.

The Location Server SHALL support location event notification filtering according to the following procedures described in [IETF-Location-Filters].

If the Location Server 
understands the particular filter included in the body of the SUBSCRIBE request using the content type ‘application/location-delta-filter+xml  ’, the Location Server SHALL apply the requested filter. As a result, the authorized Location Clients are notified of the actual Location Information after first applying the privacy filtering procedures as described in section 5.2.1.1, followed by the event notification filtering procedures described in this section.

If the Location Server does not understand the particular filter included in the body of the SUBSCRIBE request, the Location Server SHALL indicate it to the Location Client with response code 488 “Not Acceptable Here”.

Note: [IETF-Location-Filters] is a work in progress. 

5.2.1.3 Location QoS handling

The Location Server SHOULD support required location QoS parameters handling according to the procedures for Location Server described in (TBD).
5.2.1.4 Applying Event Notification Throttling

The Location Server MAY have a local throttling configuration setting that limit the rate at which notifications are generated (i.e. the shortest time period between two NOTIFY requests for a given Location Client). In this case, the Location Server SHALL NOT generate NOTIFY requests more often than the throttling configuration dictates, except when generating the notification either upon receipt of a SUBSCRIBE request or upon subscription state changes.

The Location Server MAY also support Location Client requested event notification throttling. If supported, the Location Server SHALL follow the notifier procedures described in [IETF-EventThrottle]. If the Location Server has a local throttling configuration setting and it is lower than the Location Client proposed throttle value, the Location Server MAY lower the Location Client proposed throttle value to the configured setting as described in [IETF-EventThrottle]. If the local throttling configuration setting is higher than the Location Client proposed throttle value, the Location Server SHALL apply the local throttling configuration setting and omit the throttle parameter from the NOTIFY request.
Applying Event Notification Suppression
Note: The event notification suppression function is for further study. 
5.2.1.5 Generation of Notifications

At the last step of subscription to Location Information processing, the Location Server SHALL generate new NOTIFY requests for each Location Client and transmit each of those to the respective Location Client when the content of the new notification is different from the last one that was transmitted to the Location Client.

If the Location Server supports the notifier procedures defined in [IETF-SubNotEtag] and the Location Client requested condition for suppressing a NOTIFY request or a NOTIFY request body evaluates to true, the Location Server SHALL suppress the NOTIFY request or the NOTIFY request body appropriately as described in [IETF-SubNotEtag]. 

The Location Server SHALL set the “entity” attribute of the <presence> element included in the NOTIFY request to the same URI as the one used in the Request-URI of the received SUBSCRIBE request.
5.2.1.5.1 Handling of Large MIME Objects

The Location Server MAY generate notifications using the ‘multipart/related’ content type in accordance with [RFC2387], if:

· the Location Information formatted as ‘application/pidf+xml’ includes references to other MIME objects; and 

· the Location Client indicates support for the ‘multipart/related’ content type using the Accept header field in the SUBSCRIBE request.

If the Location Client does not indicate support for the ‘multipart/related’ content type or a MIME object cannot be accessed by the Location Server, the Location Server SHOULD exclude the MIME object from the notification.

5.2.2 XDM Functions

Certain Location Server functionality depends on particular XML documents stored in XDMS.  In order to provide this functionality the Location Server:

· SHALL support retrieval of XML documents stored in the  XDMS, according to [XDM_Core] “Document Management” (via the LS-4 reference points);

· SHALL support LOCSIP XDMS Application Usage as specified in Appendix C, and the URI List Application Usage specified in [XDM_List] “URI List”;

· MAY subscribe to changes made to XML documents stored in the XDMS. If so, the Location Server SHALL follow the procedure defined in [XDM_Core] “Subscribing to Changes in the XML Documents” (via the LS-3 reference point).
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