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1 Reason for Change
Justification: 
Subscription Authorization is necessary in two cases, one is needed for the location service subscription and the other is needed for the Target location subscription. Therefore the failure messages should be different in above two cases.
Summary of change: 
Add Location Service Subscription Authorization Failure case with the failure message of SIP “401 Unauthorized”. 
Scope of change: 
add sub-sections in the section 5.4.1.5
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that this change be reflected to the AD document.
6 Detailed Change Proposal

Change 1:  Add another Subscription Authorization Failure case in section 5.4.1.5
5.4.1.5 Subscription Authorization Failure

Location Service Subscription Authorization Failure
A Requesting Location Server can deny a subscription request from a Location Client if the subscription request is not authorized per local policy. In this case, the Requesting Location Server sends a 401 Unauthorized message in response to the subcription request. 
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Figure 7: Flow for Location Service Subscription Authorization Failure

1. A Location Client that wants to retrieve the location information of a Target sends a SIP SUBSCRIBE request which contains the SIP URI of the Target, the duration of the subscription and the feature tag for location service.  The duration of the subscription should be set to zero if it’s a one-time request instead of persistent subscription.  The SIP SUBSCRIBE request may include the required QoS parameters and filter criteria for when notifications shall be sent.

2. The SIP/IP Core routes the SIP SUBSCRIBE request to the Requesting Location Server which performs back-end subscriptions on behalf of the Location Client.
3. The Requesting Location Server performs the necessary authorisation checks on the originator to ensure it is allowed to request the Location Service per local policy. In this scenario, the Service Provider has blocked the Location Client from subscribing to the Location Service and therefore, the authorization fails.
4. The Requesting Location Server sends a SIP 401 Unauthorized response to the SIP/IP Core. 
5. The SIP/IP Core forwards the response to the Location Client.
Target Location Subscription Authorization Failure 
A Location Server can deny a subscription request from a Location Client if the Service Provider has blocked the Location Client from subscribing to Target’s location. In this case, the Location Server sends a 403 Forbidden message in response to a subcription request. 
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Figure 7: Flow for Target Location Subscription Authorization Failure

1. A Location Client that wants to retrieve the location information of a Target sends a SIP SUBSCRIBE request which contains the SIP URI of the Target, the duration of the subscription and the feature tag for location service.  The duration of the subscription should be set to zero if it’s a one-time request instead of persistent subscription.  The SIP SUBSCRIBE request may include the required QoS parameters and filter criteria for when notifications shall be sent.

2. The SIP/IP Core routes the SIP SUBSCRIBE request to the correct Location Server, based on the address of the Target and the feature tag for location service.

3. The Location Server performs the necessary authorisation checks on the originator to ensure it is allowed to request the location information of Target. In this scenario, the Service Provider has blocked the Location Client from receiving the Target’s location information and therefore, the authorization fails.
4. The Location Server sends a SIP 403 Forbidden response to the SIP/IP Core. 
5. The SIP/IP Core forwards the response to the Location Client.












NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 1)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

_1285487302.vsd
Location Client


SIP/IP 
Core


Requesting
Location Server


1. SUBSCRIBE


2. SUBSCRIBE


4. 401 Unauthorized


5. 401 Unauthorized


3. Authorization Failure



